SA WG2 Temporary Document

Page 3

SA WG2 Meeting #103
S2-141934
19 - 23 May 2014, Phoenix, Arizona, USA
(revision of S2-14xxxx)
Source:
HTC
Title:
Proposals for adding key issues for MONTE
Document for:
Discussion 
Agenda Item:
7.9
Work Item / Release:
MONTE / Rel-13
Abstract of the contribution: It is proposed to discuss the proposals and determine the way forward to add new key issues for Monitoring MTC feature.
Discussion

According to TS 22.368 and architecture requirement of the monitoring key issue captured in TR 23.887, the MTC feature of monitoring needs to consider the following monitoring events:

1. behaviour which is not aligned with activated MTC Feature(s) 
2. change of the association between the UE and the UICC
3. loss of connectivity. The maximum time between the actual loss of connectivity occurred and the loss of connectivity detected shall be configurable per subscription.
4. communication failure events and reasons (e.g. connection error codes for troubleshooting)
5. change of the location (geographical position and/or point of attachment in the network) of the MTC Device.
Observation:

In current TS 22.368 and TR 23.887, the requirements of a number of monitoring events are not clear and may have different interpretations in potential solutions. Therefore, it is required to clarify the monitoring events to be considered in this release and the corresponding requirements. 
Also, with candidate architectural solutions that fulfil architectural requirements, there may have different alternatives for detection of monitoring events.
Proposal#1: it is proposed to add key issues for indicating the requirements of monitoring events in the scope of SA2.
Further, in TR 22.853 for the study on Service Exposure and Enablement Support (SEES), clause 4.2.5 provides use cases for monitoring on application usage and indicates the following potential requirements:

-
Under the assumption of a service agreement between MNO and a 3rd party, the network shall make the following features available to 3rd parties:
-
Change or loss of the association between the ME and the UICC; 

-
Loss of connectivity, 

-
Communication failure events and reason. 

-
UE location reporting

-
Presence Area Reporting,

-
Usage of roaming,

Observation:

· About the monitoring event 1 for “behaviour which is not aligned with activated MTC Feature(s)”: this is not within the scope of the SEES for monitoring use case.
· About the monitoring event 5 for “change of the location”: this is related to the location features in different granularities, e.g. PLMN, Cell, etc. In support of service capability exposure framework, the location feature needs to take into account UE location reporting, Presence Area Reporting, and Usage of roaming.
Proposal#2: it is proposed to add the key issues with following approaches:

Alt1: Add key issues for each of Monitoring events (e.g. events 1-5 becomes five key issues)
Alt2: Add two key issues by categorizing the events in terms of AESE scope (e.g. one key issue for event 1 and another key issue for events 2-5).
Proposal
It is proposed to discuss the above proposals and determine the way forward to add new key issues for Monitoring MTC feature. The provided changes are proposed as examples for discussion.
********** First Change **********

6.X
Key issue – Monitoring event of MTC features alignment
6.X.1
Description

The monitoring event of MTC feature alignment is to provide mechanisms to detect the occurrence of the misalignment between the requested service (i.e. with one or more MTC features) and the subscriptions.
Editor’s Note: It is FFS what are the MTC features to be considered in this release.
6.X.2
Requirements

The following requirements need to be considered:
General:

-
The network shall be able to identify which individual MTC Features are activated and subscripted for a particular MTC Subscriber and a MTC device.
Configuration parameters 
-
It needs to be possible for the network to configure parameters for detection, action, and report.
Monitoring Procedures
-
It needs to be possible for the network to provide mechanisms for the detection of MTC feature alignment, action enforcement, and reporting.

********** Second Change **********

6.Y
Key issue – Monitoring events in support of Service Capability Exposure Framework
6.Y.1
Description

In support of the monitoring service for application usage via service capability exposure framework, the network needs to make monitoring features available to 3rd parties according to the indication from the 3rd party service provider.
6.Y.2
Requirements

The following requirements need to be considered:
General:

-
It needs to be possible for the network to provide the following monitoring features:
- Change or loss of the association between the ME and the UICC; 
- Loss of connectivity, 
- Communication failure events and reason. 
- Change of the location (geographical position and/or point of attachment in the network) of the MTC Device
Editor’s Note: It is FFS which of the monitoring features to be considered in this release.

Editor’s Note: It is FFS the requirements of each monitoring feature.
Configuration parameters 

-
It needs to be possible for the network to configure monitoring features to be supported and corresponding parameters for detection of the monitoring features.
Editor’s Note: It is FFS what are the configuration parameters of each monitoring feature to be considered.

Monitoring Procedures

-  It needs to be possible for the network to provide mechanisms for the detection of monitoring features by the requests from 3rd parties.

-
It needs to be possible for the network to provide mechanisms for reporting of UE location, Presence Area, and Usage of roaming by the requests from 3rd party.
********** End of Changes **********
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