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***1st Change ****

4.8.2.1.2
Inter-System Mobility Policy

The Inter-System Mobility Policy (ISMP) is a set of operator-defined rules that affect the inter-system mobility decisions taken by the UE. The UE uses the inter-system mobility policy when it can route IP traffic only over a single radio access interface at a given time (e.g. is neither IFOM nor MAPCON capable or its IFOM and MAPCON capabilities are disabled) in order to select the most preferable access technology type or access network that should be used to connect to EPC.

The inter-system mobility policy may be provisioned in the UE and may be updated by the ANDSF based on network triggers or after receiving a UE request for network discovery and selection information.

Each ISMP rule includes the following information:

-
Validity conditions, i.e. conditions indicating when the rule is valid (such conditions may include e.g. a time duration, a location area, etc.).

-
A prioritized list of access technologies or access network that indicate the order in which they are preferred or restricted for EPC connectivity. 
-
A rule priority that indicates the priority of this rule with respect to other ISMP rules provided by the same PLMN.

For example, an ISMP rule may indicate that 3GPP access is preferable to WLAN access for EPC connectivity. When this rule is applied, inter-system handover from 3GPP access to WLAN access is not allowed. The rule may also indicate e.g. that WiMAX access is more preferable to WLAN access.

The selection of a most preferred access technology may also be dependent on RAN assistance parameters.  These parameters may include 3GPP RAN radio thresholds and WLAN radio and backhaul load thresholds.
NOTE:
The inter-system mobility policy does not indicate the most preferable access network or access technology type that should be used to access CS services.

***2nd Change ****

4.8.2.1.4
Inter-System Routing Policy

The Inter-System Routing Policy (ISRP) is a set of operator-defined rules that determine how the UE should route IP traffic across multiple radio access interfaces. The ANDSF may provide a list of ISRP rules to the UE independently of the UE capability to route IP traffic simultaneously over multiple radio access interfaces. The UE uses the ISRP rules when it can route IP traffic simultaneously over multiple radio access interfaces (e.g. it is an IFOM capable UE with the IFOM capability enabled or a MAPCON capable UE with the MAPCON capability enabled) in order to meet the operator routing / offload preferences by:

(i)
deciding when an access technology type / access network is restricted for a specific IP traffic flow and/or a specific APN; and

(ii)
selecting the most preferable access technologies / access networks which should be used by the UE when available to route IP traffic that matches specific criteria (e.g. all traffic to a specific APN, or all traffic belonging to a specific IP flow, or all traffic of a specific application, etc).

The inter-system routing policy may be provisioned in the UE and may be updated by the ANDSF based on network triggers or after receiving a UE request for network discovery and selection information.

Each ISRP rule includes the following information:

-
Rules for IFOM: Each one of these rules identifies a prioritised list of access technologies / access networks which should be used by the UE when available to route traffic that matches specific IP traffic filters on a specific APN or on any APN. A rule for IFOM can also identify which radio accesses are restricted for traffic that matches specific IP traffic filters on aspecific APN (e.g. WLAN is not allowed for RTP/RTCP traffic flows on APN-x) or on any APN;

-
Each rule for IFOM contains one or more IP traffic filters (to match specific IP traffic), a prioritised list of access technologies / access networks, a rule priority and, optionally, validity conditions that indicate when the rule is valid. Each IP traffic filter may identify traffic based on destination address, transport protocol, destination/source port numbers, DSCP or Traffic Class, destination domain name and application identity.

NOTE 1:
IP traffic filters in ANDSF policies are applied in the UE for uplink traffic. Thus the source port in this context is the source port within the IP packet sent by the UE; the destination address and port are the destination address and port in the IP packets sent by the UE.

-
Rules for MAPCON: Each one of these rules identifies a prioritised list of access technologies / access networks which should be used by the UE when available to route PDN connections to specific APNs. A rule for MAPCON can also identify which radio accesses are restricted for PDN connections to specific APNs (e.g. WLAN is not allowed for PDN connection to APN-x);

-
Each rule for MAPCON contains an APN value, a prioritised list of access technologies / access networks, a rule priority and, optionally, validity conditions that indicate when the rule is valid. When no APN value is contained, the rule applies to any APN.

-
Rules for Non-seamless WLAN Offload (NSWO) specified in clause 4.1.5: Each one of these rules identifies which traffic shall or shall not be non-seamlessly offloaded to a WLAN when available. It shall be possible to restrict certain traffic from using non-seamless WLAN offload only in specific WLAN access networks or in all WLAN access networks. Similarly, it shall be possible to permit certain traffic to use non-seamless WLAN offload only in specific WLAN access networks or in all WLAN access networks.

-
Each rule for NSWO contains one or more IP traffic filters (to match specific IP traffic), a rule priority and, optionally, validity conditions that indicate when the rule is valid. Each IP traffic filter may identify traffic based on destination address, transport protocol, destination/source port numbers, DSCP or Traffic Class, destination domain name and application identity.

The prioritised list of access technologies included in the rules for IFOM and MAPCON may contain 3GPP access, WLAN access as well as specific 3GPP RATs such as GERAN, UTRAN and E-UTRAN. The order of the access technologies in this list allows the operator to prioritize specific 3GPP RATs with respect to WLAN access. The UE shall use the prioritised list of access technologies in these rules only for IP routing and PDN connection establishment. The UE shall not use this prioritised list for 3GPP RAT selection.

NOTE 2:
For example, if the UE camps on UTRAN and the prioritised list of access networks in the active IFOM rule indicates that E-UTRAN has the highest priority for an IP flow, this rule does not trigger the UE to re-select to E-UTRAN for routing the IP flow.

If more than one valid rule for IFOM and non-seamless WLAN offload match a specific IP traffic flow, the UE applies the rule with the highest rule priority.
The selection of a most preferred access technology or access network for the purposes of traffic routing may also be dependent on RAN assistance parameters.  These parameters may include 3GPP RAN radio thresholds and WLAN radio and backhaul load thresholds.

***3rd Change ****

4.8.2.1.6
WLAN Selection Policy

The WLAN Selection Policy (WLANSP) is a set of operator-defined rules that determine how the UE selects and reselects a WLAN access network. The UE may be provisioned with WLANSP rules from multiple PLMNs.

Each WLANSP rule includes the following information:

-
Validity conditions, i.e. conditions indicating when the provided rule is valid. The validity conditions can include the time of day, geolocation, network location (e.g. PLMN, Location Area), etc.

-
A list of SSIDs not preferred for selection. This list is the same as the SPExclusionList specified in the HS2.0 Rel‑2 specification [75].

-
One or more groups of WLAN selection criteria in priority order. Each group contains one or more criteria that should be fulfilled by a WLAN access network in order to be eligible for selection. Such criteria are based on the following and only the following WLAN attributes:

a)
Attributes defined in the HS2.0 Rel‑2 specification [75]:

-
PreferredRoamingPartnerList,

-
MinimumBackhaulThreshold,

-
MaximumBSSLoad,

-
RequiredProtoPortTuple.

b)
Additional attributes:

-
PreferredSSIDList: A list of SSIDs preferred for selection.

For example, a WLANSP rule may include the following groups of selection criteria:

-
Group of selection criteria with priority 1:

-
PreferredRoamingPartnerList = partner1.com, partner2.com

-
MaximumBSSLoad = 60

 -
Group of selection criteria with priority 2:

-
PreferredSSIDList = myoperator

-
MinimumBackhaulThreshold = 2Mbps in the downlink

A WLAN access network meets a group of selection criteria when it concurrently fulfills all the criteria in the group.

3GPP radio related RAN assistance parameters are not used in the WLAN selection policy.
***4th Change ****

4.8.2a.2
UE Behavior Based on the ANDSF Information

This clause specifies the UE behavior when it is provisioned with ANDSF information and has selected the active rules as described in the previous clause.

If the UE has received or has been provisioned with ANDSF information which indicates that there is an access network in its vicinity with higher priority than the currently selected access network(s), the UE should perform procedures for discovering and reselecting the higher priority access network, if this is allowed by user preferences.

NOTE 1:
How frequently the UE performs the discovery and reselection procedure depends on the UE implementation.

(i)
When the UE cannot simultaneously route IP traffic over multiple radio accesses:

-
The UE shall select the most preferable available access network for EPC connectivity and inter-system mobility based on the active ISMP rule, RAN assistance parameters, the active WLANSP rule and the user preferences. The user preferences take precedence over the active rules.

-
The UE shall not consider any ISRP rules it may have received from the ANDSF.

-
When automatic access network selection is used, the UE shall not initiate a connection to EPC using an access network indicated as restricted in the active ISMP rule.

-
When the UE selects a non-3GPP radio access based on the active ISMP and the active WLANSP rules, the UE may still use 3GPP access for CS services.

NOTE 2:
The user may manually select the access technology type or access network that should be used by the UE; in such case the active ISMP and the active WLANSP rules are not taken into account.

-
When the UE is connected to EPC over 3GPP access, the UE shall use the active IARP rule and the user preferences to determine if an IP flow should be routed inside a specific PDN connection.

-
When the UE is connected to EPC over WLAN access, the UE shall use the active IARP rule and the user preferences to determine if an IP flow should be routed inside a specific PDN connection or if it should be non-seamlessly offloaded to the selected WLAN access network.

-
The UE shall use the active ISMP rule and any available RAN assistance parameters to determine if EPC connectivity is preferred over WLAN access or over 3GPP access. The prioritized list of access networks in the active ISMP rule shall not be used for WLAN selection since WLAN selection is based on the active WLANSP rule and the user preferences.
-
For the purposes of evaluating which access technology shall be used at any given point in time the UE shall temporarily modify the prioritised list of access networks in the ISMP rule to take into account any RAN assistance parameters that may have been provided, as described in Section 4.8.2a.2.1.    
-
When EPC connectivity is preferred over WLAN access (i.e. the highest priority access in the active ISMP rule corresponds to WLAN access technology / network), the UE shall use the active WLANSP rule to determine the most preferred available WLAN access network (as specified in clause 4.8.2b).

-
When the UE is connected to EPC over WLAN access, the UE should occasionally re-evaluate if the connected WLAN still meets the selection criteria in the active WLANSP rule. The rate of this re-evaluation is defined by the UE implementation. When the UE determines that the currently selected WLAN does not meet the selection criteria in the active WLASP rule for an implementation-specific duration, the UE should attempt to select another WLAN access network as specified in clause 4.8.2b.

-
When the most preferred available WLAN access network has higher priority than 3GPP access(according to the prioritized accesses in the active ISMP rule), then the UE shall connect to EPC over the most preferred available WLAN access network. Otherwise, the UE shall connect to EPC over 3GPP access. For example:

-
If the prioritized access networks in the active ISMP rule are the following: WLAN-A priority 1, 3GPP priority 2, WLAN-B priority 3; then

-
Since the UE determines that one or more WLANs are preferred for EPC connectivity over 3GPP access, the UE uses the groups of selection criteria in the active WLANSP rule to determine the most preferred available WLAN access network (as specified in clause 4.8.2b).

-
If the most preferred available WLAN access network has lower priority than 3GPP access according to the active ISMP rule (e.g. WLAN-B), then the UE shall connect to EPC over 3GPP access.

-
If the most preferred available WLAN access network has higher priority than 3GPP access according to the active ISMP rule (e.g. WLAN-A), then the UE shall connect to EPC over the most preferred available WLAN access network.

NOTE 3:
It is assumed that the active ISMP rule in the UE can always be used to determine the relative priority of the most preferred WLAN (selected based on the active WLANSP rule) over 3GPP access.

(ii)
When the UE can simultaneously route IP traffic over multiple radio accesses:

-
The UE shall not consider any ISMP rules it may have received from the ANDSF.

-
The UE shall use the active WLANSP rule and the user preferences to select and connect to the most preferred available WLAN access network, as specified in clause 4.8.2b. User preferences take precedence over the active WLANSP rule. After that, the UE is simultaneously connected to 3GPP access and to the selected (most preferred) WLAN access network.

-
After the UE selects and connects to a WLAN access network based on the active WLANSP rule (as specified in clause 4.8.2b), the UE should occasionally re-evaluate if the connected WLAN still meets the selection criteria in the active WLANSP rule. The rate of this re-evaluation is defined by the UE implementation. When the UE determines that the currently connected WLAN does not meet the selection criteria in the active WLASP rule for an implementation-specific duration, the UE should attempt to select another WLAN access network as specified in clause 4.8.2b.

-
The prioritized lists of access networks in the active ISRP rule shall not be used for WLAN selection since WLAN selection is based on the active WLANSP rule and the user preferences.

-
The UE shall use the active ISRP for MAPCON rules, RAN assistance parameters and the user preferences to determine if a PDN connection to a certain APN should be established over 3GPP access or over the selected WLAN access network.

-
When an ISRP for MAPCON rule is used for the PDN connection establishment:

-   The UE shall temporarily modify the prioritised list of access networks in the ISRP for MAPCON rule to take into account any RAN assistance parameters that may have been provided, as described in Section 4.8.2a.2.1.    
-  
The UE shall determine if the selected WLAN access network has higher priority than 3GPP access and establishes the PDN connection accordingly.  For example:
-
If the list of prioritized access networks in the ISRP for MAPCON rule are the following: WLAN-A priority 1, 3GPP priority 2, WLAN-B priority 3; then

-
If the UE has selected WLAN-B (or any WLAN network with lower priority than 3GPP access), it shall establish the PDN connection over 3GPP access.

-
If the UE has selected WLAN-A (or any WLAN network with higher priority than 3GPP access), it shall establish the PDN connection over WLAN access.

-
The UE shall use the active ISRP for IFOM rules, the active ISRP for NSWO rules, the active IARP rule, RAN assistance parameters and the user preferences to determine how to route outgoing IP flows. Specifically:

-
The UE shall evaluate the above rules in priority order as specified in clause 4.8.2.1.5 (Inter-APN Routing Policy) and shall determine which rule to apply.

-
When the applied rule is an ISRP for IFOM rule, the UE determines that this flow is subject to IP flow mobility and selects an access network to route this flow based on the prioritized list of access networksin the ISRP for IFOM rule, where the UE shall have temporarily modified the prioritised list to take into account any available RAN assistance parameters as described in Section 4.8.2a.2.1.    
For example:

-
If the prioritized list of access networks in the ISRP for IFOM rule are the following: WLAN-A priority 1, 3GPP priority 2, WLAN-B priority 3; then

-
If the UE has selected WLAN-B (or any WLAN network with lower priority than 3GPP access), it shall route the IP flow over 3GPP access.

-
If the UE has selected WLAN-A (or any WLAN network with higher priority than 3GPP access), it shall route the IP flow over WLAN access.

-
When the applied rule is an ISRP for NSWO or an IARP for NSWO rule, the UE shall route this IP flow to the selected WLAN access network (outside any PDN connection) provided that the rule does not prohibit this IP flow over the selected WLAN access network.

-
When the applied rule is an IARP for APN rule, the UE shall route this IP flow inside the PDN connection specified by this rule.

NOTE 4:
It is assumed that the active ISRP rule in the UE can always be used to determine the relative priority of the selected WLAN access network over 3GPP access.

4.8.2a.2.1
Interpretation of RAN assistance information in ANDSF
A 3GPP RAN may signal the following RAN assistance information to the UE:
1. LTE RSRP/UMTS CPICH RSCP threshold (for FDD)/UMTS PCCPCH RSCP threshold (for TDD)
2. LTE RSRQ/UMTS CPICH Ec/No threshold (for FDD)
3. WLAN channel utilization threshold (FFS)
4. Available WLAN DL backhaul data rate threshold  (FFS)
5. Available WLAN UL backhaul data rate threshold  (FFS)
The following information may additionally or alternatively be provided to the UE in an ANDSF rule:

1. LTE RSRP/UMTS CPICH RSCP threshold (for FDD)/UMTS PCCPCH RSCP threshold (for TDD) (FFS)
2. LTE RSRQ/UMTS CPICH Ec/No threshold (for FDD) (FFS)
3. WLAN channel utilization threshold
4. Available WLAN DL backhaul data rate threshold
5. Available WLAN UL backhaul data rate threshold
If the UE receives RAN assistance information through both RAN signalling and via ANDSF then the selection of which set of thresholds shall be applicable is described in Section X
.  

The RAN assistance information may be used by the UE in the interpretation of either ISMP or ISRP rules.

In order to evaluate which access technology shall be used the device shall temporarily modify the prioritised list of access technologies or access networks provided in the ISMP or ISRP rule by removing from consideration any access technologies or access networks that do not satisfy the conditions associated with the relevant RAN assistance parameter thresholds for that particular access technology.   

If the UE has not yet chosen an access technology as is the case either where the first PDN connection is being set up (ISMP), or an APN is being traffic routed for the first time (ISRP for MAPCON) or an IP flow is being traffic routed for the first time (ISRP for IFOM) then the prioritized access technology list in the ISMP or ISRP rule shall be temporarily modified as shown in Table X.
If the UE is already using an access technology, in other words if either one or more PDN connections are already being carried (ISMP), or connectivity to the APN under consideration is already available (ISRP for MAPCON) or the IP flow under consideration is already being supported (ISRP for IFOM) then a hysteresis mechanism (e.g. the application of offsets to the thresholds in Table X) shall be applied in order to prevent ping pong between access technologies. 
	Threshold
	Condition
	Action on prioritised list:

	threshRsrp
	RSRP < threshRsrp
	Remove LTE from list

	threshRsrq
	RSRQ < threshRsrq
	Remove LTE from list

	threshRscp
	RSCP < threshRscp
	Remove UMTS from list

	threshEcNo
	EcNo < threshEcNo
	Remove UMTS from list

	threshBSSLoad
	bssLoad > threshBssLoad
	Remove WLAN from list

	threshDLBackhaulRate
	dlBackhaulRate < threshDLBackhaulRate
	Remove WLAN from list

	threshULBackhaulRate
	ulBackhaulrate < threshULBackhaulRate
	Remove WLAN from list


Table X) Usage of RAN assistance thresholds in producing a temporary prioritised list of access networks or access technologies
The temporarily modified list of access technologies and access networks is then used in the application of the ISMP or ISRP rule for the purposes of making the access technology selection or traffic routing decision according to the procedures described in Section 4.8.2a.2. 

If there are no usable access technologies/access networks left in the prioritised list after the list modification process is completed then the prioritised list as provided in the original ISMP or ISRP rule shall be used.  
If the RAN signals to the UE multiple thresholds that pertain to the same access technology then the RAN shall indicate whether the conditions associated with the thresholds are to be logically ORed or logically ANDed when the UE determines whether the access technology or access network can remain as a candidate.  
Only RAN assistance parameters that are either signalled by the RAN or provided in ANDSF can result in a modification of the prioritised list.   If the RAN does not signal any RAN assistance parameters and if ANDSF does not provide any RAN assistance parameters then the prioritised list of access technologies and access networks in the ISMP or ISRP rule is not modified. 
�This CR does not address coexistence issues





