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Abstract of the contribution: The paper clarifies that the rules applied over Gx, Sd or Rx can be based on the RAN congestion reporting, but they also take other criteria into account. Indications sent to the PCEF, TDF or AF should be logically de-coupled from the RAN congestion reporting. 
Introduction

For the CN-based solutions, the UPCON TR suggests that the PCRF can apply rules not only over the Gx interface, but also over the Sd or Rx interfaces towards the TDF or AF. We propose to add further clarification regarding the nature of these rules; and address how possible optimizations in the GTP-U solution can be made consistent with the overall solution principles. 

Discussion

When the PCRF receives RAN congestion information, it is assumed to process this information further before rules (enforcement actions) are applied. Such processing may include for example the following aspects. 

· Normalization of the congestion level, considering that different RAN vendors may use different congestion detection criteria. 
· Verification of the congestion levels, e.g., to prevent too frequent changes in the rules.

· Consideration of the reported statistical traffic mix.

· Subscription information. 

· Usage policies (such as quota status) 

· Location information

· Etc.

Conclusion 1: The enforcement actions to be applied over Gx, Sd or Rx, as determined by the PCRF, take into account other criteria besides the reported congestion level. 
In order to facilitate the role of the PCRF as the decision entity which implements the operator’s preferred actions, the information sent over the Gx, Sd and Rx interfaces should be logically de-coupled from the congestion level as reported to the PCRF. The RAN congestion level is an input to the PCRF decisions, whereas the enforcement actions on Gx, Sd or Rx are outputs of the PCRF. Sending the unprocessed RAN congestion level to the PCEF, TDF or AF would conflict with the PCRF’s assumed role of mapping the input parameters to the appropriate rules, since multiple mapping functions can cause inconsistencies and inappropriate actions. Further, sending the unprocessed RAN congestion information to AF or TDF nodes may lead to exposure of RAN congestion information to external entities which operators wish to avoid. 
Conclusion 2: Gx, Sd or Rx interface may use policies taking into account the reported RAN congestion information, but the unprocessed RAN congestion information shall not be exposed on these interfaces. 

In the context of GTP-U solution, optimizations have been proposed where RAN congestion information is forwarded without PCRF involvement to the TDF or AF. The applicability of these optimizations are FFS – it is not clear what justifies the optimizations. However, it is important to make sure that the general principles in conclusions 1 and 2 above are observed even with any possible optimizations. I.e., the PCRF must be able to apply additional criteria before the RAN congestion level is mapped to an enforcement action in the TDF or AF. Further, the unprocessed RAN congestion information must not be exposed to the TDF or AF entities. 

Conclusion 3: For any potential optimization which works without PCRF involvement, the principles described under conclusions 1 and 2 must be maintained. 

There may be network deployments with both TDF and AF where the operator may want to de-couple the enforcement actions sent to these nodes; or the operator may want to send indications to one of the nodes only. It is not clear how this can be achieved in the case of GTP-U solution without PCRF involvement. 

Conclusion 4: It is FFS how a potential optimization without PCRF involvement can de-couple the indications sent to the TDF and to the AF. 
Given that the bypassing of the PCRF appears highly complex in light of conclusions 1-4 above in the case of GTP-U solution, it is proposed to avoid that optimization function in the current UPCON work. Note that the AF or the TDF can be configured with the appropriate rules, taking into account RAN congestion status, for all solutions including GTP-U. Note that similar optimizations have so far not been standardized. E.g., static policies, which are per APN and have a limited applicability, have been excluded from standardization as clarified in 23.401.
Conclusion 5: In the rel-13 UPCON work item, optimizations without PCRF involvement are not to be specified.  
Proposal
It is proposed to capture conclusions 1-5 above in the UPCON TR by clarifying and updating the text in the GTP-U solution as well as in the general policy mitigation part. 

--------------------------------------START FIRST CHANGE------------------------------------------
6.1.5.1.3.2
Enforcement action transfer to the AF over Rx

The PCRF may also provide – subject to agreement with the AF provider – enforcement actions to the AF which may take into account the RAN congestion status.

Editor's Note: It is FFS whether the indication to the AF consists of a maximum bitrate and/or the RCI and/or other information.

In order to enable an Application Function (AF) to receive such enforcement actions, an AF shall be able to subscribe to notifications from the PCRF. If an AF subscribes to receiving notifications, then the PCRF shall subscribe to receiving RAN congestion information over Gx for the same IP-CAN session as specified in the previous section.

6.1.5.1.3.3
Enforcement action transfer to the TDF/AF without PCRF involvement
6.1.5.1.3.3.1
General
NOTE: Optimizations without PCRF involvement, as described below, are not to be specified.
If usage of congestion mitigation measures per congestion level is used without PCRF involvement as a potential optimization,  enforcement action transfer from the GGSN/PGW to the TDF/AF may be implemented by using one of the methods illustrated in the following sections.

The AF may subscribe to notifications via Rx or the PGW decides based on configuration to send enforcement action to the TDF/AF.
The enforcement actions sent to the TDF/AF may take into account the RCI, and additionally other criteria such as subscription, usage policy, normalization or verification of the RCI, traffic statistics, location information, etc. It is the PCRF’s role to determine which enforcement action to send to the TDF/AF. 

Editor's Note: It is FFS how the PCRF controls which enforcement action is sent to the TDF/AF. 

In case of network deployments with both TDF and AF, the enforcement actions sent to the TDF and the AF may be different, depending on operator policies as determined by the PCRF. Also, the operator may decide to not send enforcement actions to TDF but send enforcement actions to the AF, or vice versa. 
Editor's Note: It is FFS how enforcement actions sent to the TDF can be de-coupled from the enforcement actions sent to the AF. It is FFS how the enforcement actions can be sent to the AF but not to the TDF or vice versa. 
The sending of enforcement actions to an AF is dependent on the operator configuration. The AF can be inside or outside the operator network. If the AF is outside the network, service level agreements need to be in place. The AF must be capable to interpret the received enforcement actions in order to take the appropriate actions. Examples of AFs which may benefit from receiving enforcement actions are adaptive video streaming servers or web proxy servers.
Editor's Note: The applicability of congestion mitigation measures per congestion level without PCRF involvement need to be evaluated. Optimizations without PCRF involvement are not to be specified.
In case of enforcement actions transfer to the TDF/AF without PCRF, the granularity of applying the enforcement application may be per application. In contrast, if RCI is transferred to the PCRF, or if enforcement is performed by the PCEF, the granularity of applying the enforcement action may be also per bearer. 
Based on operator policies (e.g. used APN or destination IP address) the PGW determines whether to transfer enforcement actions to TDF/AF.
6.1.5.1.3.3.2

Reporting enforcement actions in DSCP / tunnelled DSCP

The PGW/GGSN translates enforcement actions into a DSCP value in the IP header towards the TDF/AF. 

NOTE 1:
Marking of DSCP bits for this purpose can interfere with appropriate traffic handling in some operator transport networks. The DSCP marking may also get remarked by routing entities within the operator networks.
Editor's Note: It is FFS whether usage of DSCP marking is appropriate in case of providing enforcement actions.

To avoid interference with DSCP markings used in operator’s transport networks, alternatively the PGW/GGSN may tunnel packets to the TDF/AF and report the enforcement actions within the DSCP of the inner IP packet. This ensures that DSCP markings used in the operator’s network can still be applied to the outer DSCP field of the tunnel in order to keep the transport network unaffected. Examples of tunnels which may be used are: GRE, IP-in-IP tunnel, depending on implementation. The TDF/AF is required to replace the DSCP marking with operator defined values based on configuration. 
NOTE 2:
Since in this solution, once the congestion is detected, the RCI is included in all uplink GTP-U packets, the transfer of enforcement action from the GGSN/PGW to the TDF/AF shall be supported for all uplink IP packets.
NOTE 3:
Usage of DSCP / tunnelled DSCP can be done in case only the enforcement actions need to be reported to the TDF/AF. If the AF is outside the operator’s network, then a tunnel between the PGW and the AF is required.
6.1.5.1.3.3.3

Reporting enforcement actionsas a Network Service Header

The PGW/GGSN reports the enforcement actionsto TDF/AF and may report other information, e.g. cell ID or RAT type to the TDF as context data using a Network Service Header (NSH) [12]. The information reported to AF depends on operator configuration. The NSH must be removed by the TDF/AF. 

Editor's Note: Tunnelling between PGW/GGSN and AF is FFS. Reporting other information to the TDF is FFS. 
NOTE:
A Network Service Header (NSH) supports adding metadata to a packet.  The packets and the NSH are then encapsulated in an outer header for transport. One example for NSH encapsulation is GRE as illustrated in section 5 of [12]. The details of how to encode indications and optionally cell ID (FFS) and RAT type (FFS) as NSH context data is up to Stage 3.

--------------------------------------END FIRST CHANGE------------------------------------------
--------------------------------------START SECOND CHANGE------------------------------------------
6.1.6.1
Solution 1.6.1: Policy-based congestion mitigation 

6.1.6.1.1
General description, assumptions, and principles

This solution addresses key issues #1 ("RAN user plane congestion mitigation") and #4 ("Video delivery control for congestion mitigation"). It describes a general scheme how PCRF can be involved for congestion mitigation based on policy decisions, with the PCRF providing policies to different network entities performing congestion mitigation, based on congestion awareness.

This solution focuses only on policy-based congestion mitigation, and does thus not depend on how congestion awareness is achieved in the PCRF (e.g. if the congestion information is signalled off-path or if they are indicated on-path via the P-GW).

NOTE:
The term "congestion information" is used here as a generic term and the detailed information elements are left to the congestion awareness solution. 

6.1.6.1.2
High-level operation and procedures


Figure 6.1.6.1.2-1: Overview of congestion mitigation based on policy decisions.

NOTE 1:
The numbers do not necessarily imply a temporal order.

NOTE 2:
If TDF is deployed, congestion mitigation policies may be provisioned to both PCEF and/or TDF. 

The procedural steps are:

1.
The PCRF provides policies for congestion mitigation to one or more of the following network entities:

a)
to the PCEF (over the Gx interface);

b)
to the TDF (over the Sd interface) ;

c)
to the AF (over the Rx interface);
NOTE 3:
In this Release, only scenario when PCRF and AF are in the same operator’s network is considered.

The policies can be provisioned before RAN user plane congestion occurs or after the PCRF becomes aware of the congestion status (e.g. onset, abatement, level of RAN user plane congestion).  All the existing variants of policy provisioning (predefined and activated/de-activated dynamically and provided dynamically) may be used for congestion mitigation;

NOTE 4:
In case of network configurations without PCRF involvement, the PCEF and/or TDF could enforce congestion mitigation policies without PCRF rules upon receipt of a congestion notification from the RAN. Different policies may be configured for different congestion levels. Static policies usage by the PCEF is an example of policies without PCRF rules and is defined by the TS 23.401 [8] subclause 4.7.5 and by the TS 23.402 [10] subclause 4.10.4. However, static policies do not take into account e.g., subscription, and they are not subject to standardization. 
Editor’s note: It is FFS how the congestion mitigation policies without PCRF rules take into account additional criteria such as subscription, usage policy, normalization or verification of the congestion level, traffic statistics, etc. 
Editor's Note: The applicability of static congestion mitigation policies without PCRF involvement need to be evaluated.
Editor's Note: It is FFS how the PCRF controls which rules are applied in the PCEF. 
Editor's Note: Optimizations without PCRF involvement are not to be specified.
2.
The PCRF may also provide – subject to agreement with the AF provider – a enforcement actions to the AF which may take into account the RAN congestion status.
Editor's Note: It is FFS whether the indication to the AF consists of a maximum bitrate and/or the RCI and/or other information.

3.
Congestion mitigation is performed in different network entities according to the policy decision by the PCRF:

a/b) The PCEF/TDF can perform bandwidth limitation, prioritization and traffic gating according to the provided policies.

c)
The AF (e.g. an application server or proxy) can directly or indirectly support the congestion mitigation, e.g. by adapting the sending rate, through media transcoding or compression, or by delaying push services.

d)
Based on policies provided by the PCRF, the PCEF/TDF may also perform actions to support  congestion mitigation measures in the RAN, e.g. the policy can control when packet marking (such as e.g. proposed by RAN-based Solutions for RAN user plane congestion management solutions) should be performed.

e) 
The PCRF may limit/reject the authorization of new requests for application flows, based on current procedures. For deferred delivery of service the PCRF may send a re-try interval to the (operator's or third-party's) AF, which indicates when service delivery may be retried. The value of the re-try interval depends on operator policies (e.g. it may vary depending on the congestion level but may also be set taking other criteria into account). The PCRF may send updated re-try intervals, e.g. if the congestion level changes.

NOTE 5:
The re-try interval is calculated based on the heuristics and it is implementation dependant. Although it cannot accurately predict when the congestion will end, it provides guidance for the AF to re-try at later point of time so as to prevent the further congestion of the radio network.
6.1.6.1.4
Impact on existing entities and interfaces

PCEF/TDF:

-
Support of PCC/ADC Rules extensions, if required, in case of GTP-U based solutions has already been defined in the subclause 6.1.5.1.5.

PCRF:

-
Supports the retry interval.

AF:
-
Supports subscription to and receiving indications which take into account the RAN congestion status; 

-
Supports the congestion mitigation directly or indirectly;

-
Supports the retry interval.

6.1.6.1.5
Solution evaluation

--------------------------------------END SECOND CHANGE------------------------------------------
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