Error! No text of specified style in document.
2
Error! No text of specified style in document.

SA WG2 Meeting #103






















S2-141613
Phoenix, AZ, USA, 19-23 May,2014
(was S2-141aaa)
Source:
Motorola Solutions
Title:
Discussion paper on QCI values for Public Safety services 

Document for:
Discussion 

Agenda Item:
6.1.1g
Work Item / Release:
GCSE_LTE/Rel-12

Abstract of the contribution: At the end of the Cabo meeting, a contribution was approved proposing text in an annex of TR 23.768 which would add and define two new values for QCI PTT services. It was proposed by the contributor that the text be moved to 23.203 as normative. This contribution is accompanied by a Rel-12 CR against TR 23.768 (S2-141xxx) proposing an alternative to the text inserted in Cabo. The goal is to provide a different candidate solution for consideration for 23.203, that covers a wider range of Public Safety services. The presence of the proposed text in the annex of 23.768 will give the companies time to examine and compare the proposed solutions, such that the most suitable is selected for the normative sections of 23.203. In addition, a Rel-12 CR for 23.203 (S2-141yyy) is accompanying this contribution, adding the proposed text to 23.203.
1 Principles for defining new QCI values and parameters
In general, the following principles and rules were followed, as much as practical, for the addition of a new set of standard QCI values for Public Safety services:
1.    Separation of the Public Safety and non-Public Safety paradigms to simplify design and implementation and to enable coexistence within the same network.

2.    A complete set of 9 new QCIs are defined for Public Safety to cover the wide range of envisioned services and to facilitate 1-to-1 mapping of QCIs between systems that support the new values and those that do not.

3.   The packet delay budget (PDB) is the main QCI parameter that controls which packet gets scheduled next for transmission by the eNB. In general PDBs for Public Safety QCIs are smaller than PDBs for non-Public Safety QCI due to higher delay sensitivity of the Public Safety traffic.
4.    The packet error loss rate (PELR) is a QCI parameter that is closely associated with the kind of media being transmitted. Since good reception of the transmission is a requirement for both Public Safety and non-Public Safety traffic, the PELR is roughly equal between them. However, PELR is not a fully independent parameter from PDB, as lower PELR results in lower transmission bandwidth and thus the eNB scheduler needs a higher PDB value to ensure time for retransmissions. Conversely, lower PDB could translate into less time to retransmit, thus fewer retransmissions and a net increase in the PELR.  Some of the PELR values for the new Public Safety QCI compensate for the lower PDB by being higher than comparable value for the same media transmitted for non-public Safety services.

5.    Priority is a QCI parameter used when the PDB cannot be met. To allow for the definition of new priority values interspersed with existing ones, the proposal first performs a range reassignment for the existing QCIs,  by amplifying the existing values of priority by a factor of 100 (i.e. priority 3 becomes priority 300). Then priorities for the new (Public Safety) QCIs are defined and in general they are of lower numeric value than non-Public Safety QCIs, to facilitate being transmitted ahead.
6.   The table below shows a correspondence between new (Public Safety) and old (non-Public Safety) QCI values, proposed for mapping between QCIs when such mapping is necessary.

	Non-PS old values
	
	
	
	
	
	

	QCI
	GBR?
	Prio
	PDB
	PELR
	Example
	
	
	
	
	
	

	1
	GBR
	200
	100
	10-2
	Conv. Voice
	65
	GBR
	70
	75
	10-2
	PS Low BW Half-duplex Media

	2
	GBR
	400
	150
	10-3
	Conv. Video
	67
	GBR
	220
	100
	10-3
	PS low BW Full-duplex Media

	3
	GBR
	300
	50
	10-3
	R.T. Gaming
	66
	GBR
	150
	100
	10-2
	PS High BW Full-duplex media

	4
	GBR
	500
	300
	10-6
	Non-conv. Video
	68
	GBR
	240
	200
	10-5
	PS High BW Half-duplex Media

	5
	non-GBR
	100
	100
	10-6
	IMS Sig.
	69
	non-GBR
	50
	50
	10-6
	PS Delay Sensitive Signalling

	6
	non-GBR
	600
	300
	10-6
	Video Buf.Strm., TCP
	71
	non-GBR
	260
	200
	10-5
	PS Delay Sensitive Data or Media

	7
	non-GBR
	700
	100
	10-3
	Voice, Video LiveStrm., I.Gaming
	70
	non-GBR
	90
	75
	10-2
	PS Delay Tolerant Signalling

	8
	non-GBR
	800
	300
	10-6
	Video Buf.Strm., TCP
	72
	non-GBR
	290
	200
	10-6
	PS Default Bearer

	9
	non-GBR
	900
	300
	10-6
	Video Buf.Strm., TCP
	73
	non-GBR
	850
	300
	10-6
	PS Delay Tolerant Data
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2 Use cases for defining new QCI values and parameters

The following aspects were considered in the generation of the proposed QCI values:

1. For Public Safety, multiple spectrum sharing scenarios have to be supported:
a. Dedicated Public Safety spectrum for exclusive use by Public Safety users

b. Public Safety and carrier spectrum shared for use by both Public Safety and non-Public Safety users
c. Carrier spectrum shared by Public Safety and non-Public Safety users
Therefore Pubic Safety needs QCI specifications capable of providing differentiated service treatments in dedicated and shared spectrum scenarios.
2. Public Safety are expected to respond in various scenarios:
a. Civic events (e.g. festivals, sporting venues, protests)

b. Criminal/terrorist events (e.g. robberies, bombings, school/mall/theatre attacks)

c. Weather and geologic incidents (e.g, floods, hurricanes, tornados, earthquakes)

d. Utility and civil infrastructure incidents (e.g. downed power lines, broken water mains, gas leaks, fires, transportation accidents)

e. Ambulance operations (e.g. real-time transmission of x-rays, EKGs, vital signs)

f. Machine-to-Machine operations (e.g, monitoring and/or maintaining sensors, surveillance cameras)

These scenarios highlight the diverse and broad circumstances of Public Safety communications needs. These communications will include traditional voice-oriented communication applications, such as MCPTT, as well as new multi-media communication applications. In many ways, the required set of Public Safety communication applications will parallel the diverse and expanding set of consumer communication applications. The difference is that Public Safety communications will require differentiated levels of priority and performance as compared to consumer applications.

3.
Systems need to support differentiated service treatments among Public Safety and non-Public Safety users:
a. Among groups of non-Public Safety users

b. Among groups of Public Safety users

c. Between groups of Public Safety and groups of non-Public Safety users
These group-oriented differentiations of service levels indicate a broader consideration and approach to specifying QCIs for Public Safety usage. One example is dedicating QCIs for exclusive usage by Public Safety applications to ensure that services associated with the above differentiation requirements can be achieved.

4.
Public Safety encompasses a wide range of applications and service enablers of various signalling needs:
a. Low bandwidth conversational media (e.g. secure calling)

b. High bandwidth conversational media (e.g. video conferencing)

c. Low bandwidth non-conversational media (e.g. MCPTT media)

d. High bandwidth non-conversational media (e.g. video streaming)

e. Delay sensitive signalling (e.g., MCPTT signalling including RTCP/MBCP media signalling, remote robot control for handling hazardous materials and for bomb squads)

f. Delay tolerant signalling (e.g. application “heart beats”)

g. Delay sensitive data (e.g. environmental and/or biometric sensor data)

h. Delay tolerant data (e.g. device management downloads)

i. Default data (e.g. default bearer APN connectivity) 

This wide range of applications and service enablers goes beyond MCPTT and require QCI specifications to support the associated signalling needs.
5.
Support inter-operator roaming

QCI support for inter-operator roaming needs the following:

a. Standardized QoS parameter specifications and associated behaviours.

b. Backward compatibility with existing QoS parameter specifications and associated behaviours. 
c. QCI parameter mapping across networks which may-not support Public Safety-specific applications, services, or signalling.

d. In cases where QCI mapping is required, default bearers may be mapped in the visited MME (see 23.401 clause 4.7.2.1). QCIs for default bearers instantiated during attach may be mapped by the HSS based on the VPLMN ID. QCIs for dedicated bearers may be mapped in the home PCRF, or in the visited PCRF for Local Break Out scenarios. 
For certain APNs (e.g. the IMS APN defined by the GSMA) the QCI value is strictly defined and therefore mapping of QCI is not permitted (see 23.401 clause 4.7.2.1).
3 Further explanation on the choice of values for proposed new QCI for Public Safety service

Public Safety applications, such as mission critical Push to Talk, require synchronization across multiple users within a talk group. One category of use cases requiring synchronization is multiple users within a talk group who are residing within a police or fire rescue vehicle. In this category of use cases, small differences in delivery of identical audio can be perceived and therefore introduce degraded intelligibility. This effect is amplified in noisy environments that Public Safety operates. Mission critical Push to Talk is also sensitive to signalling latencies associated with providing a rapid talk permit tone. Even though ‘idle to active’ latency can dominate the overall signalling latency, all components need to be accounted. 

Lastly, mission critical Push to Talk is also sensitive to “mouth-to-ear” audio delay time. Non-Public Safety PTT applications aren’t particularly sensitive to audio delay; however a class of public safety use cases require an “open microphone” mode of operation. This mode of operation has similar characteristics as full duplex communications. In this mode, full duplex communication is enabled and echo sources can be exacerbated by excessive audio path delays.
Similar performance considerations exist for other Public Safety applications as well. Generally speaking, mission critical applications demand higher levels of performance and reliability than commercial applications. To achieve these objectives, public safety services are assigned same or lower PDB and same or higher scheduling priority as compared to corresponding commercial services. Since scheduling between different SDF aggregates is primarily based on the PDB, having lower PDB ensures that public safety SDFs will be serviced ahead of similar non-Public Safety SDFs in congestion scenarios. Per 23.203, if the PDB target can no longer be met for one or more SDF aggregate(s), then Priority shall be used. Based on this principle, higher priority non-GBRs can be prioritized above GBRs until the PDB expiration approaches for those GBRs. As the PDB expiration approaches, then the GBRs will be treated with highest scheduling priority.
Lastly, a conservative assumption is made that the eNB-PGW network delay budgets are identical for non-Public Safety service and for Public Safety service. This is because Public Safety networks may share sites and backhaul facilities with non-Public Safety sites/facilities.  In such cases, reducing the eNB-PGW network delay budget would be difficult to achieve. The following tables provide a side-by-side comparison of PDB requirements for non-Public Safety and Public Safety applications: 

	Non-Public Safety Service

(per 23.203)
	PDB

(ms)
	
	Public Safety Service

(proposed)
	PDB

(ms)

	Conversational Voice
	100
	
	Secure Private Call media
	100

	Conversational Video
	150
	
	Video Conferencing 
	100

	Real Time Gaming
	50
	
	Mission Critical PTT media
	75

	Non-Conversational Video
	300
	
	Non-Conversational Video
	200

	IMS Signalling
	100
	
	Mission Critical PTT signalling
	50

	Buffered Streaming Video
	300
	
	Delay Tolerant signalling
	200

	Interactive, Live Streaming
	100
	
	Delay Sensitive data
	75


The table below is in the more familiar format found in TS 23.203 and showing the handling of assigned QCI values. 
QCI values and parameters for Public Safety and non-Public Safety services

	QCI
	Resource Type
	Priority
	Packet Delay Budget (NOTE 1)
	Packet Error Loss

Rate (NOTE 2)
	Example Services

	1
(NOTE 3)
	
	200
	100 ms
	10-2
	Conversational Voice

	2
(NOTE 3)
	
GBR
	400
	150 ms
	10-3
	Conversational Video (Live Streaming)

	3
(NOTE 3)
	
	300
	50 ms
	10-3
	Real Time Gaming

	4
(NOTE 3)
	
	500
	300 ms
	10-6
	Non-Conversational Video (Buffered Streaming)

	5
(NOTE 3)
	
	100
	100 ms
	10-6
	IMS Signalling

	6
(NOTE 4)
	
	
600
	
300 ms
	
10-6
	Video (Buffered Streaming)
TCP-based (e.g., www, e-mail, chat, ftp, p2p file sharing, progressive video, etc.)

	7
(NOTE 3)
	Non-GBR
	700
	
100 ms
	
10-3
	Voice, Video (Live Streaming),
Interactive Gaming

	8
(NOTE 5)
	
	
800
	

300 ms
	

10-6
	
Video (Buffered Streaming)
TCP-based (e.g., www, e-mail, chat, ftp, p2p file 

	9
(NOTE 6)
	
	900
	
	
	sharing, progressive video, etc.)

	

	65
	
	70
	75 ms
	10-2
	Public Safety low bandwidth non-full duplex media (e.g., MCPTT)

	66
	
	150
	100 ms
	10-2
	Public Safety low bandwidth full duplex media (e.g., secure private calls)

	67
	
GBR
	220
	100 ms
	10-3
	Public Safety high bandwidth full duplex media (e.g., video conferencing)

	68
	
	240
	200 ms
	10-5
	Public Safety high bandwidth non-full duplex media (e.g., video streaming)

	69
	
	50
	50 ms
	10-6
	Public Safety delay sensitive signalling (e.g., MCPTT signalling, remote robot control)

	70
	
	90
	75 ms
	10-2
	Public Safety delay sensitive data or media (e.g., sensors, bio-metrics);

	71
	Non-GBR
	260
	200 ms
	10-5
	Public Safety delay tolerant signalling (e.g., application heart beats)

	72
	
	290
	200 ms
	10-6
	Public Safety default bearer

	73
	
	850
	300 ms
	10-6
	Public Safety delay tolerant data (e.g., device management)
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