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	Reason for change:
	Specify the Release of the User Identities allocated from a pool of Public User Identities at the WWSF

	
	

	Summary of change:
	-     when the IMS registration is cancelled, the WIC should notify the WWSF with this event in order for the WWSF to be able to provide back the corresponding User Identities to the WWSF pool of User Identities.

-
The token sent by the WWSF to the WIC at the WIC registration (and then by the WIC to the eP-CSCF) is associated with a lifetime at the expiry of which the WWSF considers that the registration as invalid and that the User Identities can be provided back to the WWSF pool of User Identities. The eP-CSCF makes sure that the registration lifetime on IMS does not go beyond the validity lifetime of the token.
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	The identities may be considered as “in use” for ever leading to the starvation of the WWSF pool.
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	Other comments:
	


U.2.1.4
WIC registration of individual Public User Identity from a pool of Public User Identities

The WWSF is provided with a pool of subscriptions with IMS and can assign individual Public User Identities within this pool. The WWSF may be located in a third party network and have a business arrangement with the IMS operator.

The registration call flow for a WIC being assigned an individual Public User Identity from a pool of Public User Identities assigned to the WWSF is the same than the registration call flow defined in Figure U.2.1.3-1 with following differences:

-
In step 1, the WWSF may decide not to authenticate the user. Unauthenticated users are anonymous to the third party but may still be authorized for IMS service. 
-
when the IMS registration is cancelled, the WIC should notify the WWSF with this event in order for the WWSF to be able to provide back the corresponding User Identities to the WWSF pool of User Identities.

-
The token sent by the WWSF to the WIC at the WIC registration (and then by the WIC to the eP-CSCF) is associated with a lifetime at the expiry of which the WWSF considers that the registration as invalid and that the User Identities can be provided back to the WWSF pool of User Identities. The eP-CSCF makes sure that the registration lifetime on IMS does not go beyond the validity lifetime of the token.
-
The token sent by the WWSF to the WIC at the WIC registration is about to expire, the WIC should get a fresh token and issue a new IMS registration.
