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Abstract of the contribution: This contribution aims to update the service and architectural requirements as captured in TR 23.861.  

Discussion

The service requirements should be modified to take into account that
· The solutions studied from Rel-13 consider the following aspects:

· The triggers for IP flow mobility in the UE and the network

· UE-initiated and network-initiated NBIFOM
· The I-WLAN access is now obsolete and the work is to concentrate on the access to EPS per the architecture in 23.402
This version is a proposed merge between 

· S2-141778 (“source =  140506ALU”) from Alcatel-Lucent (involves all changed sections)
· S2-141608 from Qualcomm Incorporated : only text from S2-141608 that updates section 3 to 6.3 (both included) of the TR has been considered as possibly overlapping with the 2 other contributions. So text of S2-141608 that addresses  individual solutions of the TR has not been considered. (“S2-141608 from QC”).
· S2-141864 from LG Electronics (covers only sect 6.3.1) (“source =  S2-141864 from LGE”)
Then Modified to build S2-141946
Proposal

Update the 23.861 as described below
* * * First Change * * * * (inherited from Tdoc S2-141608)
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the following definitions apply. 

routing filter: A set of packet flow IP header parameter values/ranges used to identify IP flows for routing purposes

routing address: A routable IP address. In DSMIPv6 this is either the CoA (visited link case) or the HoA (in home link case) 

routing access type: Type of access network (e.g. 3GPP or WLAN) that the P-GW routes the UE’s IP flow 
routing rule: The association of routing filter with a routing address or routing access type

NB-IFOM: IFOM based on network mobility protocols (GTP or PMIP)
UE-initiated NB-IFOM: IFOM based on network mobility protocols (GTP and PMIP) where the UE initiates the IP flow mobility

Network-initiated NB-IFOM: IFOM based on network mobility protocols (GTP and PMIP) where the network  initiates the IP flow mobility
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

NB-IFOM

Network-based IP flow mobility
* * * Next Change * * * * (some text inherited from Tdoc S2-141608)
5
Service requirements 
Editor’s Note: This section is only applicable from Rel13 on
Based on the use cases discussed in the previous clause, the following potential requirements, applying to EPS mobility, can be identified:

-
Service continuity should be provided when the UE moves from the 3GPP access to WLAN access and vice versa.

-
If the UE is under the coverage of more than one access, including 3GPP and WLAN accesses, it should be possible for the UE to communicate using multiple accesses simultaneously for a PDN connection if the UE is authorized by subscription to access all of the involved access networks for this PDN connection.

-
It should be possible to select one access when a flow is started and re-distribute the flows to/from a UE between accesses while connected.

-
It should be possible for the operator to enable and control the simultaneous usage of multiple accesses.

-
It should be possible to distribute flows to/from a UE between available accesses based on the characteristics of the flows and the capabilities of the available accesses, subjected to user's preferences and operator's policies. For example, when both 3GPP and WLAN accesses are available, flows with high QoS requirements (e.g. voice) may not be routed through the WLAN access, in order to prevent loss of service.

-
It should be possible for the operator to define policies for the control of the distribution of IP flows between available accesses. Each policy shall include a list of preferred accesses. Selection of the WLAN network is based on TS 23.402 [2].

NOTE: The possibility of manual selection or user override is not precluded.
These policies may be defined per APN, per IP flow class under any APN or per IP flow class under a specific APN. The IP flow class identifies a type of service (e.g. IMS voice) or an operator defined aggregation of services.

The policies apply with the following priority order:

1. Policies per IP flow class under a specific APN. 
2. Policies per IP flow class under any APN.

3. Policies per APN.

-
Distribution of flows to/from a UE between available accesses based on the characteristics of the flows and/or the capabilities of the available accesses should be possible for flows exchanged by both operator controlled (e.g. IMS) and non operator controlled (e.g. web and mail access) applications/services.

-
It should be possible to move all the flows to/from a UE out of a certain access in case the UE loses connectivity with that access (e.g. UE moves out of coverage of a non-3GPP access while maintaining connectivity through the 3GPP access).

-
Re-distribution of flows to/from a UE between accesses may be triggered by changes to the characteristics of the flows (e.g. QoS requirements) or the capabilities of the available accesses (e.g. due to network congestion, mobility event, or UE discovers a new access) during the connection. 

Simultaneous active mode of operation is an optional capability for multimode UEs, which support 3GPP and WLAN accesses. UE supporting simultaneous active mode of operation between one set of technologies may not be capable to support simultaneous active mode of operation between a different technology set (e.g. due to radio interference limitations).

* * * Next Change * * * * (some text inherited from Tdoc S2-141608)
6
Architectural requirements, assumptions, high level issues and design considerations


Editor’s Note: This section is only applicable from Rel13 on

6.1
Architectural requirements

6.1.1
General
Multi Access PDN connectivity and IP flow mobility shall be possible for EPS architecture. 

The impacts to the existing functionality and to the access systems shall be minimized. 

It should be possible for a multi-radio UE that is able to simultaneously connect to a given PDN via different access systems, to move individual service data flows from one radio access technology to another in a seamless manner (i.e. without unnecessary disturbance of the user experience).
Editor's note:
This requirement may overlap with the service requirements. It needs to be clarified.

It should be possible for EPS mobility to support simultaneous access to a single PDN via different access networks.

6.1.2 
Additional requirements for network-based IP flow mobility support
With NB-IFOM, a PDN connection may rely on two access links to connect to a PGW. The network shall always be aware of whether all flows of the PDN connection shall use the same access link or whether different IP flows of the PDN connection may use different access links
It should be possible to move individual service data flows from one (source) to another (target) access link in a seamless manner, when policies determine that these flows should be moved and the target access link is available for the UE. 

For downlink traffic: the PDN GW shall perform IP flow routing of traffic for multi-access PDN connectivity, independent of the network-based mobility protocol (i.e. GTP or PMIP) used on S5/S8, S2a or S2b.

For uplink traffic: the UE shall perform IP flow routing of traffic for multi-access PDN connectivity.
* * * Next Change * * * * (some text inherited from Tdoc S2-141608)
6.2
Architectural assumptions

Figures 6.2-1 and 6.2-2 show the baseline architecture reference model for multi access PDN connectivity and IP flow mobility when EPS is deployed in the non roaming case. Figure 6.2-1 shows the EPS architecture when S2c is used and the Figure 6.2-2 shows the EPS architecture when S2a or S2b are used.  Similar architectures in the roaming case for both LBO and non-LBO traffic are available in TS 23.402 [2].
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Figure 6.2-1: Non-Roaming Architecture within EPS using S5, S2c
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Figure 6.2-2: Non-Roaming Architecture within EPS using S5, S2a, S2b






* * * Next Change * * * * (some text inherited from Tdoc S2-141608 or S2-141864)
6.3
High level issues and design considerations

6.3.1
Network based mobility management issues 

The following describes the design issues that are required to be considered  for NB-IFOM. 



Issue #1: Simultaneous support of a PDN connection over 3GPP access and WLAN access.
In order to enable NB-_IFOM, it shall be possible for a UE to establish and maintain a PDN connection both over 3GPP  access and WLAN access simultaneously. This shall be supported both in case of S2b and S2a connectivity. while this is not supported by current specification
Issue#2: Communication between the UE and the PGW to install the route rules (if needed).
For NB-IFOM, in current specification there is no direct communication support between the UE and the PGW to install the routeing rules. 



For NB-IFOM, the following cases will be studied:

· UE initiated NB-IFOM: A signalling means allowing the UE to provide the PGW with the desired mapping between IP flows and access links.The network may either accept or reject UE’s request for IP flow mobility, but does not initiate IP flow mobility itself.  

· Network initiated NB-IFOM: A signalling means allowing the PGW to provide the UE with the desired mapping between IP flows and access links. The UE may either accept or reject the network’s request for IP flow mobility (e.g. based on the suitability of the WLAN link conditions), but does not initiate IP flow mobility itself.



Issue #3: The same IP address on multiple IP interfaces

The assignment of IPv4 address, IPv6 prefix(es) and IPv6 interface identifiers, handling of multicast packets, including signaling messages that may be sent on a multicast link-local address (e.g. DHCPv6, RA/RS), etc. must be analysed.
Issue # 4: Loss of WLAN  access

For a UE with active flows on both WLAN access and 3GPP access, if the WLAN coverage is lost, a mechanism is needed to move the Service data Flows back to 3GPP access in order to minimise service disruption.
Issue#5:NB-IFOM Capability discovery

 It shall be possible for the UE and the network to discover whether the network and the UE respectively support NB-IFOM
Issue#6: Avoiding Conflict between UE-initiated and network-initiated NB-IFOM
A mechanism is needed to avoid that the application of both UE initiated and network  initiated NB-IFOM to a PDN connection leads to conflicts .
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