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Abstract of the contribution: This document attempts to identity some of the areas where work will be necessary when doing Rel-13 WebRTC enhancement work.
Introduction

The stage 1 work of enhancements to WEBRTC interoperability (eWebRTCi) is now developing use cases and requirements. To assist with the planning of future work, this document attempts to identity some of the areas where work will be necessary. 
1. Enhancements to support the enterprise use case
One of the objectives in Rel-13 eWebRTCi WID is third-party WebRTC access in the case where the 3rd party allocates IMS identities from a block where the associated subscription corresponds to a class of users supported by the WebRTC environment (e.g., enterprise associates) rather than a single end user, which is stated in 1.a of the WID.

In this scenario, the WWSF will perform the registration of IMPU range instead of the WebRTC client. During Rel-12 discussions, it was proposed that the eP-CSCF needs to be enhanced with registrar functionality. In IMS, the registrar interfaces with the HSS for authentication and also to retrieve subscriber information. 

However, a similar scenario was already handled in IMS where Business Trunking requirements were specified in TS 23.228, where the WWSF can be considered analogous to an IP PBX that has a trust relationship with the IMS network, and registers a block of identities with the IMS. The main deviation for WebRTC from this business trunking scenario is signaling from the WebRTC client does not go via the WWSF, whereas in the business trucking case, signaling from endpoints behind an IP PBX goes via the IP PBX toward the IMS. 

Other mechanisms to handle this enterprise case for WebRTC can also be considered.
2. Support of firewall traversal requirement
As discussed in SA3 March meeting, a specific use case where TURN server support would be needed is when WIC is behind the firewall and it uses WebRTC to communicate. The TURN based firewall traversal solution is one of the most likely candidates in IETF RTCWEB WG but the details of the solution may still change. Furthermore, in order for the TURN server to authenticate and authorize the WIC, TURN credentials have to be provisioned in the WIC and TURN server. Further analysis is required before such a provisioning mechanism can be specified. Due to these reasons specification of a firewall traversal solution for WebRTC is deferred to future releases or until IETF requirements for firewall traversal are stable. 
Proposal
The above areas need be discussed and taken into account when doing architecture level work on Rel-13 WebRTC enhancement work.
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