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This contribution discusses the definition and usage of OPI.
Discussion

1. Semantics of OPI

RAN2 LS (R2-141016) describes that the RAN may send the Offload Preference Indicator (OPI) to the UE.
The OPI value signalled by the RAN is compared to a comparison-value provided in the ANDSF policy using an “equal to”-comparison (e.g. OPI_pointer = OPI value) or a “greater/less than” -comparison (e.g. OPI_threshold ≥ OPI_value) or can be compared to a bitmap (e.g. a set of allowed OPI values) to trigger specific actions, e.g.:

1. OPI can be used in ANDSF to differentiate subscriber sub-groups, i.e. gold/silver/bronze. For instance, different subscriber sub-groups may have different OPI thresholds/pointers in their ANDSF policies, so that bronze users are offloaded to WLAN first (when cellular load slightly increases) and gold users are kept on LTE till LTE capacity allows so.
2. OPI can be used to differentiate between traffic types, e.g. ANDSF ISRP policies for different IP flows may have different OPI thresholds/pointers so that best effort traffic is offloaded to WLAN first (when cellular load slightly increases).  

3. OPI can also be used to trigger specific parts of ANDSF policies and/or ANDSF MOs, OPI may be signalled to the UE in the form of a bitmap which can be compared to a bitmap [e.g. a set of allowed OPI values] stored in the ANDSF to trigger specific parts of ANDSF policies and/or ANDSF MOs.  In this case OPI value might be considered as kind of ANDSF MO index if there are multiple ANDSF MOs.  

The alternative 1 and alternative 2 provides the operator the flexibility of offload groups of users and traffic to WLAN. The RAN operator and the ANDSF operator should have the same definition of the OPI value.
The alternative 3 requires that the RAN operators have good knowledge about the content of ANDSF policies. This requires close cooperation between the two operators in roaming scenario. Even in non-roaming scenario, it requires a lot of work which may include pre-configure the RAN with the ANDSF MO. Moreover, current ANDSF mechanism defines that different part of ANDSF MO should be used according to information such as UE’s capability, location and time. It is not clear what OPI indicates to represent specific part of ANDSF policies. 

Therefore, it is propose to only adopt the first two bullet as described above, i.e., the OPI can be used to differentiate subscriber groups and traffic groups.

Conclusion 1: OPI can be used to different subscriber groups and traffic groups.
2. Usage of OPI
When RAN sends OPI to the UE, it means that the RAN wants to offload the indicated groups of subscribers and traffic to the WLAN. The OPI value may match to one or more groups. 
During SA2#102 discussion, several operators expressed concerns that the greater/less than approach might expose the RAN load to UEs, and these operators believe that the bitmap approach might avoid this issue. Moreover, bitmap approach provides the greatest flexibility to the operators since it can cover the capability of greater/less than, equal to, and can select some specific groups. Therefore, it is proposed to use bitmap approach.
RAN2 agreed that the OPI is a bit string sending from the RAN. There are many mechanisms for usage of the OPI bit string to represent both subscriber groups and traffic groups. We list two alternatives below:

Alternative 1) One bit in the OPI bit string is used as a flag to indicate whether this OPI value represents subscriber groups or traffic groups. The other bits are used to indicate the OPI value. In more detail, when the UE receives OPI,
· If OPI only indicates subscriber groups, the UE checks whether it belongs to the group which OPI value indicates. If so, it performs handover to WLAN if the activated ANDSF policy indicates WLAN is allowed. 

· If OPI only indicates traffic groups, the UE checks whether it has traffic which belongs to the groups which OPI value indicates. If so, it performs traffic steering to WLAN for these traffic if the activated ANDSF policy indicates WLAN is allowed.

Alternative 2) The OPI bit string is separated into two fields: one represents subscriber class groups and the other represents traffic groups. In more detail, when the UE receives OPI, if it belongs to the subscriber group and has traffic of this traffic class, it performs traffic steering to WLAN for this traffic, if the activated ANDSF policy indicates WLAN is allowed.
In order to represent both subscriber and traffic groups, it’s preferred to have a 16-bit (2 bytes) OPI bit string sent from the RAN.
Conclusion 2: The OPI bit string is compared using bitmap approach. It’s preferred to have a 16-bit OPI bit string sent from the RAN.
The UE applies different ANDSF policies according to its own capability. When the OPI represents subscriber groups, it should be placed in the ANDSF policy as a validity condition. Figure 1 below provides an example for the ISMP.
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Figure 1 OPI Represents Subscriber Groups in ISMP
When the OPI represents traffic groups, since the traffic group is one of the characteristics of the IP flow, it is suitable to put it in the description of IP flow.
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Figure 2 OPI Represents Subscriber and Traffic Groups in ISRP
For example, suppose that we use the first 4 bits of the OPI bit string to represent subscriber groups and the remaining bits to represent traffic groups. And we have an active ISRP described as follows:
ISRP: -> IP Flow -> IP Flow 1 ->StartDestPortNumber=80, OPI_Traffic=0010 0000 0000
                      IP Flow 2 -> StartDestPortNumber=8080, OPI_Traffic =0000 1000 0000
                      IP Flow 3 -> StartDestPortNumber=21, OPI_Traffic =0001 0000 0000
         -> RoutingRule1 -> WLAN

                        -> SSID A

                        -> AccessNetworkpriority 1

         -> RoutingRule2 -> 3GPP

                        -> AccessNetworkpriority 2
Suppose that we have two users A and B. 
· User A belongs to group ID 0100 and has established an IP flow with StartDestPortNumber 80 and an IP flow with StartDestPortNumber 8080 via 3GPP.
· User B belongs to group ID 0010 and has established an IP flow with StartDestPortNumber 8080 and an IP flow with StartDestPortNumber 21 via 3GPP.
Suppose that the RAN sends an 8-bit string OPI to the UE 0100 0010 1000 0000. Then:
· User A belongs to the group 0100, so it should route both the IP flow with StartDestPortNumber 8080 and the IP flow with StartDestPortNumber 8080 to WLAN.
· User B should not route traffic to WLAN. Since B does not belong to the group 0100, it won’t perform offload to WLAN.
Conclusion 3: When the OPI represents subscriber group, it should be placed in the ANDSF policy as a validity condition. When the OPI represents traffic group, it should be placed in the description of an IP flow.
Proposal

Conclusion 1: OPI can be used to differentiate subscriber groups and traffic groups.
Conclusion 2: The OPI bit string is compared using bitmap approach. It’s preferred to have an 16-bit OPI bit string sent from the RAN.
Conclusion 3: When the OPI represents subscriber group, it should be placed in the ANDSF policy as a validity condition. When the OPI represents traffic group, it should be placed in the description of an IP flow.
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