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1. Introduction
During the RAN2#85 meeting in Prague, RAN2 has made some progress on way forward for the WLAN/3GPP radio interworking work item. The LS in [1] summarizes the main decisions reached so far in RAN2. Subsequently a SA2 work-item in [2] was approved in TSG SA #63. In this contribution we analyse the feasibility of APN level offloading without ANDSF and propose solutions to related objectives in the SA2 WID.

2. Discussion
The UTRA_LTE_WLAN_interw-SA2 WID [2] has proposed the following objectives:
· RAN2 has indicated that the RAN solution without ANDSF can support only APN level offload granularity.  In case of LTE, this should ensure that the UE keeps certain traffic on LTE and does not detach. In order to achieve this, RAN2 has discussed two alternative solutions to indicate to the UE which traffic may be offloaded to WLAN (or, which traffic the network operator prefers to keep in 3GPP).

Alternative 1:

1)
The eNB/RNC indicates to the UE via RRC signalling which EPS bearer may be offloaded to WLAN. The UE stores that information and maintains it even if the RRC connection is released. If all bearers belonging to an APN are allowed to be offloaded, the UE may offload traffic for this APN to WLAN. RAN2 has discussed two options on how eNB/RNC may get this information:

a) The eNB/RNC may determine based on OAM configuration which EPS bearer must not be offloaded (e.g. based on QCI value).

b) The MME/SGSN informs the eNB/RNC via S1AP/RANAP signalling which EPS bearer must not be offloaded. 

Alternative 2:

1) The MME/SGSN indicates to the UE in NAS signalling which APNs must not be offloaded or alternatively which APNs may be offloaded to WLAN (details are to be discussed by SA2). 

2.1 APN Level Offloading based on RAN rules (without ANDSF)
Traffic steering across 3GPP and WLAN accesses is applied in the UE by implementing IP-level routing rules. If offloading has to be done based on RAN rules then RAN-level rules and steering commands need to be translated by the UE into IP-level rules. The UE needs to know traffic from which APNs can be offloaded to WLAN so as to be able to map different radio bearers to specific APNs. Offloading from LTE to WLAN and vice versa may be accomplished under following conditions:
a. All traffic belonging to an APN needs to be offloaded

b. The UE needs to ensure that it keeps certain traffic on LTE so that it does not detach from LTE
Also, RAN needs to know whether UE supports MAPCON or not so that APN level offloading may work. Once UE knows traffic from which APNs can be offloaded it can map the different radio bearers to PDN connections and APNs. The UE can then evaluate the RAN rules for traffic steering to determine if all traffic from a particular APN can be offloaded and also satisfy the case [b] above to ensure that it keeps certain traffic on LTE so that it does not detach from LTE.
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Figure 1: APN level Offloading based on RAN Rules
Figure 1 shows a generic diagram of how APN level offloading may work based on RAN Rules and RAN assistance information.

1] The UE may have established PDN connections over 3GPP access (LTE).

2] In this step there are three options corresponding to the different alternatives proposed by RAN LS in [1]. These alternatives are evaluated below.
3] RAN provides RAN rules and other assistance information such as (RSRP, RSRQ, OPI) using broadcast or dedicated RRC signalling

4] The UE evaluates the RAN rules in conjunction with information about different radio bearers, offloading ability of different APNs and maps these different radio bearers to PDN connections and APNs. Based on this the UE decides if APN level offloading can be accomplished if the below conditions are satisfied

a. All traffic belonging to an APN needs to be offloaded

b. The UE needs to ensure that it keeps certain traffic on LTE so that it does not detach from LTE
5] Based on analysis and if the above conditions are satisfied UE performs APN level offloading based on existing procedures.
2.1.1 Alternative 1a

a) The eNB/RNC may determine based on OAM configuration which EPS bearer must not be offloaded (e.g. based on QCI value).

In this approach the eNB determines which EPS bearers can be offloaded to WLAN based on OAM configuration. This may be based on QCI values of different bearers or other factors as well.

The eNB may use RRC signalling to indicate to the UE which bearers may be offloaded to WLAN using RRCConnectionSetup, RRCConnectionReconfiguration or other RRC messages.  It is assumed that even if the network indicates only one (or more) DRBs (bearers) of a PDN connection can be offloaded to WLAN, the UE will check which PDN connection and which APN these bearers belong to and will move all traffic from this APN to/from WLAN if evaluation of RAN rules results in that and the conditions listed for offloading in section 2.1 are satisfied. 
2.1.2 Alternative 1b

b) The MME/SGSN informs the eNB/RNC via S1AP/RANAP signalling which EPS bearer must not be offloaded. 

In this approach the MME informs the eNB which EPS bearers can or cannot be offloaded to WLAN. The MME can determine that based on variety of factors such as congestion in the network, the QCI values of different bearers and the PDN connection or the APNs to which the bearers correspond to. The MME may be pre-configured with list of APNs from which traffic can be off loaded or alternatively the MME can also receive the list of APNs from which traffic can be offloaded from the HSS as part of the Attach procedure. 
Just like the previous case the eNB may use RRC signalling to indicate to the UE which bearers may be offloaded and will also need to check which PDN connection and which APN these bearers belong to and will move all traffic from a particular APN to/from WLAN if evaluation of RAN rules results in that and the conditions listed for offloading in section 2.1 are satisfied. The UE would need to store this information and keep using it even when it goes into idle mode.
2.1.3 Alternative 2

The MME/SGSN indicates to the UE in NAS signalling which APNs must not be offloaded or alternatively which APNs may be offloaded to WLAN. 

In this case we examine a couple of different options by which the UE can learn traffic from which APNs is offload able to WLAN or not.

a] PDN-GW indicates traffic from which APNs can be offloaded
The PGW is configured to know whether the traffic flowing on a given PDN connection can be offloaded or not. Each PDN connection is associated with an APN. As such the PGW can be configured with a list of APNs that can be offloaded. Upon establishment of a PDN connection (either as part of the Attach procedure or using the UE requested PDN connectivity procedure) the PGW can use the Protocol Configuration Options (PCO) parameter to indicate to the UE whether the traffic carried on the underlying PDN connection is offload able to WLAN. 
Figures 2 and 3 show the call flow for the UE requested PDN connectivity procedure. The PCO parameter is the vehicle for transparent information exchange between the PGW and the UE. The PCO is carried:

· as part of [GTP-C] Create Session Response message in steps 5 and 6;

· as part of the [NAS] PDN Connectivity Accept message in step7.

The PCO details are specified in 3GPP TS 24.008 Table 10.5.154. The logical list inside the PCO parameter referred to as “Additional parameters list” is currently used to signal a wide variety of parameters from the PGW to the UE. One way to allow the PGW to indicate whether the traffic on the underlying PDN connection can be offloaded to WLAN would be by defining a new entry in the “Additional parameter list”.
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Figure 2: UE requested PDN connectivity over 3GPP access (from 3GPP TS 23.401 clause 5.10.2)
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Figure 3: UE requested PDN connectivity over WLAN Access
b] MME indicates traffic from which APNs can be offloaded

In this approach the MME is configured to know whether the traffic flowing on a given PDN connection can be offloaded to WLAN or not. The MME can be configured with a list of APNs from which traffic can be offloaded. Alternatively the MME can also receive the list of APNs from which traffic can be offloaded from the HSS as part of the Attach procedure. In order to indicate to the UE that the traffic carried on a PDN connection can be offloaded to WLAN the MME may use the Notification procedure defined in 3GPP TS 24.301 clause 6.6.2.2.

3. Analysis
In alternative 1a and 1b the eNB retrieves information about EPS bearers that can be offloaded and then the eNB conveys this information to the UE. As such there is impact on core network entities (OAM, MME, etc.), RAN and the UE. 
In alternative 2 the UE can retrieve information about APNs from which traffic can be offloaded based on NAS signalling. This would result in impact on core network entities (PGW, MME, etc.) and the UE.  There may be reduced impact on RAN in this case. 
We prefer option [a] of alternative 2 in this case whereby the PGW is configured with APNs from which traffic can be offloaded and this is communicated to the UE in PCO options via NAS signalling. This option only modifies the PCO content, but this change is not visible by intermediate nodes (MME and SGW) that convey it. The only network node that is aware of the change is the PGW, and this seems reasonable, as the PGW is the ingress point to the PDN, so it can easily be configured to know whether the underlying traffic can be offloaded or not. 
4. Conclusions

Based on above analysis option [a] of alternative 2 is the preferred way forward. The PGW indicates to the UE traffic from which APNs can be offloaded using NAS signalling. SA2 should indicate the above to RAN2 appropriately in the reply LS.
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