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Abstract of the contribution: This contribution analyzes the three approaches of OPI proposed by RAN2 and proposes to choose approach 1 and 2.1 for WLAN interworking.
1. Introduction

In RAN2 LS RP-140399[1], the concept of Offload Preference Indicator (OPI) has been defined and three approaches of implementation of OPI were proposed. This contribution first gives a general description for each of these approaches, as well as analysis of the pros and cons, and then proposes to endorse Approach 1 and Approach 2.1 for its simplicity and low implementation complexity.
2. Discussion
The three approaches given in RP-140399 are evaluated from the aspect of implementation complexity and impact on the network as below. For simplicity, the three approaches are renamed based on their core idea: 
1. Approach 1: OPI threshold
In this approach the OPI acts as a threshold and has a per UE scope. The ANDSF sends an OPI_A to the UE; different subscriber group may be set with different OPI value. RAN also signals an OPI_R, which can be adjusted dynamically depending on, e.g. the congestion condition of RAN. The UE reads the OPI_R signalled by the RAN and compares it with the OPI_A in ANDSF MO. The ANDSF policy can be set as “if OPI_R is greater than OPI_A, then WLAN offload is preferred”. In this way, the result of comparison can be seen as an input of WLAN offload decision-making for the UE, e.g. the OPI can be incorporated into ISMP or WLANSP to influence WLAN selection.
The Pros and Cons of approach 1 are listed below:

Pros:

1) The network can differentiate subscriber sub-groups by setting different OPI value. For instance, for subscriber with lower priority, OPI_A is set to a low value, while for subscriber with high priority OPI_A is set to a higher value.
2) RAN node can adjust OPI_R according to its internal logic, e.g. increasing OPI_R in case of radio resource shortage, etc, so that more UEs are expected to be offloaded to WLAN.

3) Similar logic as existing ANDSF policy and low implementation complexity.

Cons:

1) This approach only has a per UE granularity. Per IP flow granularity cannot be achieved.
2. Approach 2: OPI threshold/pointer of finer-granularity
Approach 2 has two implementation alternatives, both of which can be used to differentiate traffic with different types.
Alternative 2.1: Threshold approach
This alternative is similar to approach 1, the difference is that the OPI has a per IP flow or per APN scope. For example, in ISRP policy for IFOM, different IP flow can be correlated with different OPI threshold OPI_IF. The ANDSF policy can be set as “if OPI_R is greater than OPI_IF, then WLAN offload is preferred for the corresponding IP flow”. The UE compares the OPI_R received in RAN signalling with the OPI_IF in ANDSF MO, and then can decide whether some IP flow can be offloaded to WLAN. One possible implementation of OPI is to incorporate it into ISRP to influence traffic steering.
The Pros and Cons of approach 2.1 are listed below:

Pros:

1) The network can differentiate traffic types by setting different OPI value. For instance, for best effort traffic, the OPI_IF is set to a low value while for traffic requiring QoS guarantee, the OPI_IF is set to a high value. In this way traffic with lower OPI value is firstly offloaded.
2) RAN node can adjust OPI_R according to its internal logic, e.g. increasing OPI_R in case of radio resource shortage, etc, so that more traffic is expected to be offloaded to WLAN.

3) Similar logic to existing ANDSF policy and low implementation complexity.

Cons:

1) Since OPI is correlated to certain traffic type, this approach cannot directly affect WLAN offload on a per UE basis and may add on configuration complexity.
Alternative 2.2: Pointer approach
In this alternative, a set of possible OPI values is defined and each OPI value can be used to denote a certain traffic type in ANDSF policy, e.g. the whole OPI set is [OPI_1, OPI_2, OPI_3, OPI_4, OPI_5], and the ANDSF policy is set as: OPI_1 for traffic of APN_internet, OPI_2 for traffic of IP flow_youtube, OPI_3 for IP flow_skype, OPI_4 for IP flow with port equals 80. RAN determines the OPI_R to be signalled, e.g. OPI_1. The UE compares the OPI_R with the OPI in ANDSF MO, and determines to offload internet traffic to WLAN. One possible implementation of OPI is to incorporate it into ISRP to influence traffic steering.
The Pros and Cons of approach 2.2 are listed below:

Pros:

1) The network can differentiate traffic types by setting different OPI value.
2) RAN node can adjust OPI_R according to its internal logic, e.g. in case of radio resource shortage, the eNB changes OPI_R from OPI_2 to OPI_1 in order to offload all traffic belonging to APN_internet instead of offload only YouTube traffic.
3) Compares to approach 1 and 2.1, this is a more targeted approach which can precisely control the traffic to be offloaded.

Cons:

1) Since OPI is correlated to certain traffic type, this approach cannot directly affect WLAN offload on a per UE basis and may add on configuration complexity.

2) Different logic with existing ANDSF policy which adds complexity on UE implementation.

3. Approach 3: OPI bitmap
In this approach, OPI is in the form of a bitmap, e.g. 110010, where each bit of the bitmap corresponds to a specific part of ANDSF MO. For instance, bit 0 corresponds to ISMP, bit 1 corresponds to ISRP for MAPCON, etc. The ANDSF policy could be “for each bit of the bitmap, value ‘1’ indicates the corresponding ANDSF policy should be disabled”. The UE receives OPI from RAN and then learns which part(s) of ANDSF MO is enabled and which part(s) is disabled. As a possible alternative, the OPI can be implemented as an independent node in ANDSF MO in parallel with ISMP and ISRP.
The Pros and Cons of approach 3 are listed below:

Pros:

1) This approach can give UE a clear indication which part of a specific ANDSF MO, or which ANDSF MO in case of roaming, is valid.
Cons:

1) Deviate from the intention of triggering WLAN offload and/or traffic steering.
2) Different logic with existing ANDSF policy which adds complexity on UE implementation.

3. Proposal

From the above analysis, it can be seen that Approach 1 and Approach 2.1 well satisfy the original intention of offload preference and have least impact on UE. So it’s proposed to adopt Approach 1 and Approach 2.1 in SA2 specifications. If this is agreed, a related CR will be proposed in next SA2 meeting.
It should be noted that the above evaluation does not include analysis for roaming scenario, i.e. ANDSF policy from one PLMN and RAN OPI from another PLMN. However, this roaming issue is not restricted to OPI but applies for the general case when RAN rule and ANDSF policy coexist. So the selection of OPI approaches should be independent of the issue of coexistence of RAN rule and ANDSF policy in the sense that a solution for RAN rule-ANDSF coexistence will and must apply for the roaming scenario for OPI. Thus it’s proposed not to touch roaming issue in OPI related discussion.
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