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Abstract of the contribution: This contribution discusses the problem on establishing a PDN connection without default QoS when PMIP is used in the operator networks.
1. Introduction 
When attach (or a PDN connection establishment) is requested by UE, P-GW has to activate an EPS bearer with default QoS (default EPS bearer QoS and APN-AMBR) that is a part of user subscription information. This paper discusses issue on the failure of applying default QoS in PDN connection establishment in PMIP-based S2a/S2b systems.
2. Discussion

1) Problem 

Instead of directly jumping into the problem, let’s consider the PDN connection establishment procedure in GTP-based systems. As seen in Figure 1, when UE requests a (new) PDN connection establishment (or attach) to EPC, the MME retrieves the subscription data including default QoS parameters from HSS, during the step for authentication or update location. Then, the MME can provide this default QoS to S-GW and then it is sent to P-GW, by using GTP-c signalling (Note: S-GW is omitted from the figure for simplicity). The P-GW provides the default QoS to PCRF, and then the PCRF authorizes the use of the default bearer QoS and APN-AMBR. The P-GW can establish PDN connection (i.e., default EPS bearer) by using the authorized QoS. For more details, please refer to 5.3.2.1 and 5.10.2 in [1].
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Figure 1. Default bearer activation in GTP-based systems
The default bearer establishment in PMIP-based systems is different from that in the GTP-based systems (see 6.2.1/7.2.1 in [2]). The difference comes from the nature of PMIP protocol, as seen in Figure 2. Upon receiving a connection/attach request via non-3GPP access network (e.g., eHRPD AN, WLAN, etc.), ePDG sends a proxy binding update message to P-GW. However, the ePDG cannot provide default bearer QoS and APN-AMBR to the P-GW, as the proxy binding update message does not include the default QoS information. This means there is no default QoS information in CCR message sent to PCRF. As a result, the PCRF cannot authorize any QoS for the UE, and does not provide the authorized QoS to the P-GW. It is noted that, after the interaction with PCRF, the P-GW may be able to receive the default QoS parameters from the AAA/HSS during an update P-GW address procedure. However, it is hard for the P-GW to use the information received at this stage, since it is given too lately without the authorization from the PCRF. As a result, the P-GW cannot apply the subscribed default QoS parameters to the established PDN connection, which means the operator cannot control the data transfer of the PDN connection based on the default QoS profile.
It shall be noted that the same problem exists in PMIP-based S2a network (e.g., WLAN/HSGW directly connected to P-GW), as the trusted non-3GPP access would send a proxy binding update without including default QoS.
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Figure 2. Problem of default bearer activation in PMIP-based S2b systems
2) Severity 
The possibility of the problem depends on the operation of P-GW and PCRF deployed in the network. It is noted that the PGW should apply the QoS profile that is authorized by the PCRF, if the operator network adopts the dynamic PCC. In addition, it is common that, if the P-GW has not included default bearer QoS in the request message, the PCRF would not include the authorized QoS in the response message. That is, there has been no standardized way to avoid/solve this problem in the practical PMIP-based systems.
3) Proposed solution
To solve/avoid the problem for both S2a and S2b cases, we can consider the following solutions:

· Solution #1: Simply change the order of two steps in the procedure, so that the procedure becomes similar to the one for GTP-based systems. More specifically, as depicted in Figure 3, upon receiving the proxy binding update, the P-GW triggers the update P-GW address procedure firstly in order to retrieve the default QoS from AAA/HSS, and then performs the QoS authorization procedure with the PCRF.
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Figure 3. Proposed change in procedure.
· Protocol impact: Protocol extension/change is not foreseen.

· Functional change: Only the operation of P-GW is changed. No PCRF change is expected.
· Signalling overhead: No additional signalling is expected.

· Solution #2: PCRF is changed to include authorized QoS, even when P-GW does not request to authorize the default QoS parameters.

· Protocol impact: Protocol extension/change is not foreseen.

· Functional change: The operation of PCRF is changed. P-GW needs to be changed if the P-GW has implemented to apply the default QoS received from AAA/HSS later.

· Signalling overhead: No additional signalling is expected.

· Solution #3: P-GW is changed to use the default QoS received from AAA/HSS in case of PMIP.

· Limitation: Even when PCRF is implemented to provide the authorized QoS parameters, the P-GW cannot utilize them.
· Protocol impact: Protocol extension/change is not foreseen.

· Functional change: The operation of P-GW is changed.

· Signalling overhead: No additional signalling is expected.

In summary, Solution #2 solves the problem without limitations, but it may require changes in both PCRF and P-GW. Solution #3 has a restriction that the advantage of dynamic PCC would not be utilized. Solution #1 will be the best way forward, as it does not have any limitation and it only requires a functional change in P-GW.
3. Conclusion

This contribution reviewed an issue that the PDN connection over non-3GPP network using PMIP may be established without considering subscribed QoS. After analysing the problem and its severity, it is proposed to correct the P-GW operation (i.e., adopt Solution #1) by approving the corresponding CRs, S2-140983/140984.
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