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* * * First Change * * * *

4.5
High Level Functions

4.5.x
GTP-C signalling based Load and Overload Control for trusted and untrusted WLAN
4.5.x.1
GTP-C load control
GTP-C Load Control feature is an optional feature which allows a GTP control plane node to send its Load Information to a peer GTP control plane node which the receiving GTP control plane peer node uses to augment existing PDN GW selection procedure.  
GTP-C Load Control feature allows the PDN GW to send its Load Information to the TWAN/ePDG (for enhanced load balancing across PDN GWs during Attach or new PDN connectivity request scenarios).
This feature is supported over S2a and S2b interfaces via GTPv2 control plane protocol.
The same concepts as described in 3GPP TS 23.401 subclause 4.3.7.1a.1 for PGW Load Control apply with the TWAN/ePDG playing a similar role as the MME/SGSN.

4.5.x.2
GTP-C overload control
GTP-C Overload Control feature is an optional feature. Nodes using GTP control plane signalling may support communication of Overload control Information in order to mitigate overload situation for the overloaded node through actions taken by the peer node(s). 

This feature is supported over S2a and S2b interfaces via GTPv2 control plane protocol.
The Overload control Information may convey information regarding the node itself and/or regarding specific APN(s) status.
GTP-C Overload Control feature allows the PDN GW to send its Overload Control Information to the TWAN/ePDG.
An ePDG may apply certain restrictions towards PDN GW that have indicated overload, e.g.:

-
reject PDN connection requests from the UE (e.g. Initial Attach, UE-initiated Connectivity to Additional PDN, Attach and PDN Connectivity Request at handover to Untrusted WLAN) and locally set a backoff timer. As long as the backoff timer is running, the ePDG shall reject the subsequent PDN connection requests from the UE;

-
reduce/throttle messages towards the PDN GWs indicating overload status;
-
apply other implementation specific mechanisms, which are outside the scope of 3GPP specifications.

A TWAN may during access authentication in Transparent Single-Connection Mode, Single-Connection Mode and during WLCP  procedures in Multi-Connection Mode apply certain restrictions towards PDN GW  that have indicated overload, e.g.:

-
reject PDN connection requests from the UE (e.g. Initial Attach with PDN Connectivity, UE Initiated PDN connectivity request, Attach and PDN Connectivity Request at handover to Trusted WLAN) as follows: 
-
for Transparent Single-Connection Mode, locally set a backoff timer and instructs the AAA server to reject the current EAP-Authentication request.  For any further request for the same UE and the same SSID, as long as the backoff timer is running, the TWAN instructs the AAA server to reject the UE's request.

-
for Single-Connection Mode, locally set a backoff timer and instructs the AAA server to reject the current EPC access request.  For any further request for the same UE and the same APN, as long as the backoff timer is running, the TWAN instructs the AAA server to reject the UE's request.
-
for Multi-Connection Mode, reject WLCP PDN connection requests for the same APN from the UE and locally set a backoff timer. As long as the backoff timer is running, the TWAN shall reject the subsequent WLCP PDN connection requests for the same APN from the same UE.
-
reduce/throttle messages towards the PDN GWs indicating overload status;
-
apply other implementation specific mechanisms, which are outside the scope of 3GPP specifications.
The same concepts as described in 3GPP TS 23.401 subclause 4.3.7.1a.2 for PGW Overload Control apply with the TWAN/ePDG playing a similar role as the MME/SGSN.
NOTE: For ePDG and TWAN, since a back-off timer is not provided to the UE, the UE may retry its request. This results in repeated signaling towards the core network nodes before the network rejects the request from UE. Hence, it may cause the overload of these core network nodes.

* * * End of Changes * * * *




