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Introduction

One of the open questions is regarding the roaming support in UPCON. In general, the RAN congestion information most likely will not be shared between the roaming network and the home network due to the privacy consideration of the roaming network. As a result, traffic and congestion management for the roaming subscribers will probably be handled based on the prior roaming agreements between the vPLMN and hPLMN which will be static pre-configured policy. In case of UPCON, the differentiated handling of the traffic between the non-roaming and roaming subscriber attaching to the same cell/eNB/TAI should be part of the design consideration.
One critic regarding the CN-based off-path approach in the TR was that, it does not explain how such off-path congestion detection architecture could be evolved to control and mitigate roaming traffic when RAN congestion occurs. The intent of this discussion paper is to analyze the non-roaming and roaming scenarios which include both home-routed and local breakout, describe the basic working assumption and requirements, and present the possible solution to support the co-existence of non-roaming and roaming UEs attaching to the same cell/eNB/RAN.  
Discussions
Consideration#1: Working assumptions
A. In the case of roaming, it is unlikely for the visiting PLMN to share its RAN congestion status with home PLMN due to the privacy concern to expose its network performance and operation to its roaming partners
B. Traffic and congestion management at the visiting PLMN is likely based on prior roaming agreements between the visiting PLMN and its roaming partners; therefore, it is reasonable to assume that, the congestion mitigation policy could have been pre-configured at the visiting PLMN based on the roaming agreements. 
C. When pre-configured static roaming mitigation policy is activated, it is triggered by the target cell/eNB’s congestion/abatement status. Hence, the given policy activation applies to all roaming UEs who are associated with the home PLMN attaching to the target cell/eNB – i.e. there is no discrimination on the activation for different UEs associated with the same home PLMN. However, different home PLMNs could have different roaming policies with their respective UEs. 

Note: The working assumptions to have pre-configured static mitigation policy for roaming traffic as described above apply to RAN-based or CN-based UPCON architecture and are not solution specific
Consideration#2: Architecture and solution requirements 
A. UPCON architecture and solution should support both roaming and non-roaming UEs attaching to the same cell/eNB, and hence, RAN should have the ability to differentiate these two types of traffic
B. Common architecture and solution to address both home-routed and local break-out roaming scenarios

C. The granularity of the congestion management policy based on the roaming agreements between the visiting PLMN and its “respective” roaming partners should at most per APN basis; any finer grain of congestion management policy on roaming traffic (e.g. at UE or service level) would be hard to manage
Note:  Finer gain of congestion management policy on roaming traffic (e.g. at UE or service level) is FFS 
Consideration#3: Roaming scenarios considerations
A. Lack of common policy enforcement point (PCEF) at the visiting PLMN for home-routed scenario 
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Figure 1: Lacking of common PCEF for Home-routed and Local Break-out at Visiting PLMN
Note: However, lacking of PCEF for home routed roaming scenario does not imply lacking of common policy coordination point. It is feasible that, there can be common congestion/abatement reporting point to coordinate and to trigger different policy enforcement points for non-roaming and roaming traffic. See “Proposed Solution” below. 
B. Issue for “un-coordinated” RAN-based mitigation and Policy-based (i.e. CN-based) mitigation 
Given the lack of PCEF at the EPC to enforce mitigation policy on the home-routed traffic, even if the congestion mitigation policy is known to EPC, it can only be enforced at the RAN and not at the EPC. If non-roaming traffic is enforced at the EPC while roaming traffic is enforced at the RAN, this could cause imbalance mitigation in the RAN. 
C. Privacy consideration for RAN to be aware of UE’s identity in order to trigger the mitigation policy 

Today UE’s identity (i.e. IMSI) is hidden from RAN because of the privacy consideration for the roaming UE.  Even for the RAN sharing scenario, only the UE “selected” PLMN is known by the RAN, but the RAN would not know if the UE is roaming or not. Therefore, any solution regardless of RAN-based or CN-based solution for roaming traffic must maintain the privacy consideration of the UE’s identity w.r.t. to the visiting RAN when triggering the mitigation policy. 
Proposed Solution

The solution here-in is to describe how the RCAF-based architecture as described in Solution 1.5.5 in clause 6.1.5.5 can be extended to support roaming scenario. The objective of this proposal is to demonstrate the common architecture that was proposed to support the congestion detection also be used to support congestion mitigation for both non-roaming and roaming traffic. 

The solution is based on working assumptions, architecture requirements as well as roaming considerations as described above.
RCAF-based Roaming Architecture 

The following two figures describe the proposed RCAF-based roaming architecture for home routed and local breakout scenarios. 

Functional clarification for RCAF and PCRF to support “both” non-roaming and roaming scenarios: 

RCAF -

Congestion decision and coordination point: 

· determines if target cell(s)/eNB(s) are congested based on spatial/temporal integration

· coordination congestion notification between MME and PCRF for roaming and non-roaming traffic

PCRF - 
Congestion mitigation point: 

· determines which dynamic policy should be applied for non-roaming traffic based on the congestion notification from RCAF. It may send some trigger to external entities (e.g., media optimizer)
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Figure 2: RCAF-based Roaming Architecture for Home Routed Scenario
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Figure 3: RCAF-based Roaming Architecture for Local Breakout Scenario

RCAF-assisted RAN-based Congestion Mitigation for both non-roaming and roaming traffic
In Solution 1.5.5, the RCAF is the focal point to collect, integrate and to derive the congestion status of the target cell/eNB w.r.t. its cell neighbours and therefore, RCAF informs the corresponding PCRF which will then determine the dynamic congestion mitigation policy towards the UEs served by the congested cell/eNB. 
It is proposed to extend the architecture as described in Solution 1.5.5 to enable operator who decides to apply policy-based congestion mitigation based on dynamic and pre-configured static policy on the non-roaming and roaming traffic, respectively. The coordination of congestion management between applying the dynamic policy to the non-roaming UEs and the pre-configured static policy to roaming UEs is achieved via the support of RCAF and the following presents the high-level concept.
If UPCON policy-based congestion management feature is enabled, during the UE’s initial attachment to the target eNB, or during the UE is handover between eNBs, or during the UE’s service request procedure to the target eNB, or during the UE’s tracking area update procedure to the target eNB, once the UE is successfully authenticated and UE’s session is established with the EPC, the MME will provide the UE’s serving eNB with an “indication” that the UE is a roaming user for the corresponding PLMN. Such indication is referred as Roaming Congestion Policy Index (RCPI).  The RCPI is not to expose the UE’s true identity (i.e. IMSI) to the serving eNB, instead, the RCPI is to indicate that the target UE is a roaming subscriber and is index to a corresponding congestion policy pre-configured specifically to the roaming UE according to its home PLMN. Based on such indication provided to the eNB via the MME, the eNB will keep RCPI as part of the UE’s context in the eNB.  
Note that it is assumed that the pre-configured roaming congestion policy corresponding to each roaming partners would have been configured in the RAN and can be known by the roaming UE’s visiting EPC. Therefore, the index provided by RCPI allows the eNB to identify the appropriate pre-configured mitigation policy which will be applied to the UE during the RAN congestion.
The following describes the congestion mitigation trigger with the support of RCAF.
1. When the RCAF recognizes the congestion or abatement status of the target cell(s), it will inform the corresponding MME(s) over Nq based on its prior subscription with the MME as described in subclause 6.1.5.5.2.3, and also to the corresponding PCRFs as described in subclause 6.1.5.5.2.4.
2. The MME relays the RCAF’s decision to the eNB over S1-MME. If pre-configured static congestion mitigation policy is required for the roaming UEs, eNB will apply the appropriate policy based on the RCPI. Likewise, the PCRF will determine the appropriate dynamic mitigation policy towards the non-roaming UE.
The RCAF provides the consistent congestion/abatement status for the target cell/eNB to the MME and the PCRF to manage the roaming and non-roaming UEs, respectively. The difference of the mitigation policy between the roaming and non-roaming UE is that, a finer grain of the mitigation policy which is determined by the PCRF is applied to the non-roaming UE based on UE’s subscription and service characteristic, while a more coarse mitigation policy is applied to the roaming UE based on the prior roaming agreement with the UE’s hPLMN.
Conclusion

This paper describes the working assumptions, requirements and architecture considerations to support both roaming and non-roaming UEs in UPCON.

The proposed solution demonstrates that the RCAF architecture as described in Solution 1.5.5 can easily be extended to support the co-existence of non-roaming and roaming UEs with consistent policy coordination via the support of RCAF. 
The benefit of the proposed RCPI allows the privacy of the UE identity to be maintained while enabling RAN to differentiate the non-roaming UE and the roaming UE, and also to retrieve the appropriate pre-configured mitigation policy corresponding to the hPLMN that serves the UE. Such RCPI approach can be used to support both RAN-based and CN-based congestion management.
For those operators who are interested in applying the policy-based congestion management, RCAF can provide adequate coordination between roaming UE and non-roaming UE with the pre-configured static policy and the dynamic policy, respectively.
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