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1
Introduction

1.1
Local PLMN

The concept of Local PLMN has been used throughout the TR, but is not yet defined. It would be beneficial to maintain a definition in 23.303 until it has been defined elsewhere. 
For Direct discovery authorization it is stated:

“

1) Direct discovery monitoring authorisation policy

- PLMNs that the UE is authorised to perform direct discovery monitoring

- 
For each PLMN in the list also indicate whether the UE is pre-authorised by HPLMN to perform direct discovery monitoring or it is conditionally authorised, in which case the UE would need to contact the ProSe Functions of these PLMNs (when it is in this country) in order to obtain authorisation. 

”

Therefore one generic definition for a Local PLMN could be: 
“A PLMN in the same country as the PLMN the UE is registered in. The registered PLMN is also considered a local PLMN.”
Though, the Local PLMNs are PLMNs in which the UE may be authorized by the HPLMN to perform direct services:

Section 4.5.1.1 states:

“- 
UE gets authorization from HPLMN for using direct discovery in certain PLMNs per country. These PLMNs are called local PLMNs and their ProSe Functions, local ProSe Functions. The authorisation policy can authorise the UE from HPLMN to use discovery in local PLMN without need to contact these PLMN first, conditionally authorise the UE requiring to also receive authorisation from the ProSe Functions of local PLMNs or not authorise the UE at all.

NOTE 1: The UE does not need to be registered in local PLMNs to get authorization (if required) from local ProSe Functions since authorisation is performed "over IP".

- 
If the UE is required to get authorisation from local ProSe Functions, it accesses local ProSe Functions to get PLMN specific Authorisation Information; these ProSe Functions include the one of the registered PLMN those of other local PLMNs (of that specific country).

”

That is, when HPLMN conditionally authorise, the UE needs to get authorization from the local ProSe function before using direct services in the PLMN. It therefore seems like a PLMN should be called a Local PLMN without restricting it to the UE being authorized for using direct services. 
In Rel-12 it is likely that Local PLMNs are only to be used in the scope for performing direct services, but to avoid being forced to change the definition later on it is proposed to not include such restriction in the definition.
It should be noted that Local PLMNs does not influence the PLMN selection procedures. If required, it could be added as part of the definition, but it is not part of the current proposal.


After initial discussions it was agreed to not restrict the Local PLMNs to PLMNs within the same country:

Proposal: Local PLMN: A PLMN, different from the Serving PLMN, from which the UE is able to receive discovery messages and in which the UE is authorized or conditionally authorized for using ProSe Direct Discovery.
1.2
Out of coverage

"not served by E-UTRA" is being used to mean that the UE is out of network coverage, but when the UE is out of network coverage it still may use E-UTRA radio capabilities and therefore it would be more appropriate to use "not served by E-UTRAN".

From 21.905:
Evolved UTRA: Evolved UTRA is an evolution of the 3G UMTS radio-access technology towards a high-data-rate, low-latency and packet-optimized radio-access technology.

Evolved UTRAN: Evolved UTRAN is an evolution of the 3G UMTS radio-access network towards a high-data-rate, low-latency and packet-optimized radio-access network.
The RAN 36.843 TR uses “in network coverage”, “in coverage”, “out of network coverage” and “out of coverage”, which seems to be something that is easy to understand compared to using “served by”, but as both WLAN and E-UTRAN are in scope and the UE may actually be within E-UTRAN coverage but not able to get any access it is better to retain the “served by” as it correctly reflects the condition we need to address.
Proposal: We should use:

“not served by E-UTRAN” to mean that the UE is out of E-UTRA network coverage and not able to access the network. 
“not served by E-UTRA” to mean that the UE is out of coverage of any other entity using E-UTRA radio access technology
“served by E-UTRA” to mean that the UE is using E-UTRA radio access technology with either the network or another UE.

“served by E-UTRAN” to mean that the UE is using E-UTRA radio access technology and has access to the network.

Question, is it worth adding anything in the definition section, or it should be regarded as well understood?
1.3
Uniqueness

Sometimes it is stated that something is “unique” without clarifying for which scope the uniqueness relates to.
A “globally unique” identifier is well understood, i.e. it is proposed that we don’t need to mention that an identifier is unique other than globally unique.
1.4
Application ID

The definition section defines: Application ID: A globally unique identifier identifying a specific application.

In section 4.6.5.1 the ProSe Application ID is listed as an identity for direct discovery and explained as:

“The ProSe Application ID is an identity used for direct discovery, identifying application related information for the ProSe enabled UE. Each ProSe Application ID is globally unique and unambiguously identifies a service across the 3GPP PLMNs.”

However, it is not defined in section 3.1. 
It is not the same as Application ID, despite that the Application ID is not listed as an identity for direct discovery both are used in the direct discovery procedures.

The procedures separate them as:

· The ProSe Application ID indicates what the UE is interested to announce.
· The application identity represents a unique identifier of the UE application that has triggered the Discovery Request.
The question are both needed, and if that is the case then we need to add a definition for the “ProSe Application ID” and list the Application ID as an identify used for direct discovery.

Also, as the ProSe Application ID identifies a service, should it really be called an ID for an Application?

Further, for open discovery the ProSe Application ID is called a Public ProSe Application ID. Should the Public ProSe Application ID be added as part of the definitions?
Usage of Application ID and related identities are covered in other P-CRs, but may need to be revisited at a later meeting.
2
Proposal

It is proposed to capture the proposed text in TS 23.303.

NOTE 1:
the change marks are shown against S2-140577 after accepting all changes in that document.

NOTE 2:
The listed definitions and abbreviations are not sorted in alphabetic order, i.e. it is proposed that the editor do the sorting when editing the new version of the TS.
>>>>First change<<<<
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] apply.
Application ID: A globally unique identifier identifying a specific application.

Application Layer User ID: An identity identifying a user within the context of a specific application (e.g. alice@social.net). The format of this identifier is outside of 3GPP scope.

Destination Layer-2 ID: A link-layer identity that identifies a device or a group of devices that are recipients of ProSe communication frames.

EPC ProSe Subscriber ID: An identifier for EPC-level ProSe Discovery and EPC support for WLAN direct communication that uniquely identifies a UE registered for ProSe. This identifier can be occasionally reassigned by the ProSe Function.

EPC-level ProSe Discovery: A ProSe Discovery procedure by which the EPC determines the proximity of two ProSe-enabled UEs and informs them of their proximity.
Local PLMN: A PLMN, different from the Serving PLMN, from which the UE is able to receive discovery messages and in which the UE is authorized or conditionally authorized for using ProSe Direct Discovery.
ProSe Direct Communication: A communication between two or more UEs in proximity that are ProSe-enabled, by means of user plane transmission using E-UTRA technology via a path not traversing any network node. 

ProSe Direct Discovery: A procedure employed by a ProSe-enabled UE to discover other ProSe-enabled UEs in its vicinity by using only the capabilities of the two UEs with E-UTRA technology. 

ProSe Discovery: A process that identifies that a UE that is ProSe-enabled is in proximity of another, using E-UTRA (with or without E-UTRAN) or EPC.

ProSe Function ID: An FQDN that identifies a ProSe Function.

ProSe Layer-2 Group ID: A pre-configured layer-2 group identifier that may be used to address a set of users at the 3GPP lower layers. It is typically associated with a ProSe Application ID.
ProSe-enabled non-public safety UE: A UE that supports ProSe procedures and but not capabilities specific to public safety.

ProSe-enabled Public Safety UE: A ProSe-enabled UE that also supports ProSe procedures and capabilities specific to Public Safety.

ProSe-enabled UE: A UE that supports ProSe requirements and associated procedures. Unless explicitly stated otherwise, a Prose-enabled UE refers both to a non-Public Safety UE and a Public Safety UE.
Public Safety UE: This is a UE that the HPLMN has configured to be authorized for Public Safety. The UE may, but need not, have a USIM with one of the special access classes {12, 13, 14}.
Source Layer-2 ID: A link-layer identity that identifies a device that originates ProSe communication frames.

WLAN Link Layer ID: A link layer identity used for WLAN direct discovery and/or WLAN direct communication. Depending on the WLAN technology it can be temporary (e.g. temporary MAC address) or permanent (e.g. permanent MAC address). The format of this identifier depends on the WLAN technology and is outside of 3GPP scope.














 
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].


ALUID
Application Layer User ID
DPF
Direct Provisioning Function
EPSID
EPC ProSe Subscriber ID

PFID
ProSe Function ID
ProSe
Proximity-based Services
SLP
SUPL Location Platform

SUPL
Secure User Plane Location
TTL
Time to Live
WLLID
WLAN Link Layer ID


>>>>Next set of changes – for 0757 i.e. to be removed from here<<<<
4.5.1
Provisioning for ProSe Direct Discovery and ProSe Direct Communication

4.5.1.1
Authorization and provisioning for ProSe

The basic principles of service authorization for ProSe Direct Discovery and communication are as follows:

- 
UE gets authorization from HPLMN for using ProSe Direct Discovery in Local PLMNs. The ProSe Functions of these PLMNs are called local ProSe Functions. The authorisation policy may authorise the UE from HPLMN to use ProSe Direct Discovery in Local PLMNs without the need to contact these PLMNs first, conditionally authorise the UE requiring to also receive authorisation from the ProSe Functions of Local PLMNs or not authorise the UE at all.

NOTE 1: The UE does not need to be registered in Local PLMNs to get authorization (if required) from local ProSe Functions since authorisation is performed "over IP".

- 
If the UE is required to get authorisation from local ProSe Functions, it accesses local ProSe Functions to get PLMN specific Authorisation Information; these ProSe Functions include the one of the registered PLMN and those of other Local PLMNs
.

-
In that case, the local ProSe Function always contacts the ProSe Function in HPLMN to check authorization and consolidates the authorization information. Final authorization information always comes from local ProSe Functions

The authorization can be revoked at any point by any of the local ProSe Functions or the ProSe Function in HPLMN if the UE is de-authorized to use to use ProSe either from the Local PLMN or HPLMN.

OMA DM is used as the protocol to authorise the UE via the PC3c reference point.

4.5.1.1.1
Provisioning information for ProSe direct services

The following information can be contained in the authorisation info that is provided by the ProSe Function to the UE for authorisation of using direct services in a particular PLMN.

NOTE: 
For Public Safety usage the operator is able to pre-configure Public Safety UEs (e.g., in the USIM or ME) with the required provisioning parameters for ProSe direct services, without the need for the Public Safety UEs to connect to the ProSe Function  to get this initial configuration. 

4.5.1.1.1.1
Authorisation for ProSe Direct Discovery (non-Public Safety UE)

The following information is provisioned to the UE for ProSe Direct Discovery authorisation: 

1) ProSe Direct Discovery monitoring authorisation policy

- PLMNs that the UE is authorised to perform ProSe Direct Discovery monitoring

- 
For each PLMN in the list also indicate whether the UE is pre-authorised by HPLMN to perform ProSe Direct Discovery monitoring or it is conditionally authorised, in which case the UE would need to contact the ProSe Functions of these PLMNs (e.g. when it is in this country) in order to obtain authorisation. 

2) ProSe Direct Discovery announcing authorisation policy

- Authorised discovery range (short/medium/long) for announcing per PLMN

NOTE: Given that direct ProSe Direct Discovery announcing can only be performed in the bands of the registered PLMN this policy can only be provided by the registered PLMN. In other cases a default discovery range would apply.

4.5.1.1.1.2
Provisioning for ProSe Direct Discovery and ProSe Direct Communication (Public Safety UE)

The contents of this section are applicable to Public Safety UEs only.

4.5.1.1.1.2.1
Additional provisioning information for ProSe Direct Discovery

In addition to the parameters indicated in clause 4.5.1.1.1.1, the Public Safety UE is provisioned with the following information: 

1) Authorisation policy when the UE is "not served by E-UTRAN" 

-
Indicates whether the UE is authorised to perform ProSe Direct Discovery when "not served by E-UTRAN"

2) Radio parameters container for when the UE is "not served by E-UTRAN"

-
 Includes the radio parameters that need to be configured in the UE in order to be able perform ProSe Direct Discovery procedures when not "served by E-UTRAN". This includes e.g. frequency bands etc.

NOTE: More details on the necessary parameters will be defined in RAN specifications.

4.5.1.1.1.2.2
Provisioned information for ProSe Direct Communication one-to-many

The following information is provisioned to the UE for ProSe Direct Communication: 

1) Authorisation policy

When the UE is "served by E-UTRA":

- PLMNs that the UE is authorised to perform ProSe Direct Communication one-to-many

-  For each PLMN in the list also indicate whether the UE is pre-authorised by HPLMN to perform ProSe Direct Communication one-to-many or it is conditionally authorised, in which case the UE would need to contact the ProSe Functions of these PLMNs (e.g. when it is in this country) in order to obtain authorisation. 

When the UE is "not served by E-UTRAN": 

- Indicates whether the UE is authorised to perform one-to-many communication procedures when "not served by E-UTRAN"

2) ProSe Direct Communication policy/parameters

- Includes the identifiers that allow the UE to perform one-to-many communication: 

-
ProSe Layer-2 Group ID;

- 
ProSe Group IP multicast address

- Indication whether the UE should use IPv4 or IPv6 for the specific group

3) Radio parameters container for when the UE is "not served by E-UTRAN"

-
 Includes the radio parameters that need to be configured in the UE in order to be able perform ProSe Direct Communication one-to-many procedures when "not served by E-UTRAN". This includes e.g. frequency bands etc.

NOTE: More details on the necessary parameters will be defined in RAN specifications.

4) Security container

-
 Includes any security related content that need to be configured in the UE in order to be able perform ProSe Direct Communication one-to-many procedures when "not served by E-UTRAN". 

NOTE: More details on the necessary parameters will be defined in SA3 specifications.

Editor's Note: SA3 will also assess whether it is necessary to provision any security parameters from DPF. 

Editor's Note: It is FFS which of these parameters are provisioned from the PLMN and which from 3rd party Public Safety provider.
>>>>Next change<<<<
4.6
Identifiers

4.6.1
General

4.6.2
Identifiers for EPC-level discovery

The following identities are used for EPC-level ProSe Discovery: EPC ProSe Subscriber ID, Application Layer User ID and Application ID.

The ProSe Function is identified by an FQDN that UE constructs by using the PLMN ID.

4.6.3
Identifiers for EPC support for WLAN direct discovery and communication

The following identifier is used in addition for EPC support for WLAN direct discovery and communication: WLAN Link Layer ID.

4.6.4
Identifiers for ProSe Direct Communication

4.6.4.1
ProSe UE ID

It is a link layer identifier assigned by the EPS that uniquely represents the UE in the context of ProSe communication. It is used as a source or destination Layer-2 address in all the packets the UE sends for ProSe Direct Communication.

For support of multiple PDN Connections, the ProSe UE-to-Network Relay assigns a different ProSe UE ID for each PDN Connection.
4.6.4.2
ProSe Layer-2 Group ID

It is a link layer identifier that represents the group in the context of ProSe Direct Communication one-to-many (decentralised mode). It is used as a destination Layer-2 address in all the packets the UE sends to this group.

4.6.5
Identifiers for direct discovery

4.6.5.1
ProSe Application ID

The ProSe Application ID is an identity used for direct discovery, identifying application related information for the ProSe enabled UE. Each ProSe Application ID is globally unique and unambiguously identifies a service across the 3GPP PLMNs. 

For open discovery, the ProSe Application ID is called Public ProSe Application ID.  The Public ProSe Application ID can be PLMN-specific or country specific or global. 
Each Public ProSe Application ID is composed of the following parts:

a. ProSe Application ID Name is described in its entirety by a data structure that could be a tree data structure characterized by different levels e.g., broad-level business category (Level0) / business sub-category (Level1) / business name (Level2) / shop ID (Level3). For the purpose of presentation, a ProSe Application ID Name is usually displayed as a string of labels in which the labels represent hierarchical levels. 
b. ProSe Application ID Operator Identifier that corresponds to the PLMN id that assigned the ProSe Application ID Name 

NOTE 1: If the public ProSe Application ID is country specific then the Mobile Network Code (MNC) of the ProSe Application ID Operator Identifier is wild carded. If global, both the MCC and MNC are wild carded.

In case of open discovery: 

-
when the "announcing" UE wants to indicate to the ProSe Function what is interested to announce, in order to be assigned a ProSe Application Code it contains in the discovery request a Public ProSe Application ID that indicates its interest

-
when the "monitoring" UE wants to indicate to the ProSe Function what to monitor, it contains in the discovery request the full or a subset of the public ProSe Application ID e.g. it can contain 2 out of the n levels of the full Public ProSe Application ID 

NOTE 2: The ProSe Application ID Name tree data structure is not expected to change often. 

4.6.5.2
ProSe Application Code

The ProSe Application Code is contained in the message that is actually transmitted "over the air" (on PC5) by a UE engaged in the ProSe direct discovery procedure. 

Each ProSe Application Code is composed of the following parts:

a. A temporary identity that corresponds to the ProSe Application ID Name. Given the tree structure associated with public ProSe Application ID, each is associated with a different temporary identity that is built appending a new piece of identifier (specific to that node) to the identifier inherited by the predecessor node: this allows partial matching at the UE side using a mask, making more effective and flexible the filtering of the received temporary identity in a monitoring UE.

b. The PLMN id that assigned the ProSe Code, i.e. Mobile Country Code (MCC) and Mobile Network Code (MNC)

c. The ProSe Function Identifier of the Prose Function that has assigned the ProSe Code.

Editor's Note: The need for ProSe Function Identifier as part of the ProSe Application Code is FFS.
NOTE: In this release of the specification the ProSe Application Code is always assigned by a ProSe Function in HPLMN.

A ProSe Application Code is allocated per "announcing" UE and per application and has an associated validity timer that runs both in the ProSe Function and in the UE. 

The ProSe Function may decide at any time to replace a previously allocated ProSe Application Code providing the UE with a new ProSe Application Code, where the temporary UE specific identifier is changed. Replacing a ProSe Code resets the corresponding validity timer both in the ProSe Function and in the UE.

 4.6.5.3
Identifiers for ProSe UE-to-Network Relay selection

The following information may be used for ProSe UE-to-Network Relay selection:

· Message type identifier (e.g. identifying model A or model B discovery)

· ProSe Relay (UE) ID: link layer identifier that is used for direct communication and is associated with the PDN connection the ProSe UE-to-Network Relay has established

· PLMN ID: identifies the PLMN to which the relay is connected

· ProSe Application Identity: parameter identifying connectivity the ProSe UE-to-Network Relay provides. (e.g. including APN information)

· Whether the UE can act as a relay 

· Status/maintenance flags (e.g. indicating whether the relay is temporarily without connectivity or battery running low so the Remote UEs can seek/reselect another Relay)

Editor's Note: The list of parameters needs to be reviewed.
Editor's Note: The need for discoverer's ProSe UE ID when Model B is used is FFS.

Editor's Note: It is FFS if additional parameters are needed in order to protect the discovery message (e.g. restricted discovery).
>>>>End of changes<<<<
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