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Abstract of the contribution: This P-CR proposes that the service authorisation (from DPF) can have an associated validity.
1. Introduction
This P-CR proposes that the service authorisation (from DPF) can have an associated validity time.

2. Proposal

It is proposed to capture the proposed text in TS 23.303 as delta to S2-140577.
>>>>First change<<<<
5.2
Service authorisation for ProSe Direct Discovery and ProSe Direct Communication
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Figure 5.2-1: Service authorisation for ProSe direct services

The UE gets the service authorisation for direct ProSe Direct Discovery or ProSe Direct Communication or both, with a given validity time from the ProSe Functions of HPLMN and optionally from Local PLMNs. The authorisation is happening using "over IP" mechanisms and only IP connectivity is required to allow the UE to access this ProSe Function. 

In this signalling flow the following steps are performed:

Step 0: HPLMN configures UE with PLMN list that support direct services. 

Step1~3: If the UE is conditionally authorised for direct services for local PLMNs, the UE contacts the local ProSe Functions to receive authorization info applicable to this PLMN. The address of the ProSe Function in local PLMN can either be provided from HPLMN or self-constructed by the UE e.g. derived from PLMN id of the local PLMN.

Editor's Note: The mechanism to authenticate and verify authorization of the UE in each ProSe Function will be defined by SA WG3.
Step 4: The local ProSe Function obtains authorization info from HPLMN and merges with own policy.

Step 5: Local ProSe Function provides authorisation info to UE. This authorisation info applies to this PLMN. The UE stores the authorisation information obtained from local ProSe Function in a secure way. If needed at any point the authorization can be revoked by the Local ProSe Function or Prose Function in the HPLMN e.g. by sending an OMA DM push message.
>>>>End of new text<<<<
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