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Abstract of the contribution: This paper provides an assessment of the solution Documented in the TR 23.703 in Solution D16 (consolidation of D3/D6/D7): ProSe Discovery through Communication (DtC).
Introduction

The Work on ProSe has been encompassing mainly two system capabilities: Discovery and Direct Communications.

The Discovery capability had further been defined as EPC based or Direct Discovery.

SA2 has successfully converged on a solution for Direct Communications, and on high level attributes of the discovery solutions however there has been some controversial debate on the opportunity to use e.g. out of coverage the same mechanisms as defined for communication to carry discovery information (also known as DtC as documented in TR 23.703 in Solution D16 (consolidation of D3/D6/D7): ProSe Discovery through Communication (DtC)). This paper discusses the arguments that may make the DtC a very reasonable option in the public safety domain of application.
Discussion and proposal
Based on prioritization discussions that have taken place in Rel-12, Direct Communication 1:M has the highest priority and is foreseen to be the most important Public Safety application. It is stated that many fundamental Public safety service such as PTT do not need Discovery at all and can operate by just using Direct communications. As such, we expect that when a Public safety device enables ProSe, it will be most likely expecting to receive Direct communications and act as a receiver of Direct Communications.
Observation #1: A public safety device, when it enables ProSe, is most likely ready to receive direct communications when it is also discoverable directly, as it is most likely part of a PTT group and other services that do not require Direct discovery. It follows that the communications solution shall be efficiently designed to support extended operation with battery power only. Or, in other words, power optimizations for Direct communications shall be of primary importance.
A fundamental public safety need when a UE enables ProSe is the support out of network coverage operation, but the solution that is used for direct communications and discovery has to work in coverage and in mixed case.
We assume in fact that it is not acceptable to have a solution which works in coverage and that cannot reach (temporarily) out of coverage UEs, or would cut off transmission if a transmitting UE is (temporarily) out of network coverage.
This means that the solution should be designed with out of coverage and mixed coverage case in mind as it is not possible to predict when receivers and transmitters will be out of coverage or in poor coverage conditions. The presence of the network may be of secondary importance when the public safety device is operating in Direct Mode and maybe just provide some assistance which the UE SHALL NOT rely upon to correctly or efficiently operate as transmitter or receiver for both discovery and communications.
Observation#2: Optimizations relying on network coverage are not reasonably usable in PS scenarios for mission critical applications which cannot afford losing connectivity or discoverability with peers due to temporary loss of network coverage. Focus shall be on solutions resilient to loss of coverage, or, said it otherwise, public safety UEs engaging in ProSe should assume peers and themselves are operating as if constantly in out of network coverage/mixed coverage, which largely imply the solutions assumes out of network coverage operation for all aspects except resources allocation.
Observations 1 and 2 above are quite important, and if we combine them we can derive the following design principles for public safety:

1) A transmitter under network coverage cannot assume its peers can implement battery efficient reception policies for both discovery and communications based on a common synchronization signal derived from the network
2) A receiver under network coverage cannot assume its peers can all implement battery efficient transmission policies for both discovery and communications based on a common synchronization signal derived from the network

3) From 1 and 2 above, it follows a UE engaged in mission critical operations shall be ready to receive discovery or communication or synchronization information at any time from other in coverage or out of network coverage UEs. So there is no scope for particular efficiency schemes for e.g. discovery which should not be equally applicable to communications applications, or, said it otherwise, while both Direct communications and discovery are used, the battery efficiency of the UE is dominated by communications without discovery requirements so there is no point to consider a separate scheme for discovery.

Conclusion#1: the DtC scheme for public safety is as battery efficient as the communication scheme, which drives the battery consumption pattern for public safety. Moreover, any separate scheme for discovery would come as a separate and additional scheme and since it cannot rely on network signals for synchronization, it will be as power efficient as the communication scheme and potentially inducing incremental consumption to just running the communication scheme. In coverage operation may just mean transmitters are configured with specific resources that are usable to transmit under coverage.
Then, it is in order to discuss the nature of the discovery traffic patterns.
In tdoc "S1-140391" the authors state:

"Different traffic characteristics are assumed in RAN WGs for discovery and communication: for discovery, the goal is to periodically broadcast bitstreams to the nearby UEs; and for the broadcast/one-to-many communication problem, the goal is to support bursty data communication at a rate of e.g.12Kbps (for VoIP) or higher (for video) with nearby UEs. Therefore, different design decisions have applied for the discovery mechanism and broadcast communication mechanism in access stratum. This solution makes the reuse of communication mechanism for discovery task."

As a reminder the LTE D2D link while it needs to support PTT or VoIP kind of applications, it may be used, according to RAN  TR 36.843  also for other applications:
A.4.2.3
Applications

· The applications to be supported by D2D ProSe communication for Public Safety are voice, location, low speed data (SMS, report/query, sensor, etc.), and pictures (optional video if possible) with voice as the most critical means of communications.
· Emergency Alert is required. The alert would be sent to either the group leader or all other group members (undercover law enforcement operations, fireground operations). 

· Locate Team Member is required. That is the ability for the Team Leader to send a query to acquire the location of an unresponsive team member, the UE if functional would respond automatically, providing the location of the unresponsive team member to the team leader.

Clearly, the bursty VoIP application mentioned in S2-140391 is just one of the potential applications. It can be argued that the location, sensor, report/query, alert and locate team member applications display traffic patterns very similar to discovery. So while the efficiency for PTT is a critical attribute of this channel, it is expected that D2D communications will support a wide range of applications including some that do share traffic patterns with discovery of both Model A and B types. Said in other words, while the evaluation of solutions focuses on the VoIP case, this by no means this will be a VoIP dedicated channel.

Conclusion#2: the DtC scheme benefits of the general purpose nature of the D2D communication channel which is designed to support a variety of public safety applications. Whilst being specifically assessed for the capability to support VoIP, the channel shall equally efficiently support other types of traffic (i.e. the overall design is expected to be application agnostic, meaning it is not designed to exclude viability of other applications, or it will not meet clear public safety requirements spelled out in the RAN TR).
There is then another claim on DtC outlined in S2-140391:

"In addition, on the resource efficiency front, the sizes of discovery information ( and communication packets ( may lead to quite different design choices in lower layers. Therefore, when directly using communication channel for discovery purpose, the resource efficiency would be decreased. "

Then, as we concluded in the LS in S2-140568, that the overall information content of a restricted discovery packet for public safety is 

	Source L2 ID/Prose UE ID of source
	e.g. 48 bits?

	Destination L2 ID
	e.g. 48 bits?

	Message type
	8 bits

	Prose Application ID
	 64 bits 

	UE mode of operation
	2 bits

	PLMN ID
	24 bits

	Status bits
	4 bits


 102 bits of information are implied+ the L2 headers. Assuming a 48 bits header (which we propose is the same as used in communications) then we have a total of 96 bits of header+102 bits of usable information, which equals 198 bits.
For open discovery we have 192 bits which are proposed to be independent of using any L2 headers. So, even assuming RAN decides to use 48 bits L2 headers (which makes sense for many reasons) we have a 6 bits difference over 192 bits, that is a difference of about 3% in efficiency which is by far outweighed by the reuse of same protocol stack which lower development and testing efforts. It can also be argued that the 160 bits space used for open discovery ProSe Application Code may be further reduced if the L2 headers were used as further qualifier so one could also adopt DtC headers for open discovery. So, all in all, we do not see any efficiency issue here as compared to the open discovery benchmark as proposed so far.

Conclusion#3 the bit-level efficiency of DtC restricted discovery scheme is not meaningfully any worse than the open discovery mechanism which assumed no L2 headers.
Based on conclusions 1 through 3 it is possible to conclude that for public safety applications there is quite a good case to use DtC and that therefore it is a good mechanism in the public safety domain of applications. 
Of course, on the other hand it is clear that in domains of application where communications were not to be used, and where a constraint existed in "in coverage operation only allowed", exploring targeted mechanisms to support discovery optimized for in coverage, like those implied by D1/13, makes sense 

This is reflected in the following proposed text for 23.703
PROPOSE CHANGES TO TR 23.703

6.1.16.4
Solution evaluation

The following observations apply for public safety domain of applications, which this solution is particularly suited for:

Observation PS #1: A public safety device, when it enables ProSe, is most likely ready to receive direct communications when it is also discoverable directly, as it is most likely part of a PTT group and other services that do not require direct discovery. It follows that the communications solution shall be efficiently designed to support extended operation with battery power only. Or, in other words, power optimizations for Direct communications shall be of primary importance.

Observation PS#2: Optimizations relying on network coverage are not reasonably usable in PS scenarios for mission critical applications which cannot afford losing connectivity or discoverability with peers due to temporary loss of network coverage. Focus shall be on solutions resilient to loss of coverage, or, said it otherwise, public safety UEs engaging in ProSe should assume peers and themselves are operating as if constantly in out of network coverage/mixed coverage, which largely imply the solutions assumes out of network coverage operation for all aspects except resources allocation.

Observations PS#1 and PS#2 above are quite important, and if we combine them we can derive the following design principles for public safety:

1) A transmitter under network coverage cannot assume its peers can implement battery efficient reception policies for both discovery and communications based on a common synchronization signal derived from the network

2) A receiver under network coverage cannot assume its peers can all implement battery efficient transmission policies for both discovery and communications based on a common synchronization signal derived from the network

3) From 1 and 2 above, it follows a UE engaged in mission critical operations shall be ready to receive discovery or communication or synchronization information at any time from other in coverage or out of network coverage public safety UEs. So there is no scope for particular efficiency schemes for e.g. discovery which should not be equally applicable to communications applications, or, said it otherwise, while both Direct communications and discovery are used, the battery efficiency of the UE is dominated by communications without discovery requirements so there is no point to consider a separate scheme for discovery.

It then follows that, based on the discussion above:
· The DtC scheme for public safety is as battery efficient as the communication scheme, which drives the battery consumption pattern for public safety. Moreover, any separate scheme for discovery would come as a separate and additional scheme and since it cannot rely on network signals for synchronization, it will be as power efficient as the communication scheme and potentially inducing incremental consumption to just running the communication scheme. In coverage operation may just mean transmitters are configured with specific resources that are usable to transmit under coverage.

In addition, since the prose Communication channel needs to support a variety of applications, including some that share traffic patterns with discovery:
· The DtC scheme benefits of the general purpose nature of the D2D communication channel which is designed to support a variety of public safety applications. Whilst being specifically assessed for the capability to support VoIP, the channel shall equally efficiently support other types of traffic (i.e. the overall design is expected to be application agnostic, meaning it is not designed to exclude viability of other applciations, or it will not meet clear public safety requirements spelled out in the RAN TR 36.843).
· The bit-level efficiency of DtC restricted discovery scheme is not meaningfully any worse than the open discovery mechanism which assumed no L2 headers (see Tdoc S2-140568 )
For non public safety applications, the following applies:
Observation NPS#1 UEs can be ProSe enabled only under network coverage. 
Observation NPS#2 UEs under network coverage cannot use ProSe Direct Communications.

Combining the observations NPS#1 and NPS#2 here above, it means that the UE's are not needing to participate in communications and that the only information exchanged is discovery information and this can be in principle clocked to synchronization information provided by the network. In addition, since there is no requirement to receive or send data out of network coverage, optimizations relying on a radio layer dedicated to non public safety discovery can make sense. This evaluation and applicability to DtC message formats should be in the remit of RAN WGs. 
The solution requires the definition of the following functionality in the RAN groups:

· A layer-2  functionality that is common to both ProSe Discovery through Communication and ProSe direct communication. The common layer-2 functionality includes at least a Destination Layer-2 ID that can be set to a unicast, groupcast or broadcast identifier, and a Source Layer-2 ID that is always set to a unicast identifier.

· The unicast, groupcast and broadcast identifiers are assumed to have the same size.

· A common layer-2 capable of indicating whether the layer-2 payload carries data or signalling message.

The following signalling messages are carried within the layer-2 payload: Targeted Discovery Request, Targeted Discovery Response, Targeted Discovery Ack and Beacon.
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