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Abstract of the contribution: The paper summarises the key characteristics of registration solutions for scenario 3 in order to allow a comparison.
Introduction
The paper describes the key characteristics of both available registration solutions, either assigning an individual IMPU from a 
a) (already beforehand) registered wildcard IMPU range, or

b) pool of IMPUs and perform registration per WIC.
Key characteristics of the wildcard IMPU range solution
· The WWSF owns a range of IMPUs and allocates individual IMPU based on any (web) authentication it carries out.

· A range(s) of IMPUs is associated with each WWSF. The WWSF is typically in a third party network.

· There is a need for a way to make sure that the identity assertion comes from a trusted WWSF. The WWSF has to be aware of IMS such as to assign IMPU(s).

· The eP-CSCF has IP-PBX behaviour and registers IMPUs ranges with IMS, either upon initialization or when receiving the first individual IMPU registration request from a WIC (decision pending which variant is used). 

· With respect to registration, the eP-CSCF changes its role from a SIP proxy to a SIP registrar (assuming SIPoWS) when the WIC uses SIP, and in addition becomes a UA for the wildcarded registration in the core.
· Individual WICs register with eP-CSCF and use an individual IMPU from the registered IMPU range.

· It allows using IMPU ranges like *.corporate@operator.com.
· The users with the same wildcard IMPU must all use the same P-CSCF (and thus a limited set of IMS AGWs), which might cause a dimensioning issue for the eP-CSCF and limits the geographic distribution of AGWs.
· If an eP-CSCF goes down all users behind that eP-CSCF are cut off (similar issue as with business trunking as defined in Rel-8).
· The eP-CSCF must be able to handle terminated calls for unregistered users of a registered wildcard, which is new in standards and puts service logic to the eP-CSCF.

· It is unclear which value do the IMS Services provided to such users with a wildcard have, if the Application Servers in the IMS and the S-CSCF do not even know whether they are online or offline? It is to note that the work item is about providing access to IMS services.
Key characteristics when using IMPUs from a pool
· The WWSF owns a pool of IMPUs and allocates individual IMPU based on any (web) authentication it carries out.

· A pool of IMPUs is associated with each WWSF. The WWSF is typically in a third party network.

· There is a need for a way to make sure that the identity assertion comes from a trusted WWSF. The WWSF has to be aware of IMS such as to assign IMPU(s).

· There is one registration with IMS per WIC, which implies there is one profile in HSS per IMPU. This causes signalling and provisioning effort. 
· All individual profiles corresponding to a WWSF share the same subscription data.
· The solution provides access to IMS services for registered WICs.
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