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*** First change: add following text at the end of section X.2.1.1
Introduction in CR 1058***
Scenario 3:
This scenario is similar to scenario 2 only a global registration of the Public User Identity range allocated to the WWSF  is made to  the IMS Core: no individual registration is handled by the IMS Core per WIC registration.

For scenario 3, the eP-CSCF verifies that the UE is executing a WIC from an authorized WWSF.
*** Next change: all section is new text ***
X.2.1.4
WIC registration when the IMS subscription is associated with a range of Public User Identifiers
In scenario 3, the WWSF obtains control of a wildcard Public User Identity range from which it can assign individual Public User Identity to WICs. The WWSF is usually located within a third party network that is authorized by the IMS operator to grant WICs access to IMS using the allocated IMS identities. The eP-CSCF acts as the SIP registrar for all WICs using IMS identities from the assigned wildcard Public User Identity range. 
The eP-CSCF registers wildcard Public User Identity (ranges) with IMS so that individual WICs can receive service based on the registration of the wildcard Public User Identity. Figure X.2.1.4-1 shows the registration flow for a Public User Identity range associated with a WWSF.
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Figure X.2.1.4-1: Registration of Public User Identity ranges associated with a WWSF
1.
The eP-CSCF sends an IMS REGISTER request to the IMS to initiate authentication-less IMS registration of a Public User Identifier range associated with a WWSF. This registration procedure uses  using TNA (Trusted Node Authentication) procedures, i.e. the REGISTER sent by the eP-CSCF contains  an indication that the authentication has already been carried out.

NOTE 1:
The trigger for the eP-CSCF to register a Public User Identity range is not further specified. As examples:

1. The eP-CSCF is provisioned with information about authorized WWSFs and their corresponding wildcard Public User Identity ranges. Each wildcard Public User Identity (range) is pre-registered by the eP-CSCF e.g. at the start-up of the eP-CSCF. 

2. The eP-CSCF registers a Public User Identity range (of a WWSF) when it receives the first registration request for a Public User Identity belonging to a range that is pre-configured in the eP-CSCF.

3. The authentication information provided by the WIC to the eP-CSCF contains a Public User Identity range associated with the WWSF, along with the registration information needed for the registration of the individual WIC. 

In case 2 and 3 above, when no Public User Identity belonging to a Public User Identity range is anymore registered the eP-CSCF may de-register that Public User Identity range.

2.
The IMS Core returns an OK response to the eP-CSCF to confirm the successful IMS registration. The response may contain the list of Public User Identity ranges that are valid for this registration.
Figure X.2.1.4-2 shows the registration flow for a WIC being assigned an individual Public User Identity from a wildcard Public User Identity  range assigned to the WWSF. It assumes that the eP-CSCF has already registered the Public User Identity range (refer to Figure X.2.1.4-1).
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Figure X.2.1.4-2: WIC registration of individual Public User Identity from wildcard Public User Identity range

1.
From within a WebRTC-enabled browser, the user accesses a URI to the WWSF to initiate an HTTPS connection to the WWSF. The TLS connection provides one-way authentication of the third party server based on the server certificate. The browser downloads and initializes the WIC from the WWSF. The WWSF may authenticate the user via unspecified means, assigns Private User Identity and Public User Identity to the user from those identities that the IMS operator has allocated to the WWSF, issues a security token for the user (e.g., where the security token is a JSON Web Token) and returns the IMS identities as claims within the security token to the WIC. Unauthenticated users are anonymous to the third party but may still be authorized for IMS service.

2.
The WIC opens a WSS connection to the eP-CSCF.  Standard cross-origin resource sharing (CORS,[zz]) procedures are used to ensure that the WIC originated from a WWSF authorized to access this eP-CSCF.

3.
The WIC sends a REGISTER request to the eP-CSCF via the WSS connection. The request includes the IMS identities extracted from the claims in the security token, as well as the security token received from the WWSF as an attachment to the request.

4.
The eP-CSCF validates the contents of the security token and confirms that the IMS identities being registered are authorized by the security token. The eP-CSCF also verifies that the IMS identities being registered are assigned to the third party. The eP-CSCF considers that the Public User Identity is registered and stores the association between that identity and the WSS connection. The eP-CSCF then returns an OK response to the WIC to confirm successful registration.

As the security token may be associated with a lifetime, the WIC may need to periodically refresh its registration.
*** Next change: all section is new text ***
X.2.2.2
Terminating call to an Un-registered Public User Identity incase of scenario 3
Scenario 3 optimizes the registration flows as there is a bulk registration of the Public User Identity range associated with a WWSF. In this case the IMS Core is not aware whether an individual Public User Identity is registered and thus sends incoming sessions down to the eP-CSCF regardless of whether the target Public User Identity is registered or not

In the case where the eP-CSCF receives an incoming request targeting a Public User Identity which is not registered, the eP-CSCF rejects the incoming session with a cause that means that the target Public User Identity is not registered. Then the IMS Core (e.g. an IMS AS) can take appropriate action when it has been configured to support specific in case services in case of an un-registered user.

*** end of changes ***
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