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Abstract of the contribution: 
This document discusses the suitability of the AP IP address as a NPLI in a TWAN environment

It was approved during the SA2#100 meeting to have as mandatory within the TWAN ID the SSID. However, for some scenarios of Hotspot deployments, the SSID is not known or cannot be used to derive location information. Based on that, it is necessary to specify another option in addition to SSID.The scope of NETLOC TWAN is focused on trusted non-3GPP access which means no particular tunnelling. It is then proposed to support the IP Address of the access point as perceived by the BNG as an additional location information option within the TWAN ID.

This paper discusses the suitability of an AP IP address as an option for the P-CSCF to receive from PCRF in support of NPLI.

It is worth describing the usage of such access network information. The following summarizes the steps that occur as depicted in TISPAN/NASS/CLF.
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· AP requests IP address via DHCP to the BNG 

· The BNG sends a Binding indication to the CLF including AP IP address and P/L –Access ID. The CLF stores these two informations: AP IP address and P/L-Access ID.
· The CLF Acknowledges this Binding  by sending an ACK to the BNG
· Then the UE requests IP address via the EAP authentication procedure including the AP IP address (S2a,Gx,Rx…).
· When REGISTER is received in P-CSCF, P-CSCF uses  AP IP address  of REGISTER as key to query the CLF for location data

· The CLF retrieves the associated AP IP Address and maps it to location data (civic address, geospatial location or line-identifier). 

· CLF returns location to P-CSCF. 

NOTE1: The CLF may return the 3 types of information if they are available through static configuration.

NOTE2: According to the current version of TS 24.229, the P-CSCF maps the contents of the line-identifier to the P-Access-Network-Info header field. Mapping of civic or geospatial information to SIP is not currently defined. Should a need arise; it would be possible to specify a mapping to the geoloc header.
According to ES 283 025, the Line-Identifier returned by a CLF contains a network operator code (including a country code), followed by a location area code followed by a line code.

If we now assume that the P-CSCF receives the Line-Identifier serving an AP, it is possible, based on the above procedure, to use the CLF to obtain the location data needed to use in any meaningful fashion. 

The content of the Line-Identifier is mapped to the P-Access-Network-Info header field. Downstream entities such as IMS AS can use this information directly (e.g. if the location area code is a zip code) or query a static data base to obtain a geographical location.

Conclusion: It is proposed to support the IP Address of the access point as perceived by the BNG as an additional location information option within the TWAN ID.
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