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Abstract of the contribution: This contribution discusses different aspects for how bearer mapping is done for PCC rules with Application Identifier
Discussion
Up-link traffic detection
In DL, the PCEF can always make sure that the traffic is passed to the right bearer based on QCI/ARP of the PCC rule. The PCEF evaluates whether it is possible to use one of the existing IP CAN bearers or not and initiates IP CAN bearer modification if applicable. If none of the existing bearers are possible to use, the PCEF initiates the establishment of a suitable bearer.

For PCC rules with application ID (e.g. for non-deducible flows) it may not be possible to ensure in all cases that the UL traffic is sent via the same bearer as DL. Furthermore, the PCEF may not even with full certainty be able to determine what bearer will be used in UL. The reasons are e.g. that the UE may have an application specific bearer mapping (2G/3G) or that the application has a non-deducible SDF and it is difficult or impossible to know beforehand what TFTs will match the application traffic. 
It has been discussed whether there is a need to specify in standards how the bearers for UL traffic detection are selected or, alternatively, if the selection of bearers for UL detection should be application specific and left to PCEF implementation. In our view it will be quite hard to specify this in a way that applies to all operators’ needs and to the different applications and PCC rule configurations. Therefore we think this is best left as application specific and left to PCEF implementation.  

Uplink bearer binding verification is performed by the PCEF by discarding any traffic that does not match an active PCC rule (containing either SDF filter of an Application Identifier). In case a PCC Rule containing an Application Identifier inspects traffic on multiple bearers in the uplink, such detected traffic counts as a match by that PCC rule. 
Conclusion 1: The PCEF may need to inspect multiple bearers in UL and the selection of bearers is proposed to be PCEF implementation specific. In case a PCC Rule containing an Application Identifier inspects traffic on multiple bearers in the uplink, such detected traffic counts as a match by that PCC rule. 
Resource reservation in up-link
For a PCC rule with Application ID and a GBR QCI there is a question about how up-link resources should be reserved in case the UL traffic is sent via a different bearer than the DL.
Different options are possible:

Proposal a: Never allocate any dedicated uplink GBR resources:
· This alternative does not cater for the scenarios where UL traffic actually travels on the same bearer as DL, and thus has significant limitations.
Proposal b: Apply existing QCI based bearer binding mechanism to allocate uplink GBR resources.

· PCRF retains control for which QCI the GBR resources are allocated. If PCRF determines (e.g. based on configuration) that the UL will not travel on the same bearer, the PCRF can provide a zero GBR. In order to not waste resources, it is thus assumed that PCRF is configured to request the appropriate resources for an application and QCI. 
Proposal c: Let PCEF select bearers for the GBR allocation
· With this solution the PCRF has no control for which QCI(s) the GBR resources are allocated. Instead the PCRF assigns GBR resources to the QCI provided in the rule while PCEF allocates it to bearers with other QCI(s). 
Proposal d: PCEF may decide to allocate uplink GBR resources based on the PCC rule parameters, or refrain from allocating UL GBR resources. GBR resources shall in any case not be allocated in other bearers.
· Also with this option the PCRF loses control for how the GBR resources are allocated. Also, it opens up a possibility for ignoring parameters provided by the PCRF which we think is not necessary. 
Conclusion 2: Option b is preferred since it maintains the PCRF control, allows allocation of GBR resources in UL, but at the same time allows for not assigning UL resources in case UL travels on a different bearer than DL

Bearer binding terminology
As has been described above, there are cases where the UL travels on different bearer(s) than DL, and where the PCEF may not be able to determine what bearer(s) will be used in UL. This makes it unclear how the existing bearer binding description applies to this case.

As described in TS 23.203, the binding mechanism consists of session binding (which finds the appropriate IP-CAN session/PDN connection for an Rx authorization), PCC rule authorization (which determines how to detect the intended traffic and determines the appropriate QoS for that traffic) and bearer binding (which makes arrangements so that the parameters determined in the PCC rule authorization is fulfilled for the intended traffic). The binding mechanism is described as: 
The binding mechanism is the procedure that associates a service data flow (defined in a PCC and QoS rule, if applicable, by means of the SDF template), to the IP‑CAN bearer deemed to transport the service data flow.  

The bearer binding mechanism is further described as the means to provide a suitable IP-CAN bearer for the flow and is based on the QoS parameters of the PCC rule (QCI, MBR and GBR):
For an IP‑CAN which allows for multiple IP‑CAN bearers for each IP‑CAN session, the binding mechanism shall use the QoS parameters of the existing IP‑CAN bearers to create the bearer binding for a rule, in addition to the PCC rule and the QoS rule (if applicable) authorized in the previous step.

The set of QoS parameters assigned in step 2, as described in clause 6.1.1.3, to the service data flow is the main input for bearer binding. The BBF should not use the same bearer for rules with different settings for the PS to CS session continuity indicator.

The basic idea thus is to associate a PCC rule with a bearer deemed to transport the service data flow described by the PCC rule based on the QoS parameters of the PCC rule. Bearer binding is done when the PCC rule is activated. In case the bearer procedures fail at PCC rule activation, the PCC rule is rejected. Furthermore, in case the bearer binding can no longer be maintained, a PCC rule failure is reported to PCRF.
It has been suggested that for PCC rules with Application ID, the bearer binding in UL and DL shall be separated and a new kind bearer binding mechanism in UL shall be introduced. This new bearer binding mechanism would be based on how the UE sends application traffic in the up-link and what bearers are allowed to use in UL. (The TFT setting directs the uplink traffic to a certain bearer, but it may happen that the TFT setting e.g. causes the UE to use more than one bearer for the uplink application traffic, still obeying the TFT setting.) To separate the issue with UL traffic mapping from the current bearer binding (BB) mechanism we use in this document the term “up-link application bearer mapping” (ULABM) for the new mechanism. 
This ULABM differs from the existing bearer binding in several respects:
· The purpose of ULABM is different. The purpose of ULABM is to decide what bearers are used/allowed in UL, while the purpose of BB is to determine what bearer has the right QoS properties to ensure the appropriate QoS treatment to the traffic matching a particular PCC rule. Since the PCC rule for application detection in some cases cannot be expressed with TFT filters, the network need to tolerate that the UE uses the TFT filter setting for traffic mapping, despite that the traffic gets a different QCI treatment than intended.
· ULABM cannot fail. BB can fail at PCC rule activation or during the lifetime of a rule in case QoS resources cannot be ensured. In case of BB failure, the PCC rule is removed and the removal is then reported to PCRF together with the cause. However, the ULABM can be based on PCEF analysis of what existing bearers may carry the application traffic and can presumably not fail. 
· ULABM does not result in any bearer operations. While BB can result in bearer establishment/modification, the ULABM is based on what bearers exist for the moment. In a sense, ULABM is “reactive” while BB is “proactive”.
· ULABM may be dynamic during the lifetime of a PCC rule: While BB is done at PCC rule activation only, ULABM needs to be done at PCC rule activation and may then need to be updated during the lifetime of the PCC rule depending if other bearers are established or terminated and/or TFT settings on existing bearers are modified. 

Due to these differences, it is our view that treating ULABM as just a new way to do BB may create confusion and also risk causing problems in the future as we discover how existing specifications for BB need to be updated. Instead, our proposal is to describe ULABM using a different terminology.

Conclusion 3: The bearer binding mechanism based on QoS parameters, bearer operations etc as described in 23.203 is not modified. If a term is needed, a new terminology (e.g. “up-link application bearer mapping”) should be used to describe the mechanism to select bearers for the UL traffic inspection.
Conclusion
It is proposed that SA2 agrees to the three conclusions above. Corresponding CRs to 23.203 and reply LS to CT3 are available in S2-140105, S2-140106 and S2-140107.
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