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1. Overall Description:

The bearer binding for the PCC rule with application identifier was discussed in CT3. CT3 would like to ask SA2 the following questions:
1) Clarifications regarding  bearer binding for PCC rules that contain an application identifier
According to TS 23.203, subclause 6.1.1.4, when the PCC rule is installed and activated at the PCEF, the PCEF performs the bearer binding.
But according to subclause 6.3.2, for PCC Rules that contain an application identifier (i.e. that refers to an application detection filter) the bearer binding may apply to multiple bearers in the uplink.

It is also said that since PCC rules with application detection filters cannot be used to generate traffic mapping information for the UE, the application detection may need to inspect traffic on multiple bearers under consideration of the enforcement carried out based on uplink bearer binding.
Question 1: Is the binding between the bearer and the PCC rule with application identifier distinct for each direction, uplink and downlink? Is such a PCC rule always bound to a single IP CAN bearer in the downlink? 
Question 2; If a PCC rule is bound to multiple bearers in the downlink, how would the IP CAN bearer to transport the downlink traffic be selected?

Question 3: Under which circumstances can uplink traffic related to a PCC rule that contains an application identifier be received in a dedicated bearer if no corresponding TFT is provided to the UE?

Question 4: Current bearer binding procedures rely on QCI and ARP. How to select the (possibly multiple) IP CAN bearers to bind a PCC rule that contains an application identifier?
Question 5: Is the bearer binding for the PCC rule with the application identifier performed when the PCC rule is installed or when the corresponding application is detected?
2) Clarifications regarding  bearer establishment or modification procedure for a PCC rule that contains an application identifier 
As defined in TS 23.203, subclause 6.1.1.4, the BBF shall evaluate whether it is possible to use one of the existing IP‑CAN bearers or not and whether initiate IP‑CAN bearer modification if applicable. If none of the existing bearers are possible to use, the BBF should initiate the establishment of a suitable IP‑CAN bearer. The binding is created between service data flow(s) and the IP‑CAN bearer which have the same QoS class identifier and ARP.
Furthermore there are also no clear descriptions of the behaviour of the PCRF when the PCRF receives the detected application information from the PCEF.
Question 6: When is the bearer establishment/modification procedure initiated for a PCC rule that contains an application identifier if the BBF is located at the PCEF and if the BBF is located at the BBERF?
Question 7: How does the PCEF initiate the bearer modification/establishment procedure if the service data flow descriptions are not deducible for both GBR and non-GBR QCI?
Question 8: In case the service data flow descriptions are deducible and reported to the PCRF from the PCEF, to resolve the issues related to binding a PCC rule to multiple bearers, should the PCRF always provision a new PCC rule with service data flow filters corresponding to the received service data flow descriptions?
Question 9: How is a bearer establishment or modification procedure initiated for a PCC rule that contains an application identifier with Mute-Notification set from the PCRF?
3) Clarifications regarding  uplink traffic verification

As defined in TS 23.203, subclause 6.2.2.2, the PCEF shall discard a packet in case there is no service data flow template of the same direction (i.e. of the IP‑CAN session for the downlink or of the IP‑CAN bearer for the uplink) detecting the packet.
Question 10: If the service data flow descriptions are deducible, is the uplink traffic verification  performed based on the deduced service data flow description at the PCEF; otherwise, how is it performed?
Question 11: how to perform the uplink bearer binding verification procedure to guarantee that the uplink application traffic flows are transported in the correct IP-CAN bearer in case the service data flow descriptions cannot be deduced?
2. Actions:

To SA2 group.

ACTION: 
CT3 kindly asks SA2 to provide the guidance for the above questions.
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