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Abstract of the contribution: The paper discusses registration options to support scenario 3.
Introduction
The primary features of  scenario 3 are that 

1) block(s) of IMPUs is/are associated with each WWSF, 

2) the WWSF is typically in a third party network and 

3) each IMPU block is registered once with IMS.

Note: following features are required by both scenario 2 (modified to consider a WWSF that owns an IMPU range) and scenario 3. They are thus not further discussed in this paper:
· The WWSF is typically in a third party network. A pool of IMPUs is associated with each WWSF. The WWSF has to be aware of IMS e.g. as it has to assign IMPU(s).

· The WWSF allocates individual IMPU based on any (web) authentication it carries out. Then it provides an identity assertion to the WIC that includes it in its registration requests

· There is a need for a way to make sure that the identity assertion comes from a trusted WWSF and that the WWSF is entitled to allocate the IMPU it has allocated. 

· Individual WICs register with eP-CSCF and use an individual IMPU from the registered IMPU range.

Scenario 2 thus allows the first two of these characteristics, but requires that each IMPU assigned to a WebRTC client is separately registered with IMS. While this enables similar functionality, it uses significantly more IMS resources, and constrains the third party to provision with the operator every individual IMPU to be used (this can be an issue for user@domain type addressing). 

For this reason we propose to explore ways in which scenario 3 can be supported i.e. a scenario without individual IMPU registration in IMS Core but a bulk registration of an IMPU range.
Scenario 3 options with block registration of the IMPU range
In an analogy with the business trunking architecture, the eP-CSCF must act like an IP-PBX. Thus the eP-CSCF registers each IMPU block with IMS and individual clients register with the eP-CSCF their use of individual IMPUs from within one of the IMPU blocks.
Business trunking defines two registration options – static mode and registration mode. The registration mode is used when the IP-PBX is attached to a P-CSCF and the static mode is used when the IP-PBX is attached to an IBCF. Since the WebRTC architectures requires the ability to control PCC, only the P-CSCF is an option for WebRTC access.

In static mode (analogous to the business trunking case), the WWSF, eP-CSCF, AS and HSS would be statically configured with the necessary information so that the eP-CSCF could accept individual client registrations and the AS could forward any terminating requests to the appropriate eP-CSCF. Static mode is generally less attractive than registration mode since it does not scale well.

In registration mode, the eP-CSCF would need to be triggered in some manner to register each IMPU block with IMS. The following are options for how to trigger the eP-CSCF to register each IMPU block:

1) Each block could be provisioned in the eP-CSCF so that the eP-CSCF autonomously registers each block upon initialization;
2) There could be an interface between the WWSF and eP-CSCF to cause the eP-CSCF to register the IMPU block(s) associated with the WWSF (this interface is currently considered out of scope for Release 12); or

3) The eP-CSCF could register each IMPU block upon receiving the first individual IMPU registration request from a client. 
a. This third option could be enhanced by requiring that the authentication information provided by the client to the eP-CSCF be formatted in such a way as to securely transmit the required IMPU block and third party information to the eP-CSCF, along with the registration information needed for the individual client. The client would report the URI of the selected eP-CSCF to the WWSF for subsequent client use. Subsequent client registrations of individual IMPUs from the same IMPU block would be handled by the same eP-CSCF without involving the S-CSCF.
Analysis of the scenario 3 registration options
Registration mode option 1) is functionally equivalent to static mode, although the static mode option is simpler. ALU proposed to include the static mode option in the 23.701 annex for scenario 3. This was documented in SA2#100 input tdoc 4037 that was amended for inclusion in the 23.701 annex without this option as tdoc 4426.
We propose to keep registration mode option 2) out of scope for Release 12 to avoid specification of an interface between the WWSF and eP-CSCF, even though it minimizes the need for extensive configuration of the network nodes and is the most scalable.

Registration mode option 3) has most of the advantages of registration mode 2) without need of a new interface. 
It requires the use of an assertion provided by the WWSF to the eP-CSCF during initial client registration that can be validated by the eP-CSCF to trigger the block registration, but otherwise it avoids the static provisioning required for static mode registration.
Further Analysis of the scenario 3 wrt registration 
· With respect to registration, the eP-CSCF needs to support a (baseline) (SIP) registrar role, and the role of an UA for the wildcard registration in the IMS core.

· The users with an IMPU belonging to the same the same wildcard IMPU range must all use the same P-CSCF (and thus a limited set of IMS AGWs), which might cause a dimensioning issue for the eP-CSCF and limits the geographic distribution of AGWs (similar issue as with business trunking). Further working on this issue may be deferred to Rel13.
· If an eP-CSCF goes down all users behind that eP-CSCF are cut off (similar issue as with business trunking as defined in Rel-8). Further working on this issue may be deferred to Rel13.

Conclusions
We propose 
1. to standardize registration mode option 1) and 3) in Release 12 for WebRTC scenario 3.. 

The security implications of this option are exactly the same as for scenario 2, so further work should not be needed in SA3 to support this option. Only a subset of the authentication options listed for scenario 2 in the SA3 WebRTC TR are able to support scenario 3.
2. Work on following features: “avoiding that the users with IMPU belonging to the same the same wildcard IMPU range must all use the same P-CSCF”, “avoiding that when an eP-CSCF goes down all users behind that eP-CSCF are cut off” are deferred to Rel13 and solved in a way to address not only IMS-webRTC but also business trunking.
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