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Abstract of the contribution: The contribution analyzes two kinds of transfer mechanism of WLCP between the UE and the TWAN.
Discussion

It is agreed in SA2#98 to use WLCP in the UE and the TWAN on the control plane for the multiple PDN connection establishment. The following texts in the conclusion TR 23.852 describe:
Whether WLCP messages are transported directly over IEEE 802.11/802.3 frames or UDP datagrams will be specified during the normative phase of the work.

In this paper, the above two kinds of transfer mechanism, i.e., Ethertype-based and UDP-based transfer mechanism, are analyzed. 
1 Ethertype-based transfer mechanism

In MAC-based transfer mechanism, WLCP messages are encapsulated as Payload of IEEE 802.11/802.3 frames. The signalling format is depicted in the following figure: 
	MAC
	Payload


Figure 1 Signalling Format of MAC-based Transfer Mechanism 
A new Ethertype X should be applied at IEEE for identify the WLCP message in the Payload. What destination MAC address a UE uses when sending WLCP messages is not discussed in this contribution.
2 UDP-based transfer mechanism

In UDP-based transfer mechanism, WLCP messages are encapsulated using UDP/IP. The signalling format is depicted in the following figure:
	MAC
	IP
	UDP
	Payload


Figure 2 Signalling Format of UDP-based Transfer Mechanism

A new port number X should be applied for at IANA to indicate WLCP protocol. What destination MAC address a UE uses when sending WLCP messages is not discussed in this contribution.. 
Additionally, the UE shall get an IP address for sending the WLCP messages. There are several ways for the UE to get an IP address:
1) UE uses the NSWO IPv4 or IPv6 address to send WLCP message.
This option applies only to the case when the UE is authorized to use NSWO. The NSWO address needs to be setup before any PDN connection can be setup.
2) The UE uses a link-local IPv4 or IPv6 address to send the WLCP message.
This option applies only to the case when the UE is not authorized to use NSWO.The TWAN should limit external routing with this link-local IP address. 
Besides this, the UE needs to know the source address of the TWAG terminating WLCP. This is related to finding the MAC address of the WLCP and is not discussed in this contribution.

3 Comparison of the Two Transfer Mechanism
The following tables and texts capture a comparison of the above two control plane transfer mechanisms.
	Mechanism

Criteria
	
	Ethertype-based
	UDP-based

	Overview
	
	WLCP messages are encapsulated as Payload of MAC. A new Ethertype is used to identify the WLCP message.
	WLCP messages are encapsulated using IP and UDP. A new port number is required to identify the WLCP message.

	Overhead
	
	MAC encapsulation
	MAC, IP and UDP encapsulation

	Architecture
	
	PDN connection setup is completely separated from NSWO setup.
	Different handling when NSWO is or is not authorized. If authorized, then NSWO setup needs to be done before PDN connection setup.

	UE impact
	
	1) Recognize and encapsulate the WLCP signallings by the new Ethertype X. New Ethertype handler needs to be developed

	1) Recognize and encapsulate the WLCP packets by the new port number X. New WLCP handler needs to be developed
2) Receiving an IP address via DHCP before sending WLCP signalling. An additional IP address allocation (for link local) and additional interactions may be required. 

	Network impact
	TWAG
	1) Recognize and encapsulate the WLCP signallings by the new Ethertype X.

2) No need to configure any IP packets filtering/firewalling, UE does not use IP for WLCP
	1) Recognize and encapsulate the WLCP signallings by the new port number X.

2) Needs to provide to the UE an IP address to before the UE can exchange WLCP signalling.

3) The network must ensure UE does not get Internet access using the IP address allocated for WLCP
3.1) If the IP address for WLCP is not link-local then TWAG must firewall such IP addresses when allocated for WLCP to distinguish legitimate NSWO data.

3.2) If the IP address for WLCP is link-local then static FW configuration to block packets from this IP address must be set in all TWAGs and BNGs. 

	
	AP
	The AP should not be configured to filter out packets with the new EtherType.
	No Ethertype filtering needed.

	
	General
	One solution, independently of IP version supported
	The network will not know if the UE will send WLCP signalling in IPv4 or IPv6. The network will have to implement both.

	Standard/WG impact other than 3GPP
	
	A new Ethertype X needs to be applied in IEEE.
	A new port numbers need to be applied in ICANN.

	WLCP mapping onto frames
	
	No fragmentation needed

WLCP messages short enough to fit frame maximum size
	No fragmentation needed


The above comparison table and texts show that both of the two solutions can satisfy the requirement of WLCP transfer for eSaMOG Multi-Connection scenario. UDP-based transfer mechanism requires bigger overhead and additional work in the network to make it works well, while Ethertype-based transfer mechanism has less impact and thus has advantages.
Proposal

It is proposed that WLCP messages are transported directly over IEEE 802.11/802.3 frames. 
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