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Abstract of the contribution: This paper intends to clarify that there is no issue on the authentication mechanism between the WSF and S-CSCF used in the registration procedure when using operator provided Web identification in solution 5.
Introduction
In TR 23.701 solution 5 procedure Registration using operator provided Web identification, there is an Editor’s note saying that
Editor’s Note: The authentication mechanism between the WSF and S-CSCF used in steps 8-9 is for FFS. 

This editor’s note is related to the registration procedure when using operator provided Web identification. After the Web authentication the WSF forwards the Register request to IMS via P-CSCF, and the S-CSCF skips the authentication procedures of the user.
This paper intends to clarify that there is no any issue on the authentication mechanism for this registration procedure.
In stage 2 specification TS 23.292 7.2.1.2 Registration using I2 reference point, there is a similar procedure, that is, after the CS network performs standard CS location update, authentication and obtains subscriber data, the S‑CSCF identifies the REGISTER as being from the MSC Server. The S‑CSCF skips any further authentication procedures and performs registration procedures with the HSS.
In the WebRTC solution 5, there exists a trust relationship between the WSF and IMS core network entities. The authentication procedure performed in this scenario is Trusted Node Authentication (TNA), as defined in TS 33.203. Therefore, after the WebRTC Web Server authenticates the Web ID according to existing web authentication procedures, the WSF will indicate the S-CSCF that the user has already been authenticated. Then the S-CSCF can skip any further IMS authentication procedures during the registration procedure. 
Proposal

We propose to remove the editor’s note and add text showing that there is a trust relationship between the WSF and S-CSCF.
First Change

6.5.2.1.2.1
Registration using operator provided Web identification
Figure 6.5.2.1.2.1.1 shows the registration flow when a WebRTC client registers with operator provided Web identification based on web authentication.
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Figure 6.5.2.1.2.1-1 Registration using Operator provided Web ID

1-3. The user inputs the WebRTC Web Server URL to the WebRTC-capable browser, and downloads the WebRTC JavaScript from the WebRTC Web Server. Then the User login with the operator provided Web ID and password, the WebRTC Web Server authenticates the Web ID according to existing web authentication procedures, returns the security information (e.g. token) to the WebRTC client.

4.
The WebRTC client opens the security WebSocket between the WebRTC client and the WebRTC signalling function.

NOTE 1:
The WebSocket can be opened after successful completion of registration procedures if the signalling protocol between the WebRTC client and WSF is not dependent on WebSocketS. 
Step 4 is necessary when for example SIP over WebSocketS is used to send a SIP request from the WebRTC client to the WSF.

5.
The WebRTC client sends the Register request to the WebRTC Signalling Function via WebSoceketS, including the token received from WWS.

6-7. Upon receipt of the Register request, the WSF sends a message to WWS to verify the token. After validating the token, the WWS determines the IMPU/IMPI assigned to the user by querying a database (e.g. the WWS or a standalone entity {not shown}) which the mapping of Web identities and IMPUs/IMPIs are stored, returns the IMPU and IMPI mapped to the operator provided Web ID. As an alternative to the message flow in steps 6-7, token verification can occur via other methods, for example, an encryption method. 

NOTE 2:
The WWS doesn't need to return IMPU and IMPI in step 7, if the WWS returns the IMS identities as claims within the security information (e.g. token) in step 3 and the Register request in step 5 includes IMPU and IMPI extracted from the token.
8-9.
The WSF forwards the Register request to IMS via the P-CSCF to initiate IMS registration after the validation from the WWS. As there is a trust relationship between the WSF and IMS core network entities, the WSF forwards the registration with an indication that authentication has been done already.

10-12. The S-CSCF skips any further authentication procedures and performs registration procedures with the HSS then returns 200 OK to the WebRTC client to confirm successful IMS registration.
End of Change
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