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	Reason for change:
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	This CR introduces device trigger recall/replace functionality according to TR 23.887 conclusion (i.e., clause 9.3 Key issue 5.2.3 in TR 23.887).

	
	

	Summary of change:
(

	- Add description about device trigger recall/replace in clause 4.5.1
- Add procedures for device trigger recall/replace under 5.2 ‘Device triggering procedures’
- Add the following NOTE after step 6a in both Replace for T4 device triggering procedure and Recall for T4 device triggering procedure so that CT groups can decide whether 2 separate messages (i.e., steps 5a and 6a) need to be sent from the SMS-SC to the MTC-IWF or single one is ok when trigger replace/recall succeeds.
NOTE: Whether step 5a and step 6a can be combined in single message is left up to Stage 3.
Δ Main additions/changes compared to the version approved at SA2#99 (CR#0078R2):

• Add CDR generation in SMS-SC and MTC-IWF
• Add HSS interrogation of MTC-IWF for 
i) authorization check whether the SCS is allowed to send a trigger replace/recall message to the UE; and

ii) for trigger replace request, obtaining IMSI and/or MSISDN and related "Routing information" including the serving node(s) identities to provide this information to the SMS-SC. This is because if the old trigger message is not pending at SMS-SC, the SMS-SC does not have this information any more but needs this information for delivering the new trigger message.
• Move the steps for “Deliver new trigger message” from Figure 5.2.X.2-1 to Figure 5.2.X.1-1 step 6 to reflect the correct sequence between sending a Device Action Answer from the MTC-IWF to the SCS and delivering new trigger message.
• Add Application Port ID in Figure 5.2.X.1-1 step 1, and Application Port ID and Trigger Indication in Figure 5.2.X.2-1 step 1 because they are missing for new trigger message for replace request.
• Simplify the conditions for cases A) and B) in Figure 5.2.X.2-1 and Figure 5.2.X.3-1 as below because it is considered that the following conditions works for Stage 2:
A)
If the trigger message is pending at SMS-SC, ...

B)
If the trigger message is not pending at SMS-SC, ...
FYI, the previous conditions were as below:

A)
If the trigger message is pending at SMS-SC or if the trigger message has
 been sent to the UE but this message delivery fails, ...

B)
If the trigger message has been sent to the UE and this message delivery 
succeeds or if the original trigger message has already expired, ...
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* * * * Start of 1st Change * * * *
4.5.1
Device Triggering Function
Device Triggering is the means by which a SCS sends information to the UE via the 3GPP network to trigger the UE to perform application specific actions that include initiating communication with the SCS for the indirect model or an AS in the network for the hybrid model. Device Triggering is required when an IP address for the UE is not available or reachable by the SCS/AS.

Device trigger message contains information that allows the network to route the message to the appropriate UE and the UE to route the message to the appropriate application. The information destined to the application, along with the information to route it, is referred to as the Trigger payload. The UE needs to be able to distinguish an MT message carrying device triggering information from any other type of messages.

NOTE:
The Trigger payload, for example, upon the reception by the UE possibly provides information to the application that may trigger application related actions. The application in the UE may perform indicated actions, such as for example to initiate immediate or later communication to the SCS/AS, based on the information contained in the Trigger payload.
Device Triggering is subscription based. The subscription provides the information whether a UE is allowed to be triggered by a specific SCS. When device triggers are delivered via MT-SMS the serving nodes MME, SGSN and MSC provide the service towards a specific UE based on the UE's subscription for MT-SMS and other subscription parameters affecting MT-SMS service provision.
Device triggering recall/replace functionality allows a SCS to recall or replace previously submitted trigger messages which are not yet delivered to the UE.
Charging data are collected for the device triggering. The MTC-IWF generates CDRs for the service requester. When device triggers are delivered via MT-SMS then network entities, like MME, SGSN, MSC or SMS-SC generate CDRs for SMS services provided for the mobile subscriber.
* * * * Start of 2nd Change * * * *
5.2.X
Device triggering recall/replace procedures

5.2.X.1
Device trigger recall/replace procedure over Tsp
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Figure 5.2.X.1-1: Device trigger recall/replace procedure over Tsp
1.
The SCS determines it needs to recall/replace a trigger message that it has previously submitted. The SCS sends Device Action Request (External Identifier or MSISDN, SCS Identifier, old trigger reference number, new trigger reference number, validity period, priority, Application Port ID and trigger payload) message with action type set to "Trigger Recall Request" or "Trigger Replace Request". The SCS needs to include new trigger reference number, validity period, priority, Application Port ID and trigger payload for trigger replace request only. The old trigger reference number indicates the trigger reference number which was assigned to the previously submitted trigger message that the SCS wants to cancel. The new trigger reference number is assigned by the SCS to the newly submitted trigger message.
If the SCS is not authorized to perform trigger or the SCS has exceeded its quota or rate of trigger submission over Tsp, the MTC-IWF rejects the Device Action Request message with action type set to "Trigger Recall Request" or "Trigger Replace Request" by sending a Device Action Answer message with a cause value indicating the reason for the failure condition, and the flow stops at this step.
NOTE 1:
The validity period in a trigger replace request needs to be greater than zero for the MTC-IWF to attempt its delivery.
2.
The MTC-IWF sends a Subscriber Information Request (External Identifier or MSISDN, SCS Identifier and action type) message to the HSS/HLR to determine if SCS is authorized to perform trigger to the UE. For trigger replace request, this message is also to resolve the External Identifier or MSISDN to IMSI and retrieve the related HSS stored "Routing information" including the identities of the UE's serving CN node(s).
NOTE 2:
Optionally, mapping from External Identifiers to MSISDN is also provided for legacy SMS infrastructure not supporting MSISDN-less SMS.
3.
The HSS/HLR sends the Subscriber Information Response (IMSI and/or MSISDN and related "Routing information" including the serving node(s) identities, cause) message. For trigger replace request, the HSS/HLR needs to include IMSI and/or MSISDN and related "Routing information" including the serving node(s) identities in the Subscriber Information Response message. HSS/HLR policy (possibly dependent on the VPLMN ID) may influence which serving node identities are returned. If the cause value indicates the SCS is not allowed to perform trigger to this UE, or there is no valid subscription information, the MTC-IWF sends a Device Action Answer message with a cause value indicating the reason for the failure condition and the flow stops at this step. Otherwise this flow continues with step 4.
4.
If trigger message which should be recalled or replaced was submitted to a SMS-SC as defined in clause 5.2.2, T4 device trigger replace procedure according to clause 5.2.X.2 or T4 device trigger recall procedure according to clause 5.2.X.3 is performed.
5.
The MTC-IWF indicates trigger recall/replace success or failure in Device Action Answer message to the SCS. The MTC-IWF generates the necessary CDR information including the External Identifier or MSISDN and SCS Identifier.

If recall/replace of a trigger is successful, this is reflected in the "Device Trigger Report" of the original trigger message (per step 7 in clause 5.2.1) with delivery outcome "Recalled"/"Replaced".

NOTE 3:
If recall/replace of a trigger failed because the trigger was already delivered or has expired, a "Device Trigger Report" of the original trigger will already have been created with the appropriate delivery outcome.
6.
For trigger replace request, the new trigger message will be delivered to the UE immediately or when the UE is available following steps 4 – 9 as dfined in clause 5.2.2.
5.2.X.2
Replace procedure for trigger delivery using T4
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Figure 5.2.X.2-1: Replace procedure for trigger delivery using T4
1.
Based on the Action type in Device Action Request message, the MTC-IWF sends a Submit Trigger Replace (External Identifier or MSISDN, IMSI, SCS Identifier, old trigger reference number, new trigger reference number, validity period, priority, serving node ID(s) if available from HSS, SMS Application port ID, trigger payload, Trigger Indication) message to the SMS-SC. The MTC-IWF selects the SMS-SC to which the old trigger message was submitted, e.g. based on configured information.
2.
The SMS-SC determines whether the trigger message identified by the External Identifier or MSISDN, SCS Identifier, and old trigger reference number in the received Submit Trigger Replace message, is pending at SMS-SC.
A)
If the trigger message is pending at SMS-SC, steps 3a – 6a are performed.

3a.
The SMS-SC deletes the stored trigger message and stores the new trigger message to deliver it when the UE is available.
4a.
The SMS-SC generates the necessary CDR information and includes the SCS Identifier. The SMS Application port ID which is included in the SM User Data Header and the Trigger Indication are included in the CDRs in order to enable differentiated charging.
5a.
The SMS-SC sends a Submit Trigger Replace Response message to the MTC-IWF to inform that the previously submitted trigger message has been successfully replaced by the new one in the SMS-SC.
6a.
The SMS-SC sends a Trigger Delivery Report for the original trigger message indicating that this message has been replaced.
NOTE:
Whether step 5a and step 6a can be combined in single message is left up to Stage 3.
B)
If the trigger message is not pending at SMS-SC, steps 3b – 4b are performed. In this case, the SMS-SC treats the new trigger message as a trigger message that it has to deliver to the UE.
3b.
The SMS-SC generates the necessary CDR information and includes the SCS Identifier. The SMS Application port ID which is included in the SM User Data Header and the Trigger Indication are included in the CDRs in order to enable differentiated charging.
4b.
The SMS-SC sends a Submit Trigger Replace Response message to the MTC-IWF to inform that the replace request failed and the SMS-SC shall deliver the new trigger message.
5.2.X.3
Recall procedure for trigger delivery using T4 
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Figure 5.2.X.3-1: Recall procedure for trigger delivery using T4
1.
Based on the Action type in Device Action Request message, the MTC-IWF sends a Submit Trigger Recall (External Identifier or MSISDN, SCS Identifier, old trigger reference number) message to the SMS-SC. The MTC-IWF selects the SMS-SC to which the old trigger message was submitted, e.g. based on configured information.
2.
The SMS-SC determines whether the trigger message identified by External Identifier or MSISDN, SCS Identifier, and old trigger reference number in the received Submit Trigger Recall message, is pending at SMS-SC.
A)
If the trigger message is pending at SMS-SC, steps 3a – 6a are performed.

3a.
The SMS-SC deletes the stored trigger message and requests the HSS to remove the SMS-SC address from the Message Waiting List.
4a.
The SMS-SC generates the necessary CDR information and includes the SCS Identifier. The SMS Application port ID which is included in the SM User Data Header and the Trigger Indication are included in the CDRs in order to enable differentiated charging.
5a.
The SMS-SC sends a Submit Trigger Recall Response message to the MTC-IWF to inform that the previously submitted trigger message has been successfully deleted in the SMS-SC.

6a.
The SMS-SC sends a Trigger Delivery Report for the original trigger message indicating that this message has been recalled.
NOTE:
Whether step 5a and step 6a can be combined in single message is left up to Stage 3.
B)
If the trigger message is not pending at SMS-SC, steps 3b – 4b are performed.

3b.
The SMS-SC generates the necessary CDR information and includes the SCS Identifier. The SMS Application port ID which is included in the SM User Data Header and the Trigger Indication are included in the CDRs in order to enable differentiated charging.
4b.
The SMS-SC sends a Submit Trigger Recall Response message to the MTC-IWF with a cause value indicating that the recall request failed.
* * * * End of Changes * * * *
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