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	Reason for change:
	The present CR proposes to define two error codes during WLCP procedure.
· The “NSWO Fallback” 
· The “NSWO Prerequisite”
For “NSWO Fallback” error code, the reasons for change are:

· Operator may like to not provide a PDN connection for some APNs and only wants to use NSWO instead,that why, NSWO Fallback have to be defined (e.g The error code during the EAP Procedure and also the UE behaviour)
· In order to avoid the unnecessary ressource consumption (ip@) in NSWO, Operator may like to desactivate NSWO by default and authorize it only in case of fallback.
The proposed solution for “NSWO Fallback” is 

· The TWAG can return a WLCP error “NSWO Fallback” for each APN the Operator wants to apply NSWO Fallback.

· The UE shall in turn use the NSWO connection for all traffic related to the corresponding APNs.

·  NSWO Fallback error code as higher-priority than the NSWO authorization during EAP phase procedure, i.e. if NSWO was not authrorized during EAP procedure by the network, and NSWO Fallback error is returned by the network for any APN, the UE shall start NSWO connection procedure and then use NSWO for fallback. 
For “NSWO Prerequisite” error code, the reasons for change are :
· An operator may need some information obtained from the TWAN AN during the NSWO connection establishment before handling the WLCP PDN connection requests from the UE, independently from the EAP procedure. 

· Howether, even when NSWO has been authorized by the network during EAP authentication phase, a UE may not have started NSWO connection procedure before sending WLCP request.
 It is assumed that the NSWO has been authorized by the network during EAP authentication phase.

The proposed solution for “NSWO Prerequisite” is 
· The TWAG can return a WLCP error “NSWO Prerequisite” in the case NSWO has been authorized by the network during EAP authentication phase and the EU has not started yet the NSWO connection procedure.
· The UE shall in turn start the NSWO procedure and once NSWO is established, send again the WLCP request. 



	
	

	Summary of change:
	Introduce “NSWO Fallback” and “NSWO Prerequisite” error codes and define the corresponding network and UE behavior. 

	
	

	Consequences if not approved:
	Lack of flexibility for Operator in MCM situation 

	
	

	Clauses affected:
	16.1.4A.3.1

	
	

	
	Y
	N
	
	

	Other specs
	
	
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


* * * First change * * * *

16.1.4A.3
PDN connection management Control plane

16.1.4A.3.1 
WLAN Control Protocol (WLCP)

WLCP (WLAN Control Protocol) is a UE-TWAG protocol used to control (e.g. setup and teardown) PDN connection over a TWAN access. WLCP provides session management functionality required for:

-
Establishment of PDN connections;

-
Handover (from a 3GPP access) of PDN connections;

-
Request the release of a PDN connection by the UE or notify the UE of the release of a PDN connection;

-
IP address assignment (i.e. delivery of the IPv4 address through WLCP) as well as support of deferred IPv4;


NOTE: Both IPv4 address assignment (DHCPv4) and IPv6 address assignment (SLAAC) can be supported in conjunction with WLCP. 
The following PDN parameters are used:

-
APN, PDN/PDP type, UE IP address/prefix, Protocol Configuration Options (PCO), Request type (initial request, handover); 
-
The TWAG MAC address associated to the PDN connection. 
The following error types may be returned by the TWAG:

- 
"NSWO Fallback": When the requested APN is refused, the UE shall fallback on NSWO. For each refused APN, the UE shall use the NSWO instead of the requested PDN connection. The NSWO fallback supersedes the EAP NSWO authorization, i.e. if NSWO was not authorized by the network during the EAP procedure, the UE shall consider that NSWO is exceptionaly authorized for fallback.

-
"NSWO Prerequisite": The UE shall request NSWO before the network can answer to the WLCP request. The UE shall resend WLCP request once NSWO connection is established. If the UE has not already established NSWO, it shall request NSWO establishment. 

NOTE 1:  It is assumed that the network has previously allowed NSWO to the UE.  

WLCP applies to the support of Multi-Connection mode and enables management of PDN connectivity over Trusted WLAN. WLCP is transparent to the intermediate nodes (e.g. AP) between the UE and the TWAG. A successful EAP authentication and AP association brings the device in a state where WLCP can be used. 

Editor’s Note: (to be removed after stage 3 specifications are available) 
WLCP protocol is a specific 3GPP protocol that may reuse some parts of TS 24.008 Session Management messages for establishing and releasing PDN Connections as a baseline and some existing 3GPP Information Elements: some parameters (even mandatory) are not used (e.g. NSAPI, LLC SAPI, QoS, Radio Priority, Packet Flow Identifier, Connectivity type), while others may be reused.
NOTE 2:
WLCP protocol is a specific 3GPP protocol for which the details are defined in stage 3 specification.

NOTE 3: Aspects, such as segmentation, retransmission, are specified in stage 3 specifications. 

NOTE 4: Security considerations for WLCP, e.g. need for integrity protection, whether the underlying security resulting from a successful EAP authentication suffice, are described in SA3 specifications.
* * * End of change * * * *

