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Abstract of the contribution: This contribution analyses different types of location information that could be considered for Netloc_TWAN for the case when the TWAN operator is different from IMS (P-CSCF) operator.
Introduction
In this discussion paper we consider the case where the TWAN operator and the IMS operator are different. In general this could be a N:M relationship meaning that a TWAN operator may provide WLAN service to multiple IMS operators and an IMS operator may have relationship with multiple TWAN operators. This aspect is useful to keep in mind while considering feasibility and complexity of different information elements for user location. For example, if the solution requires the IMS operator to have location databases, then they will need to maintain one database per TWAN operator. Conversely, every time a TWAN operator introduces a new AP or changes the location of an AP, it will need to inform all the IMS operators it provides service, so that the IMS operators can update their database.   
In this paper we consider the feasibility of various information elements such as BSSID, AP IP address, (newly defined) WLAN location ID, Geo-Location, Civic Location.
Choices for Location ID
BSSID
The BSSID is the MAC address of the AP. It has been suggested to use the BSSID as a key/index to a location database. This may be a feasible solution for the case where the TWAN operator is same as the IMS operator. However, if the operators are different, then we conclude that this is not a feasible solution because
· Complexity associated with maintaining multiple databases (one per TWAN operator)
· Complexity associated with ensuring accuracy of databases, given that TWAN operators may swap and/or replace APs. TWAN operators will now be required to inform IMS operators whenever such an event occurs.



AP IP address
Some have suggested using IP address of the AP to identify UE location. In the case where the operators are different this is not a feasible solution because 

· In a large number of cases, the APs may be using private and dynamic IPv4 addresses. Thus the IMS operator may not be able to glean any useful information about the AP location from the IP address

· Even if a static and public IPv4 address is used, then the IMS operator would need access to some lookup service that maps IP address to location. It is not clear that location granularity provided by such services is adequate for all applications of the user location information.
WLAN Location Identifier

   It has been suggested to define something equivalent to a Tracking Area ID for WLAN AP. This identifier would be composed of an Area identifier and an AP identifier. This may be a feasible solution for the case where the TWAN operator is same as the IMS operator. However, if the operators are different, then we conclude that this is not a feasible solution because

· Complexity associated with maintaining multiple databases (one per TWAN operator). 
· Complexity associated with ensuring accuracy of databases, given that TWAN operator may introduce APs in new areas requiring definition of new Area Identifiers. TWAN operators will now be required to inform IMS operators whenever such an event occurs 
Geographical location 
This ID would carry the geospatial coordinates of the AP (latitude, longitude, altitude) as defined by the World Geodetic System 1984. The main advantage would be to eliminate the need for the IMS operator to maintain a location database. Similarly, there is no need for the TWAN operator to communicate any AP changes to the IMS operator. The one potential downside in the case of indoor AP deployments is one of accurately determining the geo-location of indoor APs.  One way to mitigate it is to use Civic location in addition to or instead of  geo-location..
Civic location
This ID carries the Civic Address (CA) of an AP. Different types of CAs are defined in RFC 5139 with varying degrees of granularity ranging from country, city, road, building, floor, room, etc.). The main advantage would be to eliminate the need for the IMS operator to maintain a location database. Similarly, there is no need for the TWAN operator to communicate any AP changes to the IMS operator.
Communicating the Location ID

The Release 11 S2a carries the SSID and optionally the BSSID of the AP. (As discussed earlier in this paper, using BSSID is not a viable solution for the case when TWAN operator is different from IMS operator.)  S2a can be further enhanced to carry the location identifiers such as Geo-Location and Civic Location. It may be noted that RFC 6757 already defines a way for PMIPv6 to carry Geo-Location information (although it currently only allows latitude and longitude). GTP-C can also be extended similarly to convey geo/civic location in addition.
Conclusion
We make two recommendations for the case when the TWAN operator is different from the IMS operator.

1. Avoid the use of IEs that require maintaining a database mapping the IEs to location. This is mainly due to complexity of IMS operator maintaining multiple database (one per TWAN), and the complexity of maintaining the accuracy of such databases.
2. Usage of IEs including Geo-location (latitude, longitude, altitude) as well as Civic Location. This information can be communicated via S2a.
3GPP

SA WG2 TD


