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Abstract of the contribution: In this contribution it is proposed to use operator’s deployment requirements as driving criterion for the selection of the solution to realize a ProSe discovery service in Release 12.  
Restricted and Open discovery
With regards to the Discovery aspects of ProSe, TR 22.803 [1] describes two distinct models: restricted discovery and open discovery. These two models are applicable to quite different scenarios and attract a quite different business model under an operator’s point of view.
Restricted discovery

The most prominent use case for restricted discovery (in fact the only one documented in the preparatory study of SA1) is in the context of social networks where such mechanism is used to detect “friends” in geographical proximity. The discovery is only valid in the context of a certain application.
The discovery event is an enabler for further communications that are supported by the social network application. In other words the service provided to the discoverer is the discovery itself.
Restricted discovery is a service to the user from which the social network application benefits. As such under an operator's point of view its value is in the potential to charge the application provider and possibly the user a basic fee for the ability to use it, but not a service charge per successful discovery.
In this paper it is argued that the most suitable restricted discovery mechanism should not require a heavy handed network intervention. 
Open discovery

Open discover is defined in TR 22.803 [1] as the ProSe Discovery without explicit permission from the UE being discovered and the use case enabled by this type of discovery is advertising. The discovery is not bound to a certain application.
A successful discovery per se is not providing a complete service to the user. The value for the announcing UE (advertiser) lays in the possibility of providing targeted information such as a special offer in the shop, the menu of a restaurant, contact details for a service and so on.

The follow up to a successful discovery can be realized as a pull (the monitoring UE retrieves the relevant information after a successful discovery) or, in the case of a network-controlled discovery procedure, as a push from the network.

Under an operator’s point of view, the open discovery value is realized through commercial agreements with the entity wishing to advertise its presence (i.e. the discoveree). 

Open discovery is a service to an entity from which users benefit. 
In this paper it is argued that the most suitable open discovery mechanism should be tightly controlled by the network.

Two solutions for discovery procedure
Given the difference in business case shown in the previous section it is reasonable to seek different solutions for the two different types of discovery. At the same time, for the sake of reducing the complexity of the system, these two solutions should have the largest possible intersection.

It is proposed to adopt:
· Single architecture reference model

· Single mechanism for controlling the subscription and activation 

· Single mechanism for configuration of both the ProSe discovery modes

· The code announced on the radio layer is obtained from the network
Where solutions diverge is on the need for network support in order to successfully perform a discovery
It is Deutsche Telekom’s belief that for open discovery, the network control is essential for the successful commercial deployment of a service. This is because of the following reasons (non exhaustive list):
· the operator can push information to the UE contextually to the successful discovery

· the operator can easily keep track of the number of successful discoveries and contents provided

· the need of the network intervention to create the announcement code and decipher it prevents phishing and spoofing

The above benefits amply compensate for the additional traffic load necessary for detecting a successful discovery compared to the case where the UE can autonomously perform such detection. 

It is Deutsche Telekom’s belief that for restricted discovery the network intervention in the monitoring procedure is unnecessary. It is desirable that for specific classes of applications, the code transmitted by the announcing UE can be deciphered autonomously by the monitoring UE.  

The utilization of the network in a restricted discovery scenario generates unwanted levels of traffic towards the network as well as towards the social network servers since the matching logic resides in the social network application.
Recommendation

It is recommended: 
· to adopt solution D13 as currently described to realize open discovery

· to modify solution D13 to allow for certain types of applications (social networks) the UE to attempt to decipher the announcements received. As the Application ID is sent in clear (see section 6.1.13.5) it is possible for the UE to know when such deciphering should be performed.

· The format of the code used for restricted discovery can be modelled using the principles described in solution D2 in order to protect the privacy of the announcing UE  
Proposed conclusions for the discovery part of TR 23.703
It is suggested to conclude the discovery part of TR 23.703 by recommending the specification of a solution as discussed in the Recommendation section of this paper. 
Note: Public Safety can also make use of restricted discovery (also referred to as targeted discovery in SA2), however the discovery aspects have been considered “nice to have” rather than essential in the prioritization of ProSe features at TSG SA-61 therefore this usage of the restricted discovery is not elaborated in this paper.
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