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Abstract of the contribution:

We evaluate cooperation between the RAN based mitigation and core network based mitigation. 
Cooperation between two types mitigation solutions
Among the current mitigation solutions we studied in UPCON, the mitigation actions can be divided into three types: traffic reduction, traffic limitation, and traffic prioritization.
For the traffic reduction, the application traffic can be reduced, e.g. by compression on proxy or by reducing data sent from the application servers, which depend on the contents of the application to reduce the traffic.

For the traffic limitation, the received packets may be dropped or delayed on the transfer nodes (e.g. PGW, TDF and/or RAN) for limiting the transferring bitrate.  

For the traffic prioritization, the application packets may be transferred by prioritization. 

The core network based mitigation can supply the traffic limitation and traffic reduction. The RAN based mitigation can supply the traffic prioritization and traffic limitation.

The core network based mitigation requires the reporting of congestion indication from RAN or RCAF. 
The RAN based mitigation requires the packet marking, which may report the congestion notification to core network for core network deciding to start and stop the packet marking and for charging indication.
When the PCRF received the notification of the RAN congestion, the PCRF may apply the RAN based mitigation to make the aimed application in the higher priority, and PCRF may also informing the AFs to reduce the higher priority application traffic and limit the application traffic of lower priority on PGW/TDF, which is based on the policy configuration and subscription, e.g. the UE and AF subscription.

From the example of cooperation approach above, we can see that the CN based mitigation and RAN based mitigation shall not conflict on the effect of mitigation. To choose the RAN based mitigation or CN based mitigation or both depend on the operator’s policy.  

Proposal

--------------------------------------------------- First Change Start--------------------------------------------------------

6.1.6.1.2
High-level operation and procedures


[image: image1]
Figure 6.1.6.1.2-1: Overview of congestion mitigation based on policy decisions.

NOTE 1:
The numbers do not necessarily imply a temporal order.

NOTE 2:
If TDF is deployed, congestion mitigation policies may be provisioned to both PCEF and/or TDF. 
The procedural steps are:

1.
The PCRF provides policies for congestion mitigation to one or more of the following network entities:

a)
to the PCEF (over the Gx interface);
b)
to the TDF (over the Sd interface) ;

c)
to the AF (over the Rx interface);
NOTE 3: In this Release, only scenario when PCRF and AF are in the same operator’s network is considered.
The policies can be provisioned before RAN user plane congestion occurs or after the PCRF becomes aware of the congestion status (e.g. onset, abatement, level of RAN user plane congestion).  All the existing variants of policy provisioning (predefined and activated/de-activated dynamically and provided dynamically) may be used for congestion mitigation;

NOTE 4:  In case of network configurations without PCRF involvement, the PCEF and/or TDF can enforce static congestion mitigation policies upon receipt of a congestion notification from the RAN. Different policies may be configured for different congestion levels. Static policies usage by the PCEF is defined by the TS 23.401 [8] subclause 4.7.5 and by the TS 23.402 [10] subclause 4.10.4.
Editor's Note: The applicability of static congestion mitigation policies without PCRF involvement need to be evaluated.
2.
The PCRF may also provide – subject to agreement with the AF provider – an indication related to the RAN congestion status to the AF. The indication shall contain the authorised maximum bitrate. 
Editor's Note: It is FFS whether the indication to the AF consists of the RCI and/or other information.
3.
Congestion mitigation is performed in different network entities according to the policy decision by the PCRF:

a/b) The PCEF/TDF can perform bandwidth limitation, prioritization and traffic gating according to the provided policies.
c)
The AF (e.g. an application server or proxy) can directly or indirectly support the congestion mitigation, e.g. by adapting the sending rate, through media transcoding or compression, or by delaying push services. For the case that AF requires the authorised bitrate, the AF may supply a list of recommended bitrates to PCRF.
d)
Based on policies provided by the PCRF, the PCEF/TDF may also perform actions to support congestion mitigation measures in the RAN, e.g. the policy can control when packet marking (such as e.g. proposed by RAN-based Solutions for RAN user plane congestion management solutions) should be performed.
e) 
The PCRF may limit/reject the authorization of new requests for application flows, based on current procedures. 
--------------------------------------------------- First Change End--------------------------------------------------------

--------------------------------------------------- Second Change Start--------------------------------------------------------
8
Conclusions


8.1
Conclusions for CN-based solutions for RAN user plane congestion management (subclause 6.1)

8.1.1
General

8.1.X
RAN congestion mitigation
The RAN based mitigation and CN based mitigation are all useful as different requirements of operators. All of the mitigation actions can be applied together even both by RAN based mitigation and CN based mitigation.
--------------------------------------------------- Second Change End--------------------------------------------------------
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