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1. Overall Description:

3GPP SA WG2 would like to thank 3GPP RAN WG2 for the incoming LS. 

RAN2 LS:

When solutions 2 and 3 are deployed with ANDSF they may make the UE deviate from the access priority provided by ANDSF when making access network selection or traffic steering decisions. For example, in solution 2 if ANDSF allows two accesses the RAN rules may indicate for any of the two that the UE shall not route traffic on this access network – even the one for which ANDSF indicated higher priority and in solution 3 when multiple access networks are possible according to the ANDSF policy, the traffic steering commands may make the UE deviate from the order of access network priorities.

NOTE: Solution 2 and 3 may make the UE deviate from the access priority provided by ANDSF, but are not intended to modify ANDSF rules.

Question 3) Is there any issue if the RAN rule/command makes the UE deviate from the access priority provided by ANDSF? In particular, is there any issue if the RAN rule/command makes the UE deviate from ANDSF ISRP?

SA2 response:
SA2 has discussed the issues related to the interaction between UE receiving RAN commands/policies and ANDSF policies, and concluded the following:
· There can be scenarios in which ANDSF indicates one access network has higher priority for certain traffic, but RAN decides that the UE shall not route traffic on such access network. In such scenarios, SA2 considers that it is feasible to have RAN add restrictions wrt the use of an access network in addition to ANDSF policies (i.e. RAN should have the ability to forbid the UE from using an access network for certain traffic even if ANDSF indicates such access network as higher priority)
· SA2 indicates that if according to ANDSF policies e.g. WLAN is preferred for certain traffic but RAN command/policies forbid the use of WLAN for such traffic, then the traffic cannot be moved to WLAN based on ANDSF policies

· Since RAN is not aware or ANDSF policies, there can be scenarios in which ANDSF policies forbid the use of WLAN for one or more of the current UE IP flows corresponding to the bearers that RAN intends to move to WLAN. In such scenarios, SA2 indicates that RAN shall not be allowed to override ANDSF restrictions, i.e. when ANDSF forbids a certain access network for certain traffic, and that in such scenarios the UE will reject the RAN instructions to move such traffic to such access network
· SA2 indicates that if some of the traffic impacted by the RAN command cannot be moved to WLAN based on ANDSF policies (e.g. WLAN is forbidden for such traffic), then the UE shall not offload the specific traffic to WLAN
· If some (or all) of the traffic can be moved, then the UE can move some or all of that traffic (based on capabilities and availability of MAPCON and IFOM). In this case the network may see, part of the traffic moved, the entire bearer moved, the entire APN moved, or the entire UE moved depending on the UE policy and capabilities

RAN2 LS:

RAN2 have discussed the issue of offload granularity (i.e. UE level, APN level, radio bearer level) for solutions 2 and 3 without ANDSF. RAN2 have agreed that “If ANDSF is not present and only per-UE offloading is supported, there should be means to ensure that the UE does not DETACH (in case of LTE). It is FFS how this could be achieved”.

Question 1) Which of the three levels of offload granularity (i.e. UE level, APN level, radio bearer level) to WLAN can be supported in Rel-12? Is it feasible to avoid UE DETACH (in case of LTE) for per-UE offloading?
SA2 response:

SA2 has discussed the issue of granularity and would like RAN2 to consider the following.

· RAN is not aware of APNs being used by the UE for the active PDN connections. Offload at APN granularity is therefore not possible

· Regarding RAN offload command based on bearers

· SA2 observes that offload based on a command or policy from the RAN and related to a specific bearer may result in the UE moving a whole PDN connection or not
· SA2 considered as an example that when the command regards the default bearer associated to a PDN, the UE should move the whole PDN connection, whereas when the command relates only to one of the dedicated bearers of a PDN connection the UE should not move the whole PDN connection
· SA2 also observes that in scenarios in which ANDSF policies forbid the use of WLAN for one or more of the current UE IP flows corresponding to an active PDN, an offload command that instructs the UE to move all traffic related to a default PDN bearer to WLAN (i.e. move the whole PDN connection) may be ignored by the UE, and no traffic will be offloaded, or only a subset of the traffic will be moved depending on the UE capabilities and type of connectivity (e.g. IFOM capabilities)
· SA2 also observes that if the UE has two PDNs to the same APN (one for IPv4 and one for IPv6) and the RAN command is to be interpreted by the UE as indicating that the IPv4 PDN connection needs to be offloaded to WLAN, since all PDN connections to a given APN need to be over the same access, then the UE needs to move also the IPv6 PDN connection to WLAN
· Regarding RAN offload command based on the whole UE, SA2 observes again that there can be scenarios in which ANDSF policies forbid the use of WLAN for one or more of the current UE IP flows. In such case, an offload command that instructs the UE to move all traffic to WLAN may be ignored by the UE, and no traffic will be offloaded, or only a subset of the traffic will be moved depending on the UE capabilities and type of connectivity (e.g. IFOM capabilities)
SA2 has discussed the issue of avoiding the UE DETACH when all the UE traffic is offloaded from LTE to WLAN. SA2 observes that with current mechanisms if all the traffic is offloaded it is impossible to avoid the UE detaching from LTE.
RAN2 LS:

RAN#61 have agreed that all WLAN interworking solutions should be testable. As all RAN2 solutions are supposed to interwork with ANDSF RAN2 is seeking input on whether RAN5 test cases can be developed for ANDSF.

Question 2) Do SA2/CT1 specifications include sufficient core requirements to ensure testable UE behaviour?

If not, is it feasible to develop such requirements for ANDSF to ensure testable UE behaviour? When could that be achieved?

SA2 response: 
The issue with defining testable behaviour for ANDSF is that WiFi is not controlled by 3GPP and as such LOEI are critical to enable a good user experience. Given the criticality of LOEI, it is difficult to make ANDSF testable without negatively impacting the user experience. An RRC level solution with WiFi RF measurements is foreseen as being testable. 

RAN2 LS:

Question 4) Is there an issue with RAN rule/command affecting access network selection or traffic steering decision in case of roaming (e.g., user in VPLMN configured by Home PLMN with ANDSF)?

SA2 response:
SA2 has developed WLAN network selection mechanisms in WLAN_NS. Specifically, SA2 has defined WLAN SP policies that contain configuration of whether the UE should prefer WLANs based on HPLMN or VPLMN policies. Moreover, different UEs connected to the RAN may have different roaming agreements and policies configuration in WLAN SP and therefore the ability to access different roaming partners WLANs. RAN is not aware of such configurations. Therefore, having WLAN access network selection impacted by VPLMN RAN commands/policies may create incompatible scenarios where the UE cannot select the appropriate WLAN.

Regarding traffic steering, the interactions between RAN command/policies and ANDSF policies is already described above. 

2. Actions:

To 3GPP RAN WG2
3GPP RAN WG2 is kindly requested to keep the above into consideration. 
3. Date of Next TSG-SA WG2 Meetings:

TSG-SA WG2 Meeting #101
20 – 24 Jan. 2014
Taipei (TW)
TSG-SA WG2 Meeting #102
24 – 28 Mar. 2014
Malta (MT)
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