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1. Discussion

This document discusses how the UE performs ANDSF-based traffic steering according to the ANDSF policy and procedures specified in Rel-12 and how the RAN-based traffic steering solutions specified in TR 37.864 can affect the UE behaviour.
1. Only ANDSF-based traffic steering in the UE

Figure 1 below shows a simplified example of a UE that performs traffic steering between 3GPP access and WLAN access according to the SA2 agreements in Rel-12. The UE selects which IP flows should be routed on 3GPP access and which IP flows should be routed on WLAN access by generating and applying device-specific IP-level routing rules. These rules are generated by utilizing the pre-configured or provisioned ANDSF rules.
For the sake of simplicity, Figure 1 does not show ANDSF rules for IP flow mobility (aka IFOM rules). It shows a UE that:

· Carries out IP traffic steering (IP routing) based on Inter-APN Routing Policy (IARP) rules and Inter-System Routing Policy (ISRP) rules; and
· Performs WLAN access selection based on WLANSP (WLAN Selection Policy) rules. 

When the UE attempts to select a WLAN based on ANDSF policy (and not based on user preferences), the UE performs the selection based on the WLANSP rules, which contain one or more groups of selection criteria. Such criteria can include BSSLoad, WAN bandwidth, supported PLMNs, SSIDs, etc (see TR 23.865). The WLANSP rules are not further discussed in this document since they do not affect traffic steering.
After the UE connects to both WLAN access and 3GPP access for data communication, the UE applies the IARP rules and the ISRP rules for generating device-specific IP routing rules and, thus, route outgoing IP flows to the most preferred access network and to the most preferred PDN connection. The UE selects to apply either the HPLMN provided IARP/ISRP rules or the VPLMN provided IARP/ISRP rules, as specified in TR 23.865.
The module labelled “Routing Manager” is not part of the 3GPP specifications but it is an implementation specific module tasked to generate device-specific IP routing rules in the UE. Essentially, the “Routing Manager” is a component that enforces the applicable ANDSF rules in the UE in order to achieve the desired routing behaviour. Note that the term “Routing Manager” is used for the sake of the discussion; different implementation may use different terms.
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Figure 1: Example of UE with only ANDSF-based traffic steering as per stage-2 Rel-12 specs.
The following observations are made with respect to Figure 1:

· The UE performs traffic steering by applying IP-level routing rules which are generated based on the provisioned ANDSF rules.

· For traffic steering the UE selects and applies an “active” IARP rule, an “active” ISRP rule and an “active” IFOM rule (if the UE supports IP flow mobility – not shown in Figure 1).

· The “active” rules applied by a roaming UE for traffic steering can be provided either by the HPLMN or by the VPLMN. The UE makes the selection (HPLMN vs. VPLMN) based on the ANDSF policy from the home operator.
· The ANDSF rules come with validity conditions (based on location, time of day, etc.). When the “active” rules become invalid, the UE selects another set of active rules and generates a new set of IP-level routing rules for traffic steering.

1.2. ANDSF-based and RAN-based traffic steering in the UE

This section discusses how the different solutions in TR 37.834 can be integrated into and how they affect a UE that supports ANDSF-based traffic steering as shown in Figure 1.
1.2.1. Solution 1

Figure 2 illustrates a UE that applies ANDSF-based traffic steering mechanisms (as per Figure 1) and, in addition, it supports Solution 1 for RAN-level traffic steering.
In this case, the UE may receive RAN assistance information from the eNB/RNC. This information can include the current 3GPP cell loading and RAN-level thresholds that can be utilized for traffic steering.
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Figure 2: Co-existence of Solution 1 with ANDSF-based traffic steering.
The following observations are made with respect to Figure 2:
· The UE still performs traffic steering based on the ANDSF rules.

· The ANDSF rules needs to be enhanced in order to support traffic routing based on the received RAN assistance information.

· Solution 1 augments the ANDSF-based solution for traffic steering by enabling more advanced routing rules, such as “Route TCP traffic to port X over WLAN, if RSRP is less than the <RAN provided threshold> and cellular load is high” or “Route TCP traffic to port Y over 3GPP, if the WLAN RSSI is smaller than the <RAN provided threshold> or the WLAN BSSLoad is larger than the <RAN provided threshold>”.
NOTE: The WLANSP rules can include parameters such as the WLAN BSSLoad, WAN Bandwidth but these parameters are used by the UE for WLAN selection only. So, if the eNB/RNC provides BSSLoad and/or WAN Bandwidth for traffic steering, there is no perceived overlapping or conflict with the existing WLANSP rules.
· The received RAN assistance information triggers the UE to re-evaluate the active IARP & ISRP rules and possibly update the device-specific IP routing rules in accordance with the received thresholds.

· Solution 1 can easily co-exist with the ANDSF-based traffic steering solution and leads to minimum UE impact.

1.2.2. Solution 2

Figure 3 illustrates a UE that applies ANDSF-based traffic steering mechanisms (as per Figure 1) and, in addition, it supports Solution 2 for RAN-level traffic steering.
In this case, the UE may receive RAN offloading rules from the eNB/RNC. For example, a RAN offloading rule may instruct the UE to move traffic to WLAN when certain RAN-specific conditions are met, e.g. (measured_metricA < threshold1) && (measured_metricB > threshold2).
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Figure 3: Co-existence of Solution 2 with ANDSF-based traffic steering.
The following observations are made with respect to Figure 3:

· When the UE receives a RAN offloading rule it must change its IP routing rules. Thus, the UE should be able to translate a RAN offloading rule into one or more IP routing rules. This is very easy when the RAN rule affects all UE traffic. However, when the RAN rule affects the traffic on specific radio bearers then:
· The UE should keep track of all IP flows transmitted on every radio bearer. So, when the RAN rule triggers the UE to move traffic (e.g.) from RB#2 to WLAN, the UE should be able to determine which IP flows are being transmitted on RB#2 and then re-configure the routing layer to route these IP flows over WLAN. However, this may be a complex task when there are many different IP flows on RB#2: The UE would need to construct a large number of IP rules; one IP rule for every IP flow on RB#2.

· A RAN offloading rule may conflict with existing ANDSF rules. For example, as shown in Figure 3, the UE may be configured to route the red IP flow over 3GPP access while the RAN rule may require the UE to route the red IP flow over WLAN access. 

· When the UE receives a RAN offloading rule it must be able to identify the conflicting ANDSF rules and to invalidate these rules (i.e. not apply them). For how long these ANDSF rules should remain invalid? Until new RAN offloading rules are provided to UE? This yet unclear.
· Since a RAN offloading rule is always sent by the VPLMN, it may override ANDSF rules provided by the HPLMN. So, the VPLMN can always override the HPLMN rules, thus, one of the key architectural requirements agreed in SA2 cannot be fulfilled – that the HPLMN should be able to control the traffic steering behaviour of a roaming UE. 
· In conclusion, Solution 2 can lead to unpredictable / undesired UE behaviour (especially in roaming scenarios), can lead to complex UE operation (especially when bearer-level offloading is required) and does not interwork smoothly with the ANDSF-based solution.
1.2.3. Solution 3
Figure 4 illustrates a UE that applies ANDSF-based traffic steering mechanisms, thus, it has configured its IP routing layer to perform IP routing based on the active IARP & ISRP rules. According to Solution 3, when the UE moves to RRC Connected / Cell_DCH state, the UE may receive a Traffic Steering command that triggers the UE to move e.g. traffic on certain radio bearer(s) to WLAN access. 
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Figure 4: Co-existence of Solution 3 with ANDSF-based traffic steering.
The following observations are made with respect to Figure 4:

· When the UE receives a Traffic Steering command it must change its IP routing rules. Thus, the UE should be able to translate a Traffic Steering command into one or more IP routing rules. In order to accomplish this:

· The UE should keep track of all IP flows transmitted on every radio bearer. So, when the Traffic Steering command triggers the UE to move traffic (e.g.) from RB#2 to WLAN, the UE should be able to determine which IP flows are being transmitted on RB#2 and then re-configure the routing layer to route these IP flows over WLAN. However, this may be a complex task when there are many different IP flows on RB#2: The UE would need to construct a large number of IP rules; one IP rule for every IP flow on RB#2.

· The UE should keep track of all IP flows transmitted with a certain QCI value. So, when the Traffic Steering command triggers the UE to move (e.g.) all QCI-x traffic to WLAN, the UE should be able to determine which IP flows are being transmitted with QCI-x and then re-configure the routing layer to route these IP flows over WLAN. However, this may be a complex task when there are many different IP flows on QCI-x: The UE would need to construct a large number of IP rules; one IP rule for every IP flow on QCI-x.
· A Traffic Steering command from RAN may conflict with existing ANDSF rules. For example, as shown in Figure 4, the UE may be configured to route the red IP flow over 3GPP access while the Traffic Steering command may require the UE to route the red IP flow over WLAN access. 

· When the UE receives a Traffic Steering command it must be able to identify the conflicting ANDSF rules and to invalidate these rules (i.e. not apply them). For how long these rules should remain invalid? For as long as the UE remains in RRC connected / Cell_DCH state? If yes, then every time the UE moves to Idle state, it needs to update its IP routing rules.
· Since a Traffic Steering command is always sent by the Registered PLMN (RPLMN), it may override ANDSF rules provided by the HPLMN. So, the RPLMN can always override the HPLMN rules. This 

· Since a Traffic Steering command is always sent by the VPLMN, it may override ANDSF rules provided by the HPLMN. So, the VPLMN can always override the HPLMN rules, thus, one of the key architectural requirements agreed in SA2 cannot be fulfilled – that the HPLMN should be able to control the traffic steering behaviour of a roaming UE.
· In conclusion, Solution 3 can lead to unpredictable / undesired UE behaviour (especially in roaming scenarios), can lead to complex UE operation (especially when bearer-level offloading is required) and does not interwork smoothly with the ANDSF-based solution.

2. Summary and Conclusions
Based on the above discussion, the following conclusions can be drawn:
1. In most practical scenarios, traffic steering with ANDSF-based rules is deemed necessary. This is because the ANDSF-based rules can support a comprehensive set of routing instructions such as “Route YouTube traffic to WLAN”, “Route traffic to *.google.com to WLAN”, “Route UDP traffic to port 5060 to 3GPP access”, etc. So, if a RAN-based traffic steering solution is also required, this solution should co-exist with and augment the ANDSF-based solution without creating unpredictable and/or undesired UE behaviour and without demanding too complex UE operation.
2. Traffic steering across 3GPP and WLAN accesses is applied in the UE by implementing IP-level routing rules. Thus, RAN-level rules and steering commands (as those specified in Solution 2 and 3 respectively) should be translated by the UE into IP-level rules. This translation process can be very complex. For example, what IP routing rules should the UE put together when it receives a steering command to “move all traffic from RB#2 to WLAN”? Or, what IP routing rules should the UE put together when it receives a steering command to “move all QCI-x traffic to WLAN”? In this perspective, Solutions 2 and 3 can become very complex in the UE.
NOTE: The previous bullet relates to Question 1 in the RAN2 LS on “CN impacts in RAN2 solutions for WLAN/3GPP radio interworking”.

3. Solutions 2 and 3 can create unpredictable and/or undesired UE behaviour in roaming scenarios. For example, when the UE is roaming and is configured to apply HPLMN-ANDSF rules for traffic steering (this is possible by the solution agreed in SA2), the UE may receive and honour RAN rules/commands from the VPLMN. This makes it impossible for the home operator to configure a roaming UE to route traffic in compliance with the HPLMN policy. 
NOTE: The previous bullet relates to Question 4 in the RAN2 LS on “CN impacts in RAN2 solutions for WLAN/3GPP radio interworking”.

4. With solutions 2 and 3 the UE can receive RAN-level rules/commands which are in conflict with the ANDSF-based rules. For example, a RAN-level rule/command may instruct the UE to route an IP flow to WLAN when the ANDSF-based rule instructs the UE to preferably route this IP flow to 3GPP access (without preventing WLAN access). Since the UE is expected to honour the RAN-level rules/commands, when the UE receives such rules/commands, it should identify and deactivate the conflicting ANDSF-rules. In general, the UE should become capable to deactivate ANDSF-rules and update its IP routing rules accordingly, based on the received RAN-level rules/commands.
NOTE: The previous bullet relates to Question 3 in the RAN2 LS on “CN impacts in RAN2 solutions for WLAN/3GPP radio interworking”.

5. Solution 1 seems to introduce neither conflicts with the ANDSF-based rules nor complex UE procedures. Also it does not seem to create unpredictable and/or undesired UE behaviour.
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