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SA2 would like to thank CT3 for the LS on bearer binding for the PCC rule with application identifier. SA2 has discussed the questions and would like to provide the following replies.
Question 1: Is the binding between the bearer and the PCC rule with application identifier distinct for each direction, uplink and downlink? Is such a PCC rule always bound to a single IP CAN bearer in the downlink? 
SA2 Reply: Per TS 23.203, bearer binding is the association of the PCC rule to one IP CAN bearer within that IP CAN session. For one PCC rule there is no separate binding in uplink and downlink. For PCC rules containing an Application Identifier the PCEF may need to inspect UL traffic sent on other bearers than where the PCC rule is bound. 
Question 2: If a PCC rule is bound to multiple bearers in the downlink, how would the IP CAN bearer to transport the downlink traffic be selected?

SA2 Reply: See reply to question 1. A PCC rule is only bound to a single bearer and the DL traffic is carried via the bearer where the rule bound
Question 3: Under which circumstances can uplink traffic related to a PCC rule that contains an application identifier be received in a dedicated bearer if no corresponding TFT is provided to the UE?

SA2 Reply: See TS 23.060 and TS 23.401. The UE performs mapping of uplink traffic onto bearers based on the TFT packet filters. As described in 23.060, the UE may also apply a local mapping to a bearer in the UL if the traffic does not match any TFT packet filter.

Question 4: Current bearer binding procedures rely on QCI and ARP. How to select the (possibly multiple) IP CAN bearers to bind a PCC rule that contains an application identifier?
SA2 Reply: See reply to Questions 1. A PCC rule is bound to one bearer. 
Question 5: Is the bearer binding for the PCC rule with the application identifier performed when the PCC rule is installed or when the corresponding application is detected?
SA2 Reply: Bearer binding is done as part of activation of a PCC rule in PCEF. 
Question 6: When is the bearer establishment/modification procedure initiated for a PCC rule that contains an application identifier if the BBF is located at the PCEF and if the BBF is located at the BBERF?
SA2 Reply: The bearer establishment/modification procedure is initiated as part of bearer binding. Bearer binding for BBF located at PCEF is elaborated in Question 5. Bearer binding for the case with BBF located in BBERF, takes place at QoS rule activation. Please note however that dynamic QoS rules cannot be generated for PCC rules with application identifier corresponding to non-deducible service data flows.  
Question 7: How does the PCEF initiate the bearer modification/establishment procedure if the service data flow descriptions are not deducible for both GBR and non-GBR QCI?
SA2 Reply: The PCEF follows normal procedures. The bearer modification/establishment procedure must comply with the rules for TFT filter settings as defined in TS 23.060 and TS 23.401. It is a design requirement for a rule that a valid bearer request can be formed. When a new bearer is established based on the PCC rule with Application ID for a non-deducible flow, the PCEF can provide “blocking” UL TFT filter in order to comply with the TFT filter specifications as described in 23.060 and 23.401.
Question 8: In case the service data flow descriptions are deducible and reported to the PCRF from the PCEF, to resolve the issues related to binding a PCC rule to multiple bearers, should the PCRF always provision a new PCC rule with service data flow filters corresponding to the received service data flow descriptions?
SA2 Reply: Whether or not the PCRF provisions a new PCC rule with SDF filter after receiving an application start report is based on configuration/implementation and depends on the necessary actions needed for the proper delivery of the service.
Question 9: How is a bearer establishment or modification procedure initiated for a PCC rule that contains an application identifier with Mute-Notification set from the PCRF?

SA2 Reply: The Mute notification setting of a PCC rule has no direct impact on the bearer procedures initiated as part of the bearer binding of that PCC rule. However, the start/stop reports are needed to allow the PCRF to take policy decisions based on the start/stop events. 
Question 10: If the service data flow descriptions are deducible, is the uplink traffic verification  performed based on the deduced service data flow description at the PCEF; otherwise, how is it performed?
SA2 Reply: Uplink bearer binding verification is performed by the PCEF by discarding any traffic that does not match an active PCC rule (containing either SDF filter of an Application Identifier). In case a PCC Rule containing an Application Identifier inspects traffic on multiple bearers in the uplink, such detected traffic counts as a match by that PCC rule. 
Question 11: how to perform the uplink bearer binding verification procedure to guarantee that the uplink application traffic flows are transported in the correct IP-CAN bearer in case the service data flow descriptions cannot be deduced?
SA2 Reply: See Question 10. 
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SA2 kindly asks CT3 to take the above information into account.
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