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1 Introduction

1. In order to benefit from the Session management developped for GPRS R97 and enhanced for GPRSR99 / UMTS R99 (e.g. Interaction with a service platform through CAMEL)  “Pure” data sessions are, in a R00 all IP CN, handled by the GSN(s) without CSCF involvement.
2. New definition of concepts, if they already exist for R99 and in fact do not depend on the CN technology (e.g. user, subscriber,…) should not be introduced

3. VHE should also be supported in R00

4. The source of subscription data  should only be in one location, and not in multiple locations as presented here (HLR, UMS). Therefore, this split of function between HLR and UMS has still to be discussed as this may cause some difficulties for supporting the VHE concept. Nevertheless the concept of HSS can be kept to designate an entity responsible of subscription data and location information (VLR address) database (HLR functions) + address translation (e.g. DNS functions), security functions (AAA), …

5. The Server responsible of Call Control for CS terminal needs to be introduced

Only section 4.10 and 9 in the TR have been updated with regard to these principles. The needed corresponding update of the rest of the TR will be the object of another contribution

2 Proposal for modification of the technical report

4.10 Call Control and Roaming

The following requirements need consideration for call control and roaming support in an all IP based  network.

1 Routing of signalling and transport needs to be optimised, for the purposes of call control and roaming between networks.

2 Whenever possible, trombooning of the user's voice or data communication session back to their home environment should not be used to provide the user with services when roaming outside their home network. 

3 The Release 2000 all IP  network must comply with the mandated requirements for Emergency Services. 

4 The Release 2000 all IP  network must comply with the mandated requirements for Number Portability. 

5 The Release 2000 all IP  network must support multiparty voice and data communications sessions including the capability for the user or service logic to dynamically add or delete users from an active communications session. 

6 The Release 2000 all IP  network must be able to accept and re-route incoming voice or data communication requests that are addressed to the user's directory number during periods of realignment of the national numbering plans (e.g., NPA splits in North America). 

7 Transcoding of the traffic (voice, data, video) should be minimised.  For example,, if the terminal equipment of the called and calling party have the same vocoder, no transcoding of the voice traffic, within the network, would occur. 

8 The Release 2000 all IP  network must provide connection to the services of the legacy 2G and release 99 networks. 

9 The Release 2000 all IP  network will have to support a minimal set of user services for roamer.  This minimal set of user services is still being defined.  However, the following is anticipated to be in this minimal set of user services:

a Call and data session origination.

b Call and data session termination.

c Call Waiting for voice calls in the case of monomedia session

d Call Forwarding services for voice calls.

e Calling party identification information
. 

10 In the event that the Release 2000 all IP  carrier does not have a legacy network in the market that a Release 2000 all IP  network is being deployed into and the Release 2000 all IP  carrier does not have any business relationships with the carriers of the legacy networks.  Consequently, the design of the Release 2000 all IP  network can not assume that the requirements for mandated services or operator-specific services can be satisfied by forwarding the Release 2000 all IP  call to the legacy network. The following are examples of Operator Services that may need to be handled directly by the Release 2000 all IP  networks:

a Directory Assistance

b Third party billing

c Collect calls

d Calling card calls 

11 It should be possible for "basic" MO calls to be handled wholly within the serving network, using a CSCF in the serving network, based on the user's profile which would be downloaded from the home network. 

Here, basic MO calls have been defined as calls without any supplementary or operator specific services requiring interaction with any service logic outside the one available in the CSCF / Call Server.

12 Editor’s Note: Further discussion on this proposed requirement is needed. Depending on the user's profile, it should be possible for some or all MO calls to be handled by a CSCF in the home network.  It would be preferable that the information flow going back to the home network is signalling only, i.e. the traffic should be able to be directed via a gateway in the serving network if appropriate, or through the home network.  
13 When a Release 2000 all IP user roams from a Release 2000 all IP network to another Release 2000 all IP network and gets access to both transport services (e.g. GPRS) and application level services (e.g. multimedia calls), services may be provided by a CSCF in the serving network or by a CSCF in the home network. The serving network shall contain the information to contact the user's home network for the user's profile information.  The CSCF of the serving network shall have access to the necessary information for the invocation and control of the user's advanced/ supplementary services at the user's home network. 

14 The user shall be able to gain access to their ISPs or corporate LAN application level services. Editor’s note: This will require addressing and authentication interaction with the ISPs and Corporate LANs MGCF and Gatekeeper.  To be considered in the architecture section.
15 Data only sessions, e.g. web browsing, are handled by the GSN(s) without CSCF involvement. The handling of data sessions may nevertheless imply an interaction between the SGSN and the Service logic (SCP)
16 Both dynamic and dedicated IP addresses shall be supported. 

17 Release 2000 all IP  networks will be capable of providing VPN functionality. The VPN features supported require further study and analysis.

18 Release 2000 all IP  networks shall support the VHE concept.

9 Call Control

· Examples of Call Control procedures in an all IP network, including

· Mobile originated calls in home all IP PLMN (to all IP user, H.323/SIP, 2G/3G, PSTN)

· Mobile terminated calls in home all IP PLMN (from all IP user, H.323/SIP, 2G/3G, PSTN)

· Mobile originated calls in visited all IP PLMN (to all IP user, H.323/SIP, 2G/3G, PSTN)

· Mobile terminated calls in visited all IP PLMN (from all IP user, H.323/SIP, 2G/3G, PSTN)

· MS-MS calls in home all IP PLMN

· MS-MS calls between users belonging to different all IP PLMNs

· Is H.323 and/or SIP, or alternative approaches, to be used as basis for call control procedures in an all IP network?

· Numbering and addressing aspects

· What is the role of CAMEL and HLR in these call cases?

[Editor’s note: The terminology defined in this section has not been the object of a real debate and hence cannot be considered as agreed.  This section needs to be aligned with the terminology used in R99.  R99 terminology should be used unless a new or changed concept is introduced. Changes to terminology defined by S1 require S1 agreement.]

This section defines a common set of terms on which the present document is based on. The following list of terms is the first attempt  to define some terminology. 

The terminology defined here have not been matched with the existing 3GPP terminology and this matching will need to be done.  Moreover, 3GPP has not defined all the terms that are needed for an all IP based network yet. 

1  
2 
3 Empty
4 empty

5 Access Profile: contains subscription profile information relevant to a specific access network. As an example, E-GPRS profile plus the radio bearer features (e.g. QoS) to which the user can access is an Access Profile..

6 Release 2000 all IP networks Service Profile: contains service subscription data relevant to the Release 2000 all IP network services the user has subscribed to. As an example, Service Profile contains subscriber's identifier, subscriber's aliases, subscriber's temporary location information (e.g. pointer to the current Serving Domain), indication of the multimedia services and capabilities the user has subscribed to, service triggers, status of supplementary services, etc.  
7 Roaming Service Profile: contains legacy roaming profile in order to support roaming to 2G legacy networks. (FFS)
[editor's note: What kind of data is contained in the Roaming Service Profile ? If it is assumed that MAP is used, a Roaming Service Profile is not needed.]
8 Subscriber Profile: is a combination of one or more Access Profiles and zero, one or more Release 2000 all IP networks and Roaming Service Profiles. The Subscriber Profile is maintained in the HSS.  (FFS)
9 Routing Area (RA): is a collection of cells belonging to the RAN portion under the supervision of one E-SGSN. 

10 PDP Flow: it is a PDP context without the restriction that a different IP address has to be assigned to different PDP contexts. Differentiation between PDP flows is based on protocol type (e.g. TCP, UDP etc.) and port number. (FFS)

11 Home Subscriber Server (HSS): for sake of clarity, E-HLR has been renamed to Home Subscriber Server (HSS). The Home Subscriber Server is made of several components (a complete list has to be defined), that provide functions such as subscription data and location information (VLR address) database (HLR functions) + address translation, security functions (AAA), …
12 

13 
14 empty


15 Incoming Call Gateway (ICGW): ICGW interrogates the HSS in order to locate the subscriber for the incoming call, and relays the call control signalling to the Serving CSCF or MSC/Call Server address retrieved during the HSS interrogation.


16 Call Control Function (CCF): CCF implements the actual call control function, runs the call model within the serving domain, and implements Incoming Call Screening triggers (i.e. triggers for supplementary services and IN services for incoming calls). A CCF is included a CSCF (for support of IP-based calls) and a MSC/Call Server for support of R99 CS based calls

17 Access Network: it is a set of network elements that provides a user with means to connect to a serving/home domain to use services or facilities of the network the user is roaming in and gain access to the home domain or other service networks. Examples of access networks are:

· E-GPRS plus one or more different RANs;

· Cable Access Network, etc.

[editor’s note: the terminology of access network is confusing with the current definitions where access network is associated with the UTRAN, and the SGSN/GGSN is part of the core network. The “access network” is a network, which provides full functionality including authentication and mobility management and interworking to external networks.  In addition it contains an internal interface to connect access networks (RANs and potentially non-RANS)]

18 Domain: A domain is a logical association of network elements. A domain may contain any number of HSS, CSCFs and MRF. A domain can be Home Domain for some subscribers (those whose subscription profile is stored in the HSS in that specific domain) and Serving Domain for other subscribers (those whose subscription profile is stored in the HSS in a distinct domain). A domain can connect to a multitude of access networks. (FFS)

[editor’s note: 

What is the usefulness of defining several domains in the same network. Are domains owned by different operators ? What is the purpose of introducing this concept compared to what currently exist in GSM or UMTS R99?

MSC/Call Server should be added to the list as a domain may also contain any number of MSC/Call Servers. ] 

 [editor’s note: the MRF function should also be defined]

19 Home Domain: it is a domain that contains an HSS. In particular, the Home Domain of a subscriber is the domain containing the HSS that stores the subscriber profile. Home Domain may or may not contain the Home CSCF or the MRF. Home Domain:

· provides and maintains the subscriber and user’s subscription data in a HSS for the subscriber belonging to the domain;

· supports also access independent subscribers and users profile;

[editor's note : what is meant with an 'access independent subscriber profile' ?]

· provides and updates the currently visited serving domain with user’s profile;

· store routing and mobility information that enables service delivery to subscribers and users roaming outside and inside the home network;

· maintains roaming agreements and service level agreements with other networks;

· Home Domain is seen as the initial termination point from the originating network when it contains the Home CSCF;

· may collect and consolidate charging data.

Other functions are FFS.

[editor’s note: it is still unclear whether service logic can also belong to Home Domain”]

20 Serving Domain: 

· stores roaming profile as received from the home domain

· provides services or access to services in the home domain (as per terminal capabilities and service level agreement if different operator domain) with the same “look, touch and feel” as much as possible;

· stores routing and mobility information that enables service delivery to subscribers roaming in the service domain;

· optionally collects data for billing and statistics;

· can provide local services such as location based services and information (e.g.  advertisements, operator announcements to local events, etc.);

· provides optional resources such as conference devices, multimedia call control etc. (Resource could be provided in home network)

· Home Domain can act as Serving Domain when the subscriber is registered in the home domain. (FFS)

21 Private Domain: is a Home Domain provided by a third party (i.e. not a carrier meant as Release 2000 all IP networks operator). A Private Domain might not be associated to any access network. A Private Domain can have no HSS. (FFS)

[editor's note : This is contradicting with term.15 : Home Domain contains an HSS]

[editor’s note: “Where does the service profile used by the serving domain come from when there is no HSS?” is still unclear]

22 Release 2000 all IP networks: A Release 2000 all IP networks comprises of the following logical components:

· One or more domain(s); 

· Any number of access network(s);

· One or more MGCFs and MGWs. [Editor’s note : Why are these elements not belonging to home or serving domain]

23 Home Network (HN): considering a specific subscriber/user, the Home Network is made of zero, one or more serving domains, any number of access networks, any number of MGCF/MGW, and the home domain for that specific subscriber/user. (FFS)

24 Serving Network (SN): considering a specific subscriber/user, the Serving Network is made of zero, one or more serving domains and one or more access networks, any number of MGCF/MGW, and does not contain the home domain of that specific subscriber/user.  (FFS)
[Editor’s note : there should be at least one serving network because according to above serving network definition, even if services are not rendered by the SN, this SN shall anyhow provide access to the Home domain in the Home network. Moreover according to figure 3.1 an access network is always connected to a domain. So in the SN there shall be at least one serving domain]
25 Service Logic Domain: includes the following functions:

· contains existing telecom service capabilities (i.e. SCP for IN); 

· contains WAP type capabilities for Web-based services; 

· allows easy access to services by the users (notifications of new services, activation/deactivation of services in the network, capability for payment and upgrade for new services, etc.);
· updates profile data in the home domain in the event of modifications by the user or by the provider of the Service Logic Domain operator;
· provides access to or capabilities to reach other Service Logic Domain; 
· some location based services can also reside in the Service Logic Domain.
The Service Logic Domain could have a tight coupling with the Home Network in order to manage/charge/provide service capability set uniformly to the users.  In particular, if CSCF handles service triggers the Service Logic Domain and Home Domain must be providing the user’s profile to CSCF in a co-ordinated/transparent fashion. The Service Logic Domain could also be stand-alone, i.e. independent from the network location. (FFS)

[editor’s note: Is the service logic domain supporting the VHE? Does this concept also require the  co-operation of  the home domain. This may lead to duplicate information between these 2 domains.]

26 Home Domain User: is a user of the home network having one or more subscriptions in the home domain. A user is considered home domain user when he is located in its home domain in its home network.  (FFS)
27 Home User: is a user of the home network having a subscription in the home domain. A user is considered home user when he is located in a serving domain in its home network. (FFS)
[editor's note : What is the difference between a Home User and a Home Domain User ? A Home Domain user is located in its home domain (meaning that he is served by the Home CSCF ?). A Home User is located in a serving domain in the home network , meaning that he is served by the CSCF of the serving domain of the home network (= Home CSCF ?) ]
28 Roaming User: is a user roaming outside its Home Network and being served in a Serving Network.  (FFS)
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Figure 9‑1. Modelling of the network in domains

[Editor's note: Why is there a need to define this new partition of a network into different domains in R00 ? Is this need specific to the "all IP networks" ? What are the characteristics of a domain? Where are the SCP and IN functions? Is the split between the different domains related to the split between network operator and service providers?]

29 Legacy Network: a legacy network can be:

· SS7 based networks (e.g. PLMN, PSTN and ISDN) as well as CAS based networks;  

· UMTS phase 1 and GPRS networks. (FFS)

30 Multimedia IP Network: it is an external IP network with support of real-time multimedia services (using H.323 and/or SIP protocols), and includes SIP/H.323 network elements and terminals, and possibly gateways to interface with Release 2000 all IP networks. (FFS)

31 Serving CSCF (S-CSCF): it is a CSCF in the Serving Domain with which the user is registered and that is providing the services depending on the Service Profile(s) obtained from the Home Domain of the user.  (FFS)

32 Home CSCF (H-CSCF): the Home CSCF is a CSCF in the Home Domain or Private Domain. The Home CSCF is associated to a subscriber at the subscription time and, if the subscriber is identified by aliases that might require translation to an IP address (e.g. logical names translated by DNS), the transport address of the Home CSCF will be provided as translation of the aliases.  (FFS)
33 Roaming SGW (R-SGW): performs the signalling conversion and functionality interworking between the legacy SS7 based signaling and the IP based signaling to support Roaming. Splitting of R-SGW and further functionalities is FFS.

[editor’s note: This signalling conversion should ensure conversion only at transport level (CTP/IP versus SS7 conversion) and keep MAP as application protocol used for mobility.]

34 Access SGW (A-SGW): is the signalling gateway function that puts call related signalling to/from PSTN/PLMN on an IP bearer and sends it to the Media Gateway Controller. (FFS)
[editor’s note: it could be better named as T-SGW “Transport-SGW” to show that it only modifies the transport bearer of the signalling]
35 Session:  consolidation of different definitions need to be harmonized  and need to be defined.

[editor’s note: For the support of CS terminals the definition of  MSC/Call Server and CS-GW has to be introduced as follow:

36 CS-GW: It puts IP-packets from the Core network destinated to the mobile subscriber onto a UMTS speech CS radio bearer. For packets in the other direction, the RNC puts the speech frame into a RTP/UDP/IP packet sent to the All IP CN.
37 MSC/Call Server: It is used to allow terminals having speech capability only through CS to access to the All IP network. The MSC/Call Server is responsible for the control of calls originated by or terminated to a R99 CS voice terminal It terminates the CS user-network signalling (04.08+ CC+MM) and translates it into the relevant network – network signalling. The MSC/Call Server also contains a VLR to hold the mobile subscriber's service data and CAMEL related data. “MSC/Call Server should be added to the CSCF in all the definitions of the different domain types.”]
9.1 ASSUMPTIONS

Editor’s Note: 

This section needs to be reviewed and any duplication with section 4 removed.  Any additional S1 requirements assumed must be agreed with S1.

The assumptions below are valid for a core network without support for legacy R99 CS services.  The list shall be completed to also reflect assumptions for a core network with support for all rtequired services, this is FFS]

The following assumptions have been considered in the development of the roaming models described in the present version of the document. Assumptions have been proposed by the manufacturers and filtered with the carriers requirements.

1 The addressing requirements and mechanisms will be based on the requirements and mechanisms identified by 3GPP in 3G TR 22.975 and 3G TS 33.003.

2 Call admission/denying and call re-routing will be considered. Details of call admission (e.g. authentication and QoS) will not be discussed here.

3 Re-routing of incoming voice or data communication requests that are addressed to the user's directory number during periods of realignment of the national numbering plans will be considered. Probably, a non final solution (e.g. re-direction of calls based on databases) will be provided.

4 Requirements for minimising transcoding will be considered for basic call cases (e.g. Release 2000 all IP network MS to Release 2000 all IP network MS). Optimisations of transcoding for other call cases will be considered in a later phase. 

5 A specific PDP flow (called Signalling PDP flow), distinct from PDP flows carrying media PDUs, is adopted to carry call control and mobility management signalling (e.g. call set-up, in-call signalling such as flash requests). The signalling PDP flow does not need to have an IP address different from the one of the PDP flows carrying the media. 

[Editor’s note : mobility management messages are in principle handled by E-SGSN. Are they forwarded to the CSCF through the signalling PDP ? (e.g. call set-up, in-call signalling such as flash requests). ]

6 Data only sessions, e.g. web browsing, are handled by the GSN(s) without CSCF involvement. The handling of data sessions may nevertheless imply an interaction between the SGSN and the Service logic (SCP). 

[editor’s note: this assumption is redundant with assumption 15 of sect 4.1.]

7 The subscriber profiles are stored in a permanent way into a database/server in the Home Domain.

8 In case of roaming the subscriber profile in the home network must be interrogated by the serving network at least at registration and part of subscriber profile could be temporarily stored into the serving network.

9 The roaming architecture will be optimised with the assumption that IP addresses will be allocated dynamically.

10 No new requirements would be placed on the legacy (e.g. PSTN, 2G PLMN) and Multimedia IP Networks to interconnect with the Release 2000 all IP networks. Release 2000 all IP networks would have to ensure inter-operability with the existing legacy and Multimedia IP Networks. In case a 2G HLR (e.g. GPRS HLR) is re-used to hold data for Release 2000 all IP network subscribers, the 2G HLR will be upgraded to support Release 2000 all IP network subscriber and its interfaces might need to be upgraded. New translation types might still be needed in the legacy networks.

[editor’s note:. What is the meaning of the last sentence. This implies that there is a need to change something in the legacy network, and is not in line with what is mentioned earlier. Does the last sentence imply that e.g. address translation (E.164 to IP addresses) should be supported in legacy network? which translation types are needed in the legacy networks should be clarified].

For sake of clarity, E-HLR has been renamed to Home Subscriber Server (HSS). The Home Subscriber Server is made of several components (a complete list has to be defined), among which the following have been identified:

11 For sake of clarity, E-HLR has been renamed to Home Subscriber Server (HSS). The Home Subscriber Server is made of several components (a complete list has to be defined). It is responsible of subscription data and location information (VLR address) database (HLR functions) + address translation (e.g. DNS functions), security functions (AAA), …

Note: “the profile data in the home domain is located in a single place that should not depend on whether the service is accessed through a CSCF, through a MSC/Call Server or through a 2G MSC . This service profile corresponds to "basic" MO / MT calls to be handled wholly within the serving network, using a CSCF / MSC/Call Server in the serving network, based on the user's profile which are downloaded from the home network. Basic calls are calls without any supplementary or operator specific services requiring interaction with any service logic outside the one available in the CSCF / Call Server.
 
· 
· 
· 
· 

[Editor’s Note: In the figure the text in the brackets of the interface labels is not at the same level.  In R00 Gr and Gc are as well MAP based and IP based. Cx should describe the application protocol.]





Editor’s Note: [
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Figure 9‑3. Home Subscriber Server structure and basic interfaces


12. An MS registration procedure consists logically of a bearer level registration (e.g. GPRS attach) and, if so specified/allowed by the MS subscription profile, an application level registration. MS registration is performed, as an example, at MS power up. 

13. The bearer level registration procedure entails registration with the GPRS nodes, according to GPRS-derived procedures.

14. The application level registration procedure entails registration with a serving CSCF / MSC/Call Server in order to inform the CSCF / MSC/Call Server of the MS presence and to allow the CSCF / MSC/Call Server to retrieve the subscriber information from the HSS.  


15. Bearer level registration and application level registration are considered to be two separate procedures. Bearer level registration may trigger a signalling PDP flow activation as a possible mean of supporting the application level procedure. Triggering of an application level registration by the bearer level registration will be discussed later.

16. MS location is tracked at the GPRS level using GPRS mobility management, and subscriber mobility is tracked at the application level through a specific procedure aimed at updating the subscriber information maintained by the CSCF / MSC/Call Server and, possibly, by the HSS. Subscriber mobility includes only location management (in other words, to support personal mobility).

[editor's note: What is the meaning of the subscriber mobility information? ]


17. Release 2000 all IP networks are structured in radio cells (not handled by CN), Routing Areas and Location Areas for the support of CS terminals. .


18. Mobility management procedures for Release 2000 all IP network MSs in Release 2000 all IP networks are based on the Routing Area identifier (RAId). Mobility management procedures for CS capable MSs in Release 2000 all IP networks are based on the Routing Area identifier (RAId) and on Location Area Identifiers.  In case of roaming between Release 2000 all IP networks to 2G and vice versa, a mechanism to convert the format of identities is needed (i.e. MS roaming from Release 2000 all IP network to 2G network has knowledge only of old RA but Location Area Identifier also needs to be given to the 2G-MSC). When roaming from 3G-R00 to 2G (without possibility of combined update), how the 2G-MSC can retrieve the IMSI from the all IP core network is an open issue. .

19. 
20. HSS keeps track of the subscriber mobility in terms of the current Serving CSCF and  MSC/Call.


21. MS identity (IMSI) is protected over the radio interface through the adoption of a single temporary identifier (P-TMSI) allocated by the E-SGSN during the MS registration procedure. P-TMSI can be reallocated at every following registration or routing area update. [relevance to roaming scenarios between Release 2000 all IP networks and legacy cellular networks] R99 CS authentication and ciphering mechanisms shall also be supported for R99 CS terminals
 

22. Support of multiparty voice and data communication sessions (including the capability for the user or service logic to dynamically add or delete users from an active communication session) is not considered in the present version of this document.

23. Roaming agreements (static or dynamic) between the co-operating operators must exist.

24. Service Level Agreements (SLA) between network operators are defined (statically or dynamically) to ensure consistent level of services (e.g. end-to-end QoS, security etc.).

25. The Release 2000 all IP networks provide connection to the services of the legacy networks through the signalling interworking allowed by the R-SGW. 

26. All network components that require address analysis and address translation for routing of terminating calls (e.g. CSCF, MSC/Call Server, MGCF) are capable of doing so or has access to consistent translation databases in order to resolve routing/call termination issues.


27. O&M functions exist to connect various components of a Release 2000 all IP network to each other, making it possible for each component to know how to address/access any other component within the network domain.

28. O&M functions exist to make network provisioning profiles (e.g. 800 triggers, tone information) available in each domain whenever.

29. Routing of control plane and user plane data is optimised whenever possible in order to avoid tromboning.

30. Optimal routing of user plane traffic should be carried out whenever it is possible.

[editor’s note: This an architectural issue. The requirement is only on optimal routing]

31. Empty. 


32. Service profile (subscription and activation status) and service triggers are either maintained by the HSS and/or updated by the HSS towards the CSCF / MSC/Call Server.

[editor’s note: An alternative text is “ Service profile (subscription and activation status) and service triggers are maintained by the HSS and updated by the HSS towards the CSCF / MSC/Call Server].

33. CSCF-routed call signalling is assumed for real-time services.

34. Every CSCF is associated to one or more MRF, and every MRF can be controlled by more than one CSCF. For sake of clarity, if H.323 terminology is used to describe the MRF, MCU is part of the MRF. MRF could be located in the home network (when the Home CSCF is controlling the current call) or in the serving network (when the serving CSCF is controlling the current call). 

35. Some of the functions of the A Home CSCF is are needed in all the roaming scenarios in order to support: 

· incoming calls addressed to a DN from other Release 2000 all IP networks or Multimedia IP Networks with optimised routing (i.e. calls not routed through PSTN);

· incoming calls from other Release 2000 all IP networks or Multimedia IP Networks originated with a LN (Logical Name);

· implementation of supplementary services and Incoming Call Screening-like functions for terminated calls (e.g. Call Forwarding Unconditional).

[editor’s note:.  reqauirements need to be reviewed for duplication with section 4.]
35. The All IP CN shall support streamlining using GPRS procedures.

36. CS terminals  are supported by the All IP network. This involves the use of a MSC/Call Server that provides the Call Control Functions, the interface with the service logic

37. Legal interception has to be possible in the R00 All-IP network.

38. Emergeny calls shall be supported in the R00 All-IP network.






� This requirement contradicts VHE/OSA model. Further clarification/work  is required.
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