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Abstract

IP/UDP/RTP header compression [CRTP] can generate a large number of
lost packets when used over links with significant error rates,
especially when the round-trip time of the link is large.

This document describes a more robust header compression scheme. The
scheme is adaptable to the characteristics of the link over which it

is used and also to the properties of the packet streams it

compresses. Robustness against link-loss is achieved without

decreasing compression efficiency.

Jonsson, Degermark, Hannu, Svanbro [Page 1]



| NTERNET- DRAFT Robust Header Conpression Sept enber 1, 1999

Tabl e of contents

1. INntroducti On. . ... 4
2. Terminol 0gy. . .o 6
3. Existing header conpression schemes........................... 8
4. Desired i mMProvemBNt S. . ... e 9
5. Proposed solUution.......... .. 10
5.1. Base header format......... ... .. .. . . . . i 11

5.2, Data StruCtUresS. .. ... e 12

5.3. Header conmpression profiles........................... 12

6. Cassification of header fields........ ... .. ... ... .. ... ...... 13
7. A header conpression profile for |P-tel ephony packet streans. 14
7.1. Usage scenarios, environment and requirements......... 14

7.2. Analysis of change patterns of header fields.......... 15
7.2.1. 1Pvd ldentification............. ... ... ....... 15

7.2.2. |P Traffic-Class / Type-Of-Service........... 16

7.2.3. |IP Hop-Limt / Time-To-Live.................. 16

7.2.4. UDP Checksum .............. .. 17

7.2.5. RTP Marker......... .. ... i 17

7.2.6. RTP Payload Type........ ... ... 17

7.2.7. RITP Sequence Nunmber............. ... ... ....... 17

7.2.8. RTIP Timestamp...........oiiiiinnnna. 17

7.2.9. RTP Contributing Sources (CSRC).............. 18

7.2.10. RTP Tinmestanmp delta.......................... 18

7.3. Packet types and code field usage..................... 18

7.4. Robust encoding and decoding of delta information..... 19
7.4.1. Sequence nunmber changes to handle............ 19

7.4.2. Conpression of sequence nunber values........ 20

7.4.3. Deconpression of sequence nunber values...... 20

7.5. Header formats......... ... .. ... 21
7.5.1. Static information packet, initialization....21

7.5.2. Context update packet........................ 22

7.5.3. Conpressed packets............. ... ... .. ..... 24

7.5.4. Context request packet....................... 27

8. UDP cheCKksUM ... ... 28
9. Supporting nultiple packet streans........................... 29
10. Link-layer considerati Ons. ........... ... 29
11. Simulated performance results...... ... .. ... ... . . . . .. . ... 29
11.1. Simulated scenario........ ... 29
11.2. Input data. ..... ... 30
11.3. Influence of pre-HC links......... ... ... ... ... ... .... 30
11.4. Used link layers. . ... ... . 30
11.4.1. PPP in HDLC-like framng..................... 31

11.4.2. Link-layer with partial checksum (LLPC)...... 31

11.5. The cellular link........ ... . .. . . . . . . . .. 32
11.6. Conpression performance................ .. 32
11.7. Robustness results...... ... . . . .. . 34
11.8. CRC strength considerations............. ... .. ... ...... 37

12, ConcCl UuSi ONS. .. 37
13. Intellectual property considerations......................... 37
14, Ref erenCes. . .. 38

Jonsson, Degernark, Hannu, Svanbro [ Page 2]



| NTERNET- DRAFT Robust Header Conpression

15. Authors’ addresSes........evvvevvieeeeieiiiiiiiiiiieeee 39
Appendix A. Detailed classification of header fields............ 40
A.l. IPv6 header fields...........cccoviiiiiiininnnenn. 40
A.2. IPv4 header fields...........ccoooiiiiiiiiiiennnenn. 40
A.3. UDP header fields........cccccceeeeiiiiiniiniinnns 41
A.4. RTP header fieldS.........cccccovvviiiivriinnnnnnn. 41
AL, SUMMANY ... 42
Appendix B. Mapping of ID and AD fields......................... 43

Document history

00 1999-06-22 First release.

01 1999-09-01 Only small corrections and modifications. The
Sequence Number field was erroneously labeled
Destination Port in the "Context update header".

Jonsson, Degermark, Hannu, Svanbro [Page 3]

Sept enber

1,

1999



| NTERNET- DRAFT Robust Header Conpression Sept enber 1, 1999

1. I nt roducti on

During the last five years, two comuni cation technol ogies in
particul ar have becone comonly used by the general public: cellular
tel ephony and the Internet. Cellular tel ephony has provided its users
with a revolutionary possibility to always be reachable with
reasonabl e service quality no matter where they are. However, up to
now t he main service provi ded has been speech. Wth the Internet, the
condi tions have been al nost the opposite. Wiile flexibility for al

ki nds of usage has been its strength, its focus has been on fixed
connections and large termnals, and the experienced quality of sone
services (like Internet tel ephony) has generally been | ow

Today, |P-tel ephony is gaining nomentum due to inproved technica
solutions. It seens reasonable to believe that P in the years to
come will be a commonly used way to carry tel ephony. Some future
cellular telephony links m ght al so be based on | P and | P-tel ephony.
Cel I ul ar phones may have | P stacks supporting not only audi o and

vi deo, but al so web browsing, enmil, gaming, etc.

The scenario we are envisioning mght then be the one in Figure 1.1,
where two nobile terminals are comunicating with each other. Both
are connected to base stations over cellular |links and the base
stations are connected to each other through a wired (or possibly

Wi rel ess) network. Instead of two nobile terminals, there could of
course be one nmobile and one wired termnal, but the case with two
cellular links is technically nore demandi ng.

Mobi | e Base Base Mobi | e
Ter m nal Stati on St ati on Ter m na
| ~ ~ ~ \/ \ /-~ ~ ~ ~
I I I I
+- -+ | [ +- -+
| I I |
| I I |
+- -+ | | +- -+
I I
| :::::::::::::::::::::::::|
Cel | ul ar Wred Cel | ul ar
Li nk Net wor k Li nk

Figure 1.1 : Scenario for |IP tel ephony over cellular |inks

It is obvious that the wired network can be | P-based. Wth the

cellular links, the situation is less clear. |IP could be term nated
in the fixed network, and special solutions be inplenented for each
supported service over the cellular link. However, this would limt
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the flexibility of the services supported. If technically and
economically feasible, a solution with pure IP all the way from
termnal to termnal would have certain advantages. However, to nake
| P-all-the-way a viable alternative, a nunber of problenms have to be
addressed, especially regardi ng bandw dth efficiency.

For cellular phone systens, it is of vital inportance to use the
scarce radio resources in an efficient way. A sufficient nunber of
users per cell is crucial, otherw se deploynent costs will be

prohi bitive [CELL]. The quality of the voice service should al so be
as good as in today's cellular systens. It is likely that even with
support for new services, |lower quality of the voice service is
acceptable only if costs are significantly reduced.

A problemwith I P over cellular links when used for interactive voice
conversations is the |arge header overhead. Speech data for |P-

tel ephony will nost likely be carried by RTP [RTP]. A packet will
then, in addition to link-layer fram ng, have an IP [|IPv4] header (20
octets), a UDP [UDP] header (8 octets), and an RTP header (12 octets)
for a total of 40 octets. Wth IPv6 [IPv6], the I P header is 40
octets for a total of 60 octets. The size of the payl oad depends on

t he speech coding and frame sizes used and nay be as | ow as 15-20
octets.

From t hese nunbers, the need for reduci ng header sizes for efficiency
reasons i s obvious. However, cellular links have characteristics that
make header conpression as defined in [IPHC, CRTP, PPPHC] perform | ess
than well. The nost inportant characteristic is the | ossy behavior of
cellular links, where a bit-error-rate (BER) as high as le-3 nust be
accepted to keep the radi o resources efficiently utilized [CELL]. In
severe operating situations, the BER can be as high as le-2. The
other problematic characteristic is the long round-trip tinme (RTT) of
the cellular link, which can be as high as 100-200 nilliseconds

[ CELL]. A viable header conpression scheme for cellular |inks nmust be
able to handle loss, on the Iink between the conpression and
deconpression point as well as |oss before the conpression point.

Bandwi dth is the nbost costly resource in cellular |inks. Processing
power is very cheap in conparison. |nplenentation or conputationa
sinplicity of a header conpression schene is therefore of |ess

i mportance than its conpression ratio and robustness.
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2. Term nol ogy

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMVENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119.

BER

Bit Error Rate. Cellular radio |links have a rather high BER In
this docunment BER is usually given as a frequency, but one al so
needs to consider the error distribution as bit errors are not

i ndependent. In our simulations we use a channel with a certain
BER, the error distribution is according to a realistic channe

[ WCDMVA] .

Cel lul ar |inks

Wreless Iinks where the BERis rather high in order to achieve an
ef ficient system overall

Conpr essi on efficiency

The perfornmance of a header conpression schenme can be descri bed
with two paranmeters, conpression efficiency and robustness. The
conpression efficiency is how nuch header sizes are reduced by the
conpressi on schene.

Conpression profile

A conpression profile is a specification of howto conpress a
certain kind of packet stream over a certain kind of |ink
Conpression profiles provide the details of the header conpression
framework introduced in this docunent.

Cont ext

The context is the state which the conpressor uses to conpress a
header and the deconpressor uses to deconpress a header. The
context is the unconpressed version of the |ast header sent
(compressor) or received (deconpressor) over the |link, except for
fields in the header that are included "as-is" in conpressed
headers or can be inferred from e.g., the size of the link-Ieve
frame. The context can also contain additional information

descri bing the packet stream for exanple the typical inter-packet
i ncrease in sequence nunbers or tinestanps.

Cont ext danmmge
When the context of the deconpressor is not consistent with the

context of the conpressor, header deconpression will fail. This
situation can occur when the context of the deconpressor has not
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been initialized properly or when packets have been | ost or damaged
bet ween conpressor and deconpressor. Packets which cannot be
deconpressed due to inconsistent contexts are said to be |ost due
to context damage.

Cont ext repair mechani sm

To avoi d excessive context damage a context repair nmechanismis
needed. Context repair nechanisns can be based on explicit requests
for context updates, periodic updates sent by the conpressor, or
met hods for local repair at the deconpressor side

FER

Frame Error Rate. The FER considered in this docunent includes the
frames | ost on the channel between conpressor and deconpressor and
franes | ost due to context damage. FER is here defined to be
identical to packet |loss rate.

| deal header conpression schene

An ideal header conpression schene introduced and defined for
conpari son purposes. It is not realistic. The ideal schenme perforns
like CRTP would do if used over error-free links to conpress input
data wi thout irregular changes in its header fields. The conpressed
header of the ideal header conmpression schene is always two bytes,
the schene never | oses packets due to context danage, and it does
not need to initialize the deconpressor context.

Header conpressi on CRC

A 10-bit CRC conputed by the conpressor and included in each
conpressed header. Its main purpose is to provide a way for the
deconpressor to reliably verify the correctness of reconstructed
headers. What values the CRC is conputed over depends on the packet
type it is included in, typically it covers the original header

Pre-HC |i nks

Pre-HC links are all links before the header conpression point. If
we consider a path with cellular links as first and |l ast hops, the
Pre-HC links for the conpressor at the last link are the first
cellular link plus the wired links in between.

Robust ness

The performance of a header conpression schene can be descri bed
with two paraneters, conpression efficiency and robustness. A
robust scheme tolerates errors on the link over which header
conpression is taken place wi thout |osing additional packets,

i ntroducing additional errors, or using nore bandwi dth.
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Spectrum ef fi ci ency

Radi o resources are limted and expensive. Therefore they nust be
used efficiently to make the system economically feasible. In
cellular systens this is achieved by maxi m zi ng the nunber of users

served within each cell, while the quality of the provided services
are at an acceptable level. A consequence of efficient spectrumuse
i s high BER

Ti mestanp delta

The tinmestanp delta is the increase in the timestanp val ue between
two consecutive packets.

3. Existing header conpression schenes

The original header conpression schenme, CTCP [VJHC], was invented by
Van Jacobson. CTCP conpressed the 40 octet |P+TCP header to 4 bytes.

Header conpression nethods nmintains a context, which is essentially
t he unconpressed version of the | ast header sent over the l|ink, at
bot h conpressor and deconpressor. Conpression and deconpression is
done relative to the context. When conpressed headers carry

di fferences fromthe previous header, each conpressed header will
update the context of the deconpressor. Wen a packet is |ost between
conpressor and deconpressor, the context of the deconpressor will be
brought out of sync since it is not updated correctly. A header
conpressi on nethod nmust have a way to repair the context, i.e., bring
it in sync, after such events.

The CTCP conpressor detects transport-level retransni ssions and sends
a header that updates the context conpletely when they occur. This
repai r nechani sm does not require any explicit signaling between
conpressor and deconpressor

CRTP [CRTP, | PHC] by Casner and Jacobson is a header conpression
schene that conpresses 40 octet |Pv4/UDP/ RTP headers to a mnini num of
2 octets when no UDP checksumis present. |If the UDP checksumis
present, the minimum CRTP header is 4 octets. CRTP cannot use the
sanme repair nechani smas CTCP since UDP/ RTP does not retransnit.

I nst ead, CRTP uses explicit signaling nessages from deconpressor to
conpressor, called CONTEXT _STATE nessages, to indicate that the
context is out of sync. The link roundtrip time will thus lint the
speed of this context repair mechani sm

On lossy links with long roundtrip tines, such as nost cellul ar
links, CRTP does not performwel|l. Each | ost packet over the |ink
causes several subsequent packets to be lost since the context is out
of sync during at |least one link roundtrip tinme. This behavior is
docunented in [CRTPC]. For voice conversations such long | oss events
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4.

wi Il degrade the voice quality. Mreover, bandwidth is wasted by the
| arge headers sent by CRTP when updating the context. [CRTPC] found
that CRTP performed nuch worse than an i deal header conpression
schene for a lossy cellular link. It is clear that CRTP al one is not
a vi abl e header conpression schene for cellular |inks.

To avoid | osing headers due to the context being out of sync, CRTP
deconpressors can attenpt to repair the context locally by using a
mechani sm known as TW CE. Each CRTP packet contains a counter which
is incremented by one for each packet sent out by the CRTP
conpressor. |If the counter increases by nore than one, at |east one
packet was | ost over the link. The deconpressor then attenpts to
repair the context by guessing how the | ost packet(s) woul d have
updated it. The guess is then verified by deconpressing the packet
and checking the UDP checksum- if it succeeds, the repair is deened
successful and the packet can be forwarded or delivered. TWCE gets
its name fromthe observation that when the conpressed packet stream
is regular, the correct guess is to apply the update in the current
packet twice. [CRTPC] found that even CRTP with TWCE | ost around two
times as many packets than the ideal header conpression schene.

TW CE i nproves CRTP performance significantly. However, there are
several problenms with using TWCE

1) It becones mandatory to use the UDP checksum
- the conpressed header size increases by 100%to 4 octets.

- nost speech codecs devel oped for cellular links tolerate errors
in the encoded data. Such codecs will not want to enable the UDP
checksum since they want danaged packets to be delivered.

- errors in the payload will nmake the UDP checksum fail when the
guess is correct (and might nake it succeed when it is wong).

2) Loss in an RTP streamthat occur before the conpression point will
make updates in CRTP headers |ess regular. Sinple-mnnded versions
of TWCE will then performbadly. More sophisticated versions
woul d need nore repair attenpts before finding the correct update.

Desired i nprovenents

The major problemwith CRTP is that it is not sufficiently robust

agai nst packets bei ng damaged between conpressor and deconpressor. A
vi abl e header conpression schene nmust be less fragile. This increased
robust ness nust be obtained wi thout increasing the conpressed header
size; a larger header would nake | P tel ephony over cellular |inks
economi cally unattractive

A maj or cause for CRTP:s bad perfornmance over cellular links is the
long link roundtrip tinme, during which many packets are | ost when the
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context is out of sync. That problem can be attacked directly by
finding ways to reduce the link roundtrip time. Future generations of
cellular technol ogi es may i ndeed achieve lower link roundtrip tines.
However, they will probably always be rather high [CELL]. The
benefits in terns of |ower |oss and smaller bandw dth demands if the
context can be repaired locally will be present even if the link
roundtrip tine is decreased. Areliable way to detect a successfu
context repair is then needed.

One mght argue that a better way to solve the problemis to inprove
the cellular link so that packet loss is less likely to occur. It
woul d of course be nice if the links were al nost error free, but such
a systemwould not be able to support a sufficiently |arge nunber of
users per cell and woul d thus be econonically unfeasible [CELL].

One nmight also argue that the speech codecs should be able to dea
with the kind of packet |oss induced by CRTP, in particular since the
speech codecs probably must be able to deal with packet |oss anyway
if the RTP stream crosses the Internet. Wiile the latter is true, the
kind of loss induced by CRTP is difficult to deal with. It is usually
not possible to hide a | oss event where well over 100 ms worth of
sound is conmpletely lost. If such |oss occurs frequently at both ends
of the path, the speech quality wll suffer.

5. Proposed solution

W propose a solution which is heavily geared towards | ocal repair of
the context. What is needed is a reliable way to detect when a repair
attenpt has succeeded, plus possibly hints to the deconpressor about
how t he header fields have changed.

The key el enent of our header conpression schenme is that conpressed
headers carry a 10-bit strong checksum conputed over the header

bef ore conmpression. This provides a reliable way to detect whether
deconpressi on and context repair has succeeded. In addition to these
10 bits, the header will contain codes and additional information as
needed for deconpression

A compl etely general solution cannot achi eve conpression rates high
enough to nake | P tel ephony over cellular econonically feasible. On
the other hand the solution needs to be extendabl e so that other

ki nds of packet streans can al so be conpressed well. Therefore, we
envi sion a schene where the basic framework is supplenmented with a
set of conpression profiles, where each conpression profile provides
the exact details on how a packet streamis to be conpressed and
deconpressed. The use of conpression profiles allows the basic
framework to be adapted to the properties of packet streans as well
as various |link properties.
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5. 1. Base header format

There is only one kind of base header in this schene. Distinguishing
packet streams and packet types is necessary, but sone of that

i nformati on may be avail able fromthe underlying technol ogy, for
exanple if each packet streamhas its own | ogical channel. To avoid
wasting precious header bits, we decided to leave it to the
conpression profile to decide how to distinguish packet types and
packet streanms. This allows efficient use of header bits overall when
the link-layer does not carry explicit information on packet types.

The header format is shown below. The only fields defined by the
basi ¢ framework are the Header Conpression CRC and Code fields. The
semantics of the Code field is determ ned by the conpression profile
used. By inspecting the Code field, the deconpressor knows whet her
the Extension field is present and its size, and also if the Payl oad
field is present.

1 1
0 90 5
B S S S T T i s s i e +
| Header Conpr. CRC | Code | Extension | Payl oad
B R e o T T N e S S T +

Header Compression CRC 10-bit CRC covering whatever the current
conpression profile specifies for the
packet type.

Code 6-bit code whose semantics is defined
by the conpression profile. Determnines
whet her the next two fields are present.

Ext ensi on If present, an extended code and/or
val ues as determ ned by Code and
conpressi on profile.

Payl oad If present, the payload of the origina
packet .

A conpression profile can define headers which do not have a
correspondi ng origi nal packet. An exanple would be to send non-
changing fields of a packet stream as a separate packet. Another
exanpl e would be to send packets to update the RTP-tinmestanp field
even when no RTP packets arrive, in order to decrease the increnment
in the RTP-timestanp field when a packet does arrive. For such
conpressed headers, the conpression profile nust specify over what
val ues the Header Conpression CRC is conputed.
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5. 2. Data structures

The conpression schene needs to maintain a context for conpression
and deconpression of a packet stream The context nust be kept
updated at both conpressor and deconpressor. The context is
essentially the header of the |ast packet transmtted, and includes
all static header fields plus sonme fields that change nore or |ess
frequently. If the conpression profile used is designed to handle a
certain amount of packet |oss on the link, both conpressor and
deconpressor will typically keep information about earlier packets;
packets that arrived before the current packet. Finally, there may be
packet streamrelated information such as the tinestanp delta or a
list of which CSRC itens that have occurred in the packet stream

5.3. Header conpression profiles

The details on how a packet streamis to be conpressed and
deconpressed is deternmined by a conpression profile. Over a link a
nunber of profiles can be active, but for each |ogical channe
exactly one profile is active. How to determ ne what profile to use
for which channel and how that is negotiated between conpressor and
deconpressor is not specified in this docunent.

One way to select a profile can be to have a common channel over
whi ch a general - purpose header conpression schene, perhaps CRTP, is
used. Wien its found that a packet streamis conpressible, and the
change pattern of its fields has been observed, it is switched to
anot her channel where a suitable conpression profile is used.

Profiles can be defined to conpress one packet streamonly, in which

case the link layer nust be able to separate packet streans. Profiles
can al so be defined for conpression of nore than one packet streamin
whi ch case the profile must provide a way to distinguish between the

packet streans.

| nportant paranmeters to consider when designing a conpression profile
are:

- what support there is fromthe |ink-layer, such as the nunber of
packet streans per channels, and if it can indicate packet types.

- the rate and pattern of |oss of the channel
- the rate and pattern of |oss before the conpression point.

- what kinds of packet streans to conpress (I1Pv6, |Pv4, RTP, TCP
etc).

- the pattern of change of the changing fields.

Jonsson, Degernmark, Hannu, Svanbro [ Page 12]



| NTERNET- DRAFT Robust Header Conpression Sept enber 1, 1999

When these things have been considered, the specifics of the profile
can be determi ned. The profile nust specify:

- the exact semantics of the Code field, which will include packet
types, packet formats, extensions, etc.

- what the Header Conpression CRC covers for all packet types.

- the informati on needed in the contexts for conpression and
deconpression, which will include history information and
properties of the packet stream

- procedures for conpression and deconpression
- how conpression is initiated (full headers, or by other neans).
- description of context repair nmechani sns.

Chapter 7 is an exanple of a conpression profile for |IP tel ephony
over cellular links.

6. Cassification of header fields

The | P/ UDP/ RTP header fields can be classified by the way they are
expected to change. First of all, we classify them as:

| NFERRED These fields contain values that can be inferred
from other values, for exanple the size of the frane
carrying the packet, and thus nust not be handl ed at
all by the conpression schene.

STATI C These fields are expected to be constant during the
lifetime of the packet stream Static information
must in some way be comruni cated once

STATI C- KNOMWN These static fields are expected to have well known
val ues and are therefore not needed to be
conmmuni cated at al |

CHANG NG These fields are expected to vary in sonme way,
either randomy, within a limted scope, with
constant val ues, or by other neans.

Al fields of the | P/UDP/ RTP headers are classified in appendi x A
Table 6.1 summarizes this for | P/UDP/RTP. The interval for the
CHANG NG fields in Table 6.1 reflect the varying size of the CSRC
list of the RTP header.
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S R R +
| Class \ IP ver | IPv6 (octets)| IPv4d (octets)|
o o e e o - oo +
| STATIC | 42 +6 bits | 16 +3 bits |
| STATI C- KNOWN | 1 +6 bits | 4 +1 bit |
| CHANG NG | 11.5(-71.5) | 13.5(-73.5) |
| | NFERRED | 4 | 6 |
o o e ok o +
| Total | 60(-120) | 40(-100)

S S R +

Table 6.1 : size of field classes

The information carried in the STATIC fields have to be transferred
once, and the profile MJST specify a way for doing this. It MJST al so
handl e the CHANG NG fi el ds, and that SHOULD be done efficiently based
on the expected change patterns. The information in | NFERRED and
STATI C- KNOMN fi el ds SHOULD NOT be transmitted at all. The val ues of

| NFERRED fi el ds can be conputed from other infornation known to the
deconpressor. The val ues of STATIC-KNOM fields are inplicitly
defined by the conpression profile.

7. A header conpression profile for |P-tel ephony packet streans

This section is an exanple showi ng how the franmework outlined in 5
could be instantiated for conpressing the headers of an | P tel ephony
packet stream Both IPv6 and I Pv4 are covered, so this section
actually defines two profiles: one for |Pv6/UDP/ RTP packet streans
and one for |Pv4/UDP/ RTP packet streans.

7.1. Usage scenarios, environnent and requirenents

This profile is intended for |P-tel ephony over cellular links wth
high error rates. The schene is designed to successfully handle |oss
of at |least two consecutive packets over the link, wthout

i ntroduci ng any additional |oss. The packet streanms MJST be separated
such that each packet streamhas its own | ogical channel. The Iink

| ayer MJST provide information about the size of each packet sent
over the link. The schene does not rely on there being a |ink-1layer
checksum

As a cellular Iink with simlar characteristics is expected at the
ot her end of the connection, the schenme is also designed to handle
two consecutive | ost packet before the conpression point wthout

i ncreasing the size of the conpressed header. The profile is also
designed to handl e reordering of single packets before the
conpressi on point wthout increasing the size of conpressed headers.
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7.2. Analysis of change patterns of header fields

To design a suitable coding for the CHANG NG header fields, their
change patterns need to be anal yzed. Table 7.1 sunmarizes the
expect ed change patterns of these fields.

| Field\ Frequency | ~1/ pkt | ~1/tal kspurt | sel dom |

| IPv4 ldentification
| P TOS/ Tr. d ass
| IP TTL/ Hop Linit
| UDP Checksum

| RTP Marker

| RTP Payl oad Type
| RTP Seq. Nunber
| RTP Tinestanp

| RTP CSRC

| Timestanmp Delta

XX XXX XXXX

Table 7.1 : Change frequenci es of CHANG NG header fields

An X in the first columm of Table 7.1 indicates random changes in al
or alnost all packets. Colum two is for rather infrequent changes,
on the order of one per tal kspurt, while the third colum is for very
i nfrequent changes. The third columm is al so used for changes that
are constant and predictable; an exanple would be the RTP sequence
nunber which will increnent by one for each packet.

Table 7.1 does not consider changes caused by | oss or reordering
before the conpression point. Such problens are dealt with by the
mechani sns in section 7.4. The followi ng subsections di scusses the
vari ous header fields in detail

7.2.1. |Pv4 ldentification

The Identification field (IP ID) of the |Pv4d header is there to
identify which fragnents constitute the same datagram when
reassenbl ing fragmented datagrans. The | Pv4 specification does not
specify exactly howthis field is to be assigned values, only that
each packet should get an IP ID that is unique for the source-
destination pair and protocol for the time the datagram (or any of
its fragnents) could be alive in the network. This means that
assignment of IP ID values can be done in various ways, which we have
separated into three cl asses.
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Sequent i al

Thi s assignnent policy keeps a separate counter for each outgoing
packet stream and thus the IP ID value will increnment by one for
each packet. Wien RTP is used on top of UDP and IP, this neans
that the IP ID value would foll ow the RTP sequence nunber. The
change pattern corresponds to colum three of Table 7.1.

Random

Sorme | P stacks assign IP ID values using a pseudo-random nunber
generator. There is thus no correl ation between the ID val ues of
subsequent datagranms. Therefore there is no way to predict the IP
I D value for the next datagram For header conpression purposes,
this means that the IP ID field needs to be sent unconpressed
with each datagram resulting in two extra octets of header. |IP
stacks in cellular termnals SHOULD NOT use this |IP |ID assignment

policy. The change pattern corresponds to colum one of Table
7. 1.

Sequential junp

This class originates fromI|P stacks that that do sequenti al
assignment of IP ID values, and uses the sane counter for al
connections. Wen the sender is involved in nore than one

conmuni cati on simul taneously, the IP ID can increase by nore than
one. The IP ID values will be nuch nore predictable and require

Il ess bits to transfer than random val ues, and the packet-to-
packet increment (determ ned by the nunber of active outgoing
packet streams) will usually be linited. This change pattern
corresponds to colum two of Table 7.1

This profile is designed to handl e sequential IP ID fields. Mdified
profiles are required if the behavior is different. Designers of
| P stacks for cellular term nals SHOULD use the Sequential policy.

7.2.2. |IP Traffic-Cass / Type-O-Service

The Traffic-C ass (I Pv6) or Type-Of-Service (I1Pv4) field is expected
to be constant during the lifetinme of a packet streamor to change
relatively seldom corresponding to colum three of Table 7. 1.

7.2.3. |IP Hop-Limit / Time-To-Live

The Hop-Limt (IPv6) or Time-To-Live (I1Pv4) field is expected to be
constant during the lifetinme of a packet streamor to alternate
between a |imted nunber of values, therefore it corresponds to
colum three of table 7.1.
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7.2.4. UDP Checksum

The UDP checksumis optional. If disabled, it corresponds to colum
three of Table 7.1 because its value is constant (zero). |f enabl ed,
its val ue depends on the payl oad which for conpression purposes wll
be equivalent to it changing randomy with every packet. Therefore it
bel ongs in colum one of Table 7.1.

This profile does not handl e UDP checksuns, i.e., it assumes that the
UDP checksumis disabled. Chapter 8 discusses ways to define profiles
for packet streans with enabled UDP checksuns.

7.2.5. RTP Mar ker

The marker bit is assuned to be set only in the first packet of a
tal kspurt, corresponding to colum two of Table 7.1

7.2.6. RTP Payl oad Type

Changes of the RTP payload type within a packet streamis expected to
be a rare case. Applications could adapt to congestion by changi ng
payl oad type and/or frame sizes, but that is not expected to happen
frequently. This patterns corresponds to colunmn three of Table 7. 1.

7.2.7. RTP Sequence Nunber

The RTP sequence nunber will be incremented with one for each packet.
This corresponds to colum 3 of Table 7.1

7.2.8. RITP Tinestanp

As long as there are no pauses in the audio stream the RTP tinmestanp
will be incremented with a constant val ue, corresponding to the
nunber of sanples in the (constant size) speech franme. It will thus
foll ow the RTP sequence number. This corresponds to columm three of
Table 7.1. Wen there has been a silent period and a new tal kspurt
begins, the tinmestanp will junp in proportion to the Iength of the
silent period. Such cases correspond to colunmm two of Table 7.1.
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7.2.9. RTP Contributing Sources (CSRC)

The participants of a session, which are identified by the CSRC
fields, are expected to be al nost the sane on a packet-to-packet
basis with relatively additions or renovals. Therefore the occurrence
in colum two of Table 7.1. For two-part conversations where no CSRC
is present the behavior corresponds to colum three of Table 7. 1.

7.2.10. RTP Tinmestanp delta

The RTP tinestanp will be incremented with a constant value (the
tinmestanp delta) for each packet received as long as the tine per
speech frame is constant. Changes of the tinestanp delta is expected
to be rare, and correspond to colum three of Table 7.1.

7.3. Packet types and code field usage

The schene makes use of four different packet types; STATIC,
CONTEXT_UPDATE, COWVPRESSED and CONTEXT_REQUEST. Detail ed descriptions
of packet formats are given in chapter 7.5.

The Code field is used to distinguish between packet types. Four code
points in the Code field are reserved to identify STATIC,
CONTEXT_UPDATE and CONTEXT_REQUEST packets while all other

conbi nati ons are used for COVPRESSED packets. The reserved patterns
are:

STATI C 000000

CONTEXT_UPDATE 000001
CONTEXT_REQUEST 11111-

For other values of the Code field, its format is as shown bel ow

S o O o
| Code | -> | S-Code |X
e e +o e e e e -+
S- Code Sequence code. 5 bits. An encodi ng of RTP sequence nunber

changes for the actual and sone previous packets.
Its semantics is specified in 7.4.

X E(X)tension bit. X=1 indicates that an extension is

present. X=0 indicates that there is no extension
Ext ensi ons are defined in section 7.5.
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7.

7.

4. Robust encodi ng and decodi ng of delta information

4.

The analysis in section 7.2 excluded changes due to | oss and/or
reordering before the header conpression point. Such changes wl|
have an inpact on the regularity of the RTP sequence nunber, RTP

ti mestanp value and, for IPv4, the IP ID value. However, as described
in 7.2, both the RTP tinestanp and the IP ID value are expected to
foll ow the RTP sequence nunber for nobst packets. The task is then to
comuni cat e RTP sequence number changes in a way that tolerates two
consecutive | ost packets on the |ink between conpressor and
deconpressor. This chapter describes howto do this by using the 5-
bit S-Code.

1. Sequence nunber changes to handl e

The source increases the RTP sequence nunber with one for each packet
sent. However, due to |osses and reordering the changes seen by the
conpressor will vary. If we consider our scenario in Figure 1.1 where
there are cellular links at both ends of the path, it seens
reasonable to set the sanme algorithmrequirenents for loss on a
cellular link at the other end of the path. This inplies that two
consecutive packets could be lost. Loss on the wired portion of the
path is assunmed to be insignificant in conparison, so the maxi mal
nunber of |ost packets to be handl ed efficiently is two al so before

t he header conpression point. An exanple of possible sequence nunber
changes seen by the conpressor would then be as shown in Figure 7.1.

From sender : 1 2 3 4 5 6 7 8 9 10
Lost on path : X X X X X

Received by HC : 1 4 5 7 10
Sequence delta : - 3 1 2 3

Figure 7.1: possible sequence number changes.

Possi bl e sequence delta value for loss are then: 1, 2 or 3

Packet reordering is unconmon, but should also be handled as |ong as
it is single reordering (one packet arrives "early"). This requires
one extra possi bl e sequence delta, -1.

The sequence deltas to handle are thus: -1, 1, 2 and 3. Wen packets
are duplicated in the network, the delta can be 0 (zero). W do not
deal with such deltas because duplicated packets MJUST NOT be sent
over the cellular link; they MJST be discarded.
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7.4.2. Conpression of sequence nunber val ues

The sequence nunber encoding is based on two val ues called I ndividua
Delta (I D) and Accunul ated Delta (AD). These two are further encoded
to one value, called the Encoded Delta (ED), which is sent in the
conpressed header. The val ues are cal culated as foll ows.

I D: The Individual Delta is the sequence nunber delta fromthe
previ ous packet sent fromthe conpressor. The value can be -1
1, 2 or 3.

AD: The Accunul ated Delta is a sumof the Individual Delta val ues of
the two previous packets sent fromthe conpressor. The possible
values of ADwill be 1, 2, 3, 4, 5 and 6 (0 or -1 not possible).

ED: 1D and AD are mapped to a single value, ED, as described in
Appendi x B. The ED value is then sent in the S-code field of
each COVWPRESSED packet .

The purpose of transmitting the encoded delta values is to nmake it
possi ble to recover from packet |oss between conpressor and
deconpressor.

7.4.3. Deconpression of RTP sequence number val ues

The deconpressor nakes attenpts to deconpress based on assunptions on
t he nunber of |ost packets between conpressor and deconpressor since
the | ast packet received and successfully deconpressed. For each
attenpt the header is reconstructed according to the assuned numnber
of lost packets, and the correctness is verified with the Header
Conpression CRC. To reconstruct the header the ID and AD val ues are
used to cal cul ate the sequence nunber corresponding to the attenpt.
The deconpressor needs a short history of previous |IDs, ADs and RTP
sequence numbers to do this. The details of the algorithmis

expl ained in the foll ow ng:

Let the deconpressor keep an imagi nhary counter, S, of the packets
received and et N be the nunber of the current packet. S(N) is the
cal cul at ed RTP sequence nunber for packet N. The attenpts are nade in
the foll owi ng order:

Attenpt 1 - No |l oss : S(N)

S(N-1) + ID(N)

S(N-1) + ID(N) + AD(N) - ID(N-1)
S(N-1) + ID(N) + AD(N)

If attenpt 3 fails, nmore than two previous consecutive packets nust

have been | ost between compressor and deconpressor and the
deconpression i s not guaranteed to succeed. A deconpressor MAY nake

Attenpt 2 - One lost :  S(N)

Attenpt 3 - Two lost :  S(N)
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additional repair attenpts. A CONTEXT_REQUEST MJST be sent to the
conpressor to request an update to repair the context if the repair
fails.

7.5. Header formats

This section defines the header formats of the four packet types
together with descriptions of when and how to use them

7.5.1. Static information packet, initialization

The STATIC packet type is a packet containing no payload but only the
header fields that are expected to be constant within the lifetinme of
the packet stream (classified as STATIC in chapter 6). A packet of
this kind MJST be sent once as the first packet from conpressor to
deconpressor and al so when requested by deconpressor (see 7.5.4). The
packet format is shown below for 1 Pv6 and | Pv4, respectively.

| Pv6 (45 octets)

11
0 78 56
B T i ik T s I S I T S S

| Header Conpr. CRC |0 0 O O 0]O]

i i e S e s ok i R SR R S

*
I

= W

| Fl ow Label | P| E|

i i i i i S it S D S S S S S S
| SSRC |
B T o S o s oL T S e e s oL S B e s i S S

| Source Port | Destination Port |
B T i i s i S S S i S i St SIS S SR

Sour ce Address
B i I S e e ki T S R S e S e S i T S it T S e TR o

|
+
|
+
|
+
|
+
|
+
. |
Desti nati on Address +
|
+
|
+

|
+
|
+
|
+
|
+-
|
+
|
+
|
+
|
T T R S

Jonsson, Degernmark, Hannu, Svanbro [ Page 21]



| NTERNET- DRAFT Robust Header Conpression Sept enber 1, 1999

| Pv4 (19 octets)

= W

11 2 2
0 78 56 34
B i T e e S S e e ol It UIE TR S TR S e R S S e ik i
| Header Conpr. CRC |0 0 O O O|O| F| Pl E * [
B T i i T i i T i S T sl i S S S S S
| SSRC |
B i T S S il T i o S e S e S it i S S I S R S e e =
| Source Port | Destination Port |
B i e S R S T i i T S e S e e e e i S B S S g
| Sour ce Address |
B T i i s S S i S S i i iy S S S S S
| Destination Address |
B e S T I T i i S I e S i S e o o o e s e e

For this packet type, the Header Conpression CRC is cal cul ated over

the entire packet, except the Header Conpression CRC field, and is

used at the deconpressor side to verify the correctness of the

packet. All other fields except the code (000000) and the unused (*)

are the ordinary IP, UDP and RTP fields (F=IPv4 Don’t Fragment, P=RTP
Padding, E=RTP Extension).

Only one STATIC packet is sent at each occasion. If the decompressor
receives compressed headers or updates without having received a
STATIC packet, the decompressor MUST request a STATIC packet.

7.5.2. Context update packet

The CONTEXT_UPDATE packet type has a header containing all changing
header fields in their original, uncompressed form, and carries a

payload just as ordinary COMPRESSED packets. A CONTEXT_UPDATE packet
MUST be sent after the initial STATIC packet to set up the

decompressor context for the first time. In addition, this update

packet type MUST be used whenever the decompressor requests a context
update, and when the header fields change in a way that cannot be

encoded in COMPRESSED packets. The packet format is shown below for

IPv6 and IPv4, respectively.
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| Pv6 (13 octets + CSRC List of 0-60 octets)

w N
AN
= W

11
0 78 56
N e i I e T s sl sl oot SRR R S o
Header Conpr. CRC |0 0 0 0 0|1
R i T e S e i s e I TR S R S e e S e e i
Traffic dass | Hop Limt | M Payl oad Type|
B e i T i T S R S ik o I TR i SR S T i i s i T o i
Ti mestanmp Delta | CSRC | Sequence Numnber |
B S S i m e b i i i S e S e i s i
Ti mest anp
e i T S e e ik o EI S e R S S R P I T ek i S R R R
CSRC Li st
B e I e i i T Sl T S S s eI R e e T st S SRR SRS S S
Payl oad
R e i T e e ik ol S T R S S e O i T e i i e e

+

|
+

|
+-
|
+

|
+

| Pv4 (15 octets + CSRC List of 0-60 octets)

= W

11 2 2
0 78 56 3 4
B T i it T ST S S T S S
| Header Conpr. CRC |0 0 O O O] 1] TGS [
I S i S i S i S S S S S
| I dentification | TTL | M Payl oad Type
I T S S i S S i S S S S S o
| Ti mestanmp Delta | CSRC | Sequence Numnber
B T T e S L S i ST S it T i S S S e e e T 5
| Ti mest anp
T i I S i i S i et (Il NI S R S S e i i S e it ol
CSRC Li st
I s it I R it S S i S S S N R T o
Payl oad
e o S e S S e o i e S S S S e e s s s S S R e R R R R e

For this packet type, the Header Conpression CRC is cal cul ated over
the original packet header only. Al fields except the code (000001)
and the Tinmestanp Delta are the ordinary IP, UDP and RTP fields. The
Tinmestanp Delta is the current delta between RTP tinestanps in
consecutive RTP packets.

Each time a CONTEXT_UPDATE packet is sent, the two subsequent packets

MJST al so be CONTEXT_UPDATE packets. This ensures that the update
wi Il succeed even when two consecutive packets are |ost.
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7.5.3. Conpressed packets

The COVWPRESSED packet type is the nost comonly used one and is
designed to handl e ordinary changes as efficiently as possible. Wen
changes are regular, all information is carried in the base header
with only the Header Conpression CRC and the Sequence Code. The
header of a COWPRESSED packet has the follow ng fornat.

1
0123456789012345
B T i i T S S S S S S
| Header Conpr. CRC | S-Code |0
B el T i e e e ol i ok I e

The Header Conpression CRC is computed over the original packet
header. Neither the S-Code nor the extension bit is included in the
checksum comput ati on.

Less regul ar changes of the header fields require an extension in
addition to the base header. The extension is of variable size
dependi ng on the information needed to be transnmtted. Wen there is
an extension present in the COVMPRESSED packet, it is indicated by the
extension bit being set. The header will then have the format shown
bel ow and will include at |east one extra octet of data.

1 2
012345678901234567890123
B il ik i S i i I R e L ok
| Header Conpr. CRC | S-Code |1] Type| |
B T s S S e T S ST S S S S S R

The first three bits of the extension is the Type field which
specifies which kind of extension is present. This profile defines
si x extension types. The guiding principle for choosing extension
type is to find the small est header type that can communicate the
i nformati on needed.

The extension can carry an Mfield, a TS LSB field, and an Extra
field. The Mfield is the RTP marker bit and the TS LSB is the | east
significant bits of the tinestanp value (the nost significant bits
are then expected to be unchanged since previous packets). The Extra
field contains four bits indicating the presence of up to four
addi ti onal header fi el ds.

The defined extension types are shown bel ow

1 2
6 7890123
R e el i o e N
Type O |0 0O OM TS LSB
R e el i o e N
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1 2 3
6789012345678901
T S S e T S S S R
Type 1 |00 1M TS LSB [
T L S S

1 2 3
6 789012345678901234567829
T i I S T S S T i S S S
Type 2 |01 0|M TS LSB |
T i T il S S S o R S ST S S

1 2
6 7890123
ek o T TR TR S
Type 3 |01 1M Extra |
B e i i I S TR S

1 2 3
6 789012345678901
T i i e b i st Tk ok S R
Type 4 |1 0 0M Extra | TS LSB |
e T S iy s I I S S

1 2 3
6 789012345678901234567829
B e s o T I i i S SN S S e e E o
Type 5 |10 1|M Extra | TS LSB |
T o S O i i i R S S i ol el s St S R R

The Extra field is a bit mask indicating which additional header
fields are present. The bit mapping of the Extra field is shown bel ow
followed by a description of the various additional fields.

T ST S S - e e - -
| Extra | -> | T HCD
B T i T T S
T - Traffic Cass / TOS
H- Hop Linmit / TTL
C - CSRC
D - Timestanp Delta
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The Traffic Class / TOS field contains the value of the origina
header field:

8 bits
e T S S S S S
| TC/ TCS |
B e s i i S

The Hop Linmit / TTL field contains the value of the original header
field:

8 bits
B e s o i i T
|  HL/ TTL |
B e T o S S S S

The CSRC field is built up of:

a counter of the number of CSRC itens present (4 bits)
an unused field (4 bits)
- the CSRCitens, 1 to 15 (4-60 octets)

1 octet + 4 to 60 octets
R T I e i T o T e e s
| Count | Unused| CSRC Itens
e i T il i SR SR e e

The Tinestanp Delta field is a one octet field. W want to

communi cate Tinestanp Delta val ues corresponding to 80 ns. Therefore
the Tinestanp Delta val ue comrmuni cated is not the actual nunber of
sanpl es, but instead the nunber of sanples divided by 8 Thus, only
Ti mestanp Delta val ues evenly divisible by 8 can be conmunicated in a
Timestanp Delta field in an extension. On the other hand the nmaximm
value is 255*8 = 2040 (255 ns at 8000 Hz). Delta values larger than
2040 or delta values not evenly divisible by 8 nust be conmuni cat ed
in a CONTEXT_UPDATE packet .

8 bits
S e ok it ik S S R R R
| Ti mestanp Del t a|
T o O e i T S i S

The fields present are appended to the extension in order T-HC-D. An
exanpl e where the HL/TTL and the Tinestanp Delta fields are present
in atype 3 extension is shown bel ow. Wen the Tinmestanp Delta field
is present the RTP Marker will probably also be set, which is the
case in this exanple.
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Type M Extra

ek e e e e e i T T S TR S R T e S S T et SR T
[0 1 1/2]0 1 0 1] HL / TTL | Ti mestanp Delta

ek e e e e e i T T S TR S R T e S S T et SR T

Wien information of any kind is sent in an extension, the
correspondi ng i nformati on MJST be sent also in tw subsequent packets
(either as Extensions or CONTEXT UPDATES) to satisfy the two-packet-

| oss requirement.

7.5.4. Context request packet

The CONTEXT_REQUEST packet is used by the deconpressor to request a
context update fromthe conpressor. This is done when the context of
t he deconpressor is not valid or not in sync and deconpression
therefore is inpossible. The main reasons for an invalid context at
t he deconpressor are:

- The context initialization fail ed.

- The context has been brought out of sync due to errors on the link
and the context repair mechani snms have fail ed.

To set up the context in the first place, a STATIC packet MJIST arrive
to the deconpressor to install the static parts of the context. Then
a CONTEXT_UPDATE packet is REQU RED to install the CHANG NG parts of
t he header plus packet streamrel ated information. COVWRESSED packets
can be handl ed only after both these packets have been received
successful ly.

There are two ki nds of CONTEXT_REQUEST packets. The first kind is
used to request a new STATIC packet and is nornmally sent only if the
first STATIC packet was |ost or damaged and ot her packets arrive. The
format of this STATI C_CONTEXT_REQUEST packet is shown bel ow

0123456789012345
I S T i S S T

STATI C_CONTEXT _REQUEST | Header Compr. CRC |1 1 1 1 1]0]
R S S T S T

The ot her kind of CONTEXT _REQUEST requests a CONTEXT UPDATE packet
and is sent whenever COMPRESSED packets arrives but the deconpressor
fails to deconpress them The format of this UPDATE_CONTEXT REQUEST
packet is shown bel ow.

0123456789012345
T S e T Tk o S S

UPDATE_CONTEXT REQUEST | Header Conpr. CRC |1 1 1 1 1]1]
T T S S S s S Su s
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8. UDP checksum

The profile described in section 7 does not handl e packet streans
with the 16-bit UDP checksum enabl ed. The main argunment for maki ng
this assunption about |P-tel ephony packet streans over cellular |inks
is that speech decoders devel oped for cellular links usually prefer
to have danmaged packets delivered rather than di scarded.

If the UDP checksumis enabled its value will not be zero. The packet
streamw || then nost |ikely have the UDP checksum enabled in al
packets. A slightly different profile should then be used that can
transfer the UDP checksum

Applications which have enabl ed the UDP checksum are presumably
interested in its end-to-end semantics and it is therefore inportant
to maintain its semantics across the link. The interesting property
of the UDP checksumis that it provides a way for the receiver to
det ermi ne whet her the packet has been damaged on its way through the
network. It is not necessary to maintain the exact value of the UDP
checksumas long as it reliably provides the packet-is-danaged
information to the receiver.

There are at least three ways to define a conpression profile that
can handl e the UDP checksum

1. The UDP checksumis included as-is in all packets that carry
payl oads. That will obviously provide and naintain packet-is-
damaged i nformation but will increase the header size by two
octets.

2. The UDP checksum can be replaced by a separate checksum which
covers the payload only (this saves bits conpared to case 1
only if the separate checksumis smaller than 16 bits).
Together with a bit that indicates whether the UDP checksum
succeeded before conpression, it is easy for the deconpressor
to construct a UDP checksum that provides and naintains
packet -i s-damaged i nf ormati on.

3. The UDP checksum can be substituted with a single bit that
i ndi cates whether it succeeded or failed before conpression
Together with information on whether a link | ayer checksum
succeeded or not, a UDP checksum that provides and nmaintains
packet -i s-damaged i nformati on can be constructed by the
deconpressor.

Case 2 should be used only if there is no link |ayer checksum |f
there is, case 3 should be used instead. Case 3 depends on there
being a checksumin the link layer so that it is possible to
determine if the packet has been danmaged.
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The UDP checksumis problematic for applications that send packets
where parts of the payload are insensitive to damage. Such
applications would want a transport |ayer checksum covering only the
parts of the packet where damage cannot be tolerated, such as the
headers. UDP is not flexible enough for such applications.

9. Supporting nultiple packet streans

The conpression profile specified in chapter 7 is intended for
environnments where separation of packet streans are handl ed on ot her

| evel s. To support environments where nultiple packet streans share a
channel, nmultiple contexts are needed. Conpression profiles for such
environnents shoul d thus define packet formats which include context
identifiers (ClDs).

10. Link-layer considerations

The base schenme requires a fram ng nechanismfromthe Iink [ ayer, but
not hi ng el se. Neither packet type indication nor error detection in
the form of checksuns are required (or even desired).

A link layer fram ng protocol such as PPP in HDLC-|ike frami ng [ HDLC]
woul d then not be the best choice, since it provides too nuch
functionality and uses precious bits to do so. In particular its
error protection policy, where damaged franes are discarded, is not
appropriate and woul d unnecessarily increase the frane-loss rate.

11. Sinul ated performance results

To eval uate the perfornance of ROCCO and the I P tel ephony profile, we
have sinul ated three header conpression schenes; CRTP [ CRTP], ROCCO
and the |Ideal header conpression schene defined in chapter 2.
Sections 11.1 to 11.5 provides the paranmeters used in the

sinul ations. Sections 11.6 and 11.7 show the results.

11.1. Sinul ated scenario

A source generates RTP packets which are sent over a wired network to
an end-systemwhere the last link is a cellular link. The RTP stream

i s being conpressed over the last cellular link using one of the

t hree header conpression schenes. The sinulated scenario is shown in

Fi gure 11.1.
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Conpr essi on

Sour ce poi nt End- syst em
Fom e oo +
/ back channel\ | |
+----+ +-- -4/ \4----+
| e >o-oosoes | HO-------- SR |HD ||

+---- I nternet path +---+ Cellular link +----+
(1 oss) [ |
Fomm e +

Figure 11.1 : Simul ated scenari o.

11.2. Input data

The speech source generates packets with a fixed size, 244 bits,
every 20 ms (12.2 kbps), corresponding to the GSM enhanced full-rate
speech codec. On top of these bits, there is a 12 bit application
CRC, nmaking up a total of 256 bits (32 bytes).

The length of the talk spurts and the silent intervals between them
are both exponentially distributed with an expected length of 1
second. Silence suppression is used, neaning that no data is
transmitted during silent periods.

11.3. Influence of pre-HC |links

A worst case scenario is considered. The packet loss rate is
uniformy distributed with a probability of 1 % First degree
reordering is also uniformy distributed with a probability of 1 %
No hi gher reordering degree is considered. The purpose of using high
error probabilities is to test the capabilities of the schenes al so
under tough conditions. The speech quality would suffer at such error
rates.

11.4. Used link |ayers

Two link [ayers are considered in the algorithmevaluation, as in
[CRTPC]. One is PPP in HDLC-Iike fram ng [HDLC], which has a 16-bit
CRC covering the entire frame. This inplies that all damaged franes
are discarded at the link |ayer.

The second link layer used is an imaginary franing schene called
LLPC, Link Layer with Partial Checksum As the nane inplies, the CRC
does not cover the whole frane. The payl oad (speech data) is not
covered by the CRC, which fits well with speech coders that can
conceal some danage. The partial checksumw Il increase the nunber of
headers seen by the deconpressor and hence inprove header conpression
per f or mance.
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11.4.1 PPP in HDLC-like fram ng (HDLC)

PPP typically uses HDLC-like framing [HDLC]. Wth a 16-bit checksum
and conpressed Address and Control fields the franes have the
followi ng format.

1 1 2
[ S S oo e e oo oo - S [ SR +
| Fl ag | Protocol | Information | FCS | Fl ag
| 01111110 | 8 bits | * | 16 bits | 01111110
e S Fommm e e e . S SRR - +

The Flag only occurs once between franes if they are sent back-to-
back, so the anortized fram ng overhead is 4 octets per frane. The
checksum (FCS) is calculated over the Protocol field and the
Information field (payl oad), but not the Flags or the checksum
itself.

Any errors anywhere in the frame will cause the FCS to fail. The
frane will then be discarded.
11.4.2 Link-layer with partial checksum (LLPC)

This is an imaginary franm ng schene derived fromthe HDLC-format in
11. 4.1 by adding a one-octet Length field.

1 1 1 2
B Fomm e o - Fomm e o - Fomm e e m oo - S B +
| Fl ag | Length | Protocol | Information | FCS | Fl ag
| 01111110 | 8 bits | 8 bits | * | 16 bits | 01111110
SR S R S S - SR +

The Length field indicates how many octets of the payload that are
covered by the FCS. It can have values fromO to 255. The FCS covers
the Length and Protocol field plus as nmany octets in the begi nning of
the Information field as indicated by the Length field. The val ue of
the Length field nust not make the FCS extend over the FCS field.
When sending a FULL_HEADER packet, the Length field would have the
value 60 for IPv6 (40 for IPv4), since it should protect the IP, UDP
and RTP headers. Wen sending a m nimal COVPRESSED RTP or ROCCO
packet, the Length field would have the value 2. The anortized
fram ng overhead for LLPC is 5 octets per frane.

Any errors in the Flag, Length, Protocol, FCS, or the initial Length

octets of the Information field will cause the FCS to fail. The frane
will then be discarded. Errors in the Information field after the
first Length octets will not affect the FCS and will not cause the

frame to be di scarded
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11.

11.

5. The cellular link

The cellular link is a WCDVA channel sinmulated with the fadi ng node
in [WCDVA]. The reported bit error rates, BER are the BERs seen by
the link layer and is thus the BER after channel coding.

The back channel used in our simulations never damages the
CONTEXT_REQUEST nessages. The RTT is set to 120 ns.

6. Conpression perfornance

Figure 11.2 shows the average header size plotted agai nst BERs for
the three header conpression schenes using HDLC. For BERs bel ow le-4,
both CRTP and ROCCO gi ve an average header size of just above 2
octets, 2.25 for CRTP and 2.15 for ROCCO. The average header size for
CRTP starts to increase when the BER gets higher than le-4 and at BER
le-3 it is 3.35 octets. For ROCCO t he average header size is
constantly 2.15 octets up to BER le-3. For higher BERs it increases
slightly to reach 2.75 octets at BER 1le-2, where CRTP has an average
header size of 5.20 octets.

Figure 11.3 shows the sane plots for LLPC. The average header size
for ROCCO remmins constant at 2.15 octets up to a BER of 5e-3. CRTP
header size on the other hand starts to increase at BER 3e-4. The
average header size for CRTP is 2.70 octets at BER le-3 conpared to
2.15 for ROCCO At BER le-2, CRTP gives an average header size of
4.20 octets, and ROCCO 2.25 octets. The difference between CRTP and
ROCCO is mainly that the latter tolerates losing up to 2 packets
before it needs a context update packet, while CRTP needs a context
update for each | oss. ROCCO therefore requires | ess updates than CRTP
i ntroduci ng | ess header overhead and | cosing a significantly | ower
nunber of packets.
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Header compression algorithms with HDLC as link layer
6 . ————— . —— .
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Figure 11.2 : Average header sizes with HDLC franing

Header compression algorithms with LLPC as link layer
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—e— CRTP
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IDEAL HC
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Bit error rate

Figure 11.3 : Average header sizes with LLPC frani ng
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11.7. Robustness results

A packet is considered as lost if it is not passed up to the
application (speech codec), neaning that a packet with errors in the
payl oad for LLPC is not regarded as lost as long as it is deened ok
by the header conpression schene.

In Figure 11.4 the FER for HDLC is shown for the three header
conpressi on schenes. At BER le-4 we have for CRTP 0.78 % FER, for
ROCCO 0. 18 % and i deal HC gives 0.14 % FER Wen increasing the BER
to le-3, CRTP gives 16.56 % FER, ROCCO 3.69 % and ideal HC 3.36 %

Figure 11.5 shows the FER for LLPC. ROCCO and ideal HC have a FER of
0.98 % and 0.69 % respectively, while CRTP has a FER of 5.27 %

G ven the performance of the ideal schene, it is clear that nost of
the CRTP loss is due to context damage. ROCCO is close to the ideal
scheme until the BER gets so high that nore than 2 consecutive
packets often are lost on the link.

Header compression algorithms with HDLC as link layer
10 . —————— . ——

9l —6e— CRTP il
—— ROCCO
IDEAL HC
sk il

Packet loss rate [%]
(9]
T

10°

Bit error rate

Figure 11.4 : Packet |oss rate versus BER with HDLC fram ng
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Header compression algorithms with LLPC as link layer
10 . —————— . ——

9l —6e— CRTP il
—— ROCCO
IDEAL HC /
sk

Packet loss rate [%)]
(9]
T

10°

Bit error rate

Figure 11.5 : Packet loss rate versus BER with LLPC fram ng

Figures 11.6 and 11.7 show the |l oss pattern for CRTP and ROCCO with
HDLC and LLPC at BER l1le-3. It is evident fromthese figures that the
majority of |loss events with CRTP are such that around 7 consecutive
franes are lost. The link roundtrip time in these sinmulation were 120
nms and the packet rate 50 packets per second, which neans that a
singl e discarded frame causes 6 additional frames to be lost due to
cont ext damage. For ROCCO, alnost all |oss events include 1 or 2 | ost
frames, which neans that it does not suffer from context damage.
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HDLC,BER: 10~
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Figure 11.6 : Packet |oss patterns for CRTP and ROCCO with HDLC
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Figure 11.7 : Packet |oss patterns for CRTP and ROCCO with LLPC
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11.8. CRC strength consi derations

The 10 bits of CRC is used to verify guesses when reconstructing the
header. The only header fields with bits changi ng between guesses are
the IP identification, RTP sequence nunber and RTP tinmestanp. Mre
than 300, 000 different conbinations of these fields have gone through
a CRC cal culation without letting any erroneous packets through. That
represents about 7 minutes of speech activity and argues therefore
that 10 bits of CRC is enough to verify the correctness of the
guessed header.

12. Concl usi ons

Thi s docunent specifies a framework for header conpression over |ossy
I i nks based on checksunms and | ocal repairs: ROCCO It also defines
conpression profiles suited for conpression of RTP/UDP/IP headers in
| P tel ephony packet streans.

The conpression profile is evaluated by sinulations over cellular
links with high but not unrealistic error rates. Its performance is
excellent and very close to the performance of an ideal header
conpressi on schene. Conpared to CRTP, the packet |oss rate of ROCCO
is around 4-6 tines less over links with high error rates. Moreover,
it does not, as does CRTP, introduce |oss events involving many
packets.

CRTP on the other hand perforns well when error rates are low. It is
al so general in the sense that it is not very dependent on the
properties of the RTP streams it conpresses. CRTP is a good candi date
for channels with low error rates and in cases when many different
RTP streans are interm xed

13. Intellectual property considerations

Eri csson has filed patent applications that m ght possibly have
technical relations to this contribution. For an Ericsson statenent
regardi ng these applications and possible patents affecting this
proposal, see the | ETF I PR statenents page:
http://ww.ietf.org/ipr.htm
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Appendi x A. Detailed classification of header fields
(According to chapter 7)

Al | Pv6 header fields
Fom e e e e R oo
| Field | Size (bits) | Cl ass |
Fom e e e e R oo
| Version | 4 | STATI C- KNOMWN |
| Traffic O ass | 8 | CHANG NG |
| Fl ow Label | 20 | STATI C |
| Payl oad Length | 16 | | NFERRED [
| Next Header | 8 | STATI C- KNOWN |
| Hop Limt | 8 | CHANG NG [
| Source Address | 128 | STATIC [
| Destination Address | 128 | STATI C [
Fom e e e e e e Fom o s ook

T o e e s +
| dass | Size (octets)|
o ek o e e +
| STATIC | 34.5 |
| STATI G KNOMN | 1.5 |
| CHANG NG | 2 |
| 1 NFERRED | 2 |
o ek o e e +
A 2. |Pv4 header fields
Fom e e ee oo Fom e e o s
| Field | Size (bits)
o e e e e e e o - o m e e e oo -
| Version | 4
| Header Length | 4
| Type OF Service | 8
| Packet Length | 16
| ldentification | 16
| Reserved flag | 1
| Don’t fragnment flag | 1
| More fragments flag | 1
| Fragment O fset | 13
| Tine To Live | 8
| Protocol | 8
| Header Checksum | 16
| Source Address | 32
| Destination Address | 32
Fmm e e e e e R
Jonsson, Degernark, Hannu, Svanbro

STATI G- KNOWN
STATI G- KNOWN
CHANG NG
| NFERRED
CHANG NG
STATI G- KNOWN
STATIC
STATI C- KNOWN
STATI C- KNOWN
CHANG NG
STATI G- KNOWN
I NFERRED
STATIC
STATIC
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Sunmari zing the bits corresponding to the classes gives:

o e e +- - -
| dass | S
B TS +- - -
| STATIC |
| STATI C- KNOM |
| CHANG NG |
| 1 NFERRED |
B S +- - -
A. 3. UDP header fields
o e e e e e e e e e ==
| Field
o,

| Source Port

| Destination Port
| Length

| Checksum

| STATIC |
| CHANG NG |
| | NFERRED

A 4. RTP header

Ver si on |
Paddi ng |
Ext ensi on |
CSRC Count er |
Mar ker |
Payl oad Type
Sequence Number
Ti mest anp |
SSRC |
CSRC |

Jonsson, Deger nark,

fields

Hannu,

----------- +
ze (octets)|
----------- +
8 +1 bit |
3 +7 bits |

4 I

4 I
----------- +
.
| Size (bits)
o e e e e e e m - -
| 16
| 16
| 16
| 16
e e e e e e e e o - -

Svanbro

S +
| Cl ass |
S +
| STATI C |
| STATIC |
| INFERRED |
| CHANG NG |
S +

STATI C- KNOWN
STATIC
STATIC

CHANG NG
CHANG NG
CHANG NG
CHANG NG
CHANG NG
STATIC

CHANG NG
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Sunmari zing the bits corresponding to the classes gives:

o e e o e e o +
| dass | Size (octets)|
B TS R +
| STATIC | 4 + 2 bits |
| STATI G- KNOWN | 2 bits |
| CHANG NG | 7.5(-67.5) |
B S S +

A.5. Sunmary

If we sunmarize this for | P/UDP/ RTP we get:

o o e o e e o n +
| Cass \ IP ver | IPv6 (octets)| IPv4d (octets)|
o e o e e e oo oo - +
| STATIC | 42 +6 bits | 16 +3 bits |
| STATI G KNOWN | 1 +6 bits | 4 +1 bit [
| CHANG NG | 11.5(-71.5) | 13.5(-73.5) |
| | NFERRED | 4 | 6 |
o o e n oo - +
| Total | 60(-120) | 40(-100) |
o m e a o - Fom e oo - S +
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Appendi x B. Mapping of ID and AD fields
(According to chapter 7.4.2)

The 5 bit Sequence field is defined for all bit patterns except the
ones bel ow which are reserved.

00000
11111

This | eaves 32-2=30 code points to use for an encodi ng of | D/ AD
called ED. The number of possible ID and AD values are 4 and 6
respectively. To encode all conbinations, 4x6=24 code points is
needed and they will therefore fit into the field. The encoding is
carried out as foll ows:

OO WNRFRPOUOORWNPFPOUORMWNRPEFPOUORMWNLEPE

WWWWWWNNRNNNNR R R R R R
H
o
o
H
o

The first three bits encode the AD field and the last two the ID
field. Six combinations are not used at all

00001 11100
00010 11101
00011 11110
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This Internet-Draft expires in March 2000.
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