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1. Introduction

Based on reasoning in other submitted contributions, we propose changes to UMTS 23.907according to Chapter 2.

2. Proposed changes To UMTS 23.907

6.2.1.2
Functions for UMTS bearer service in the user plane

Traffic conditioner provides conformance between the negotiated QoS for a service and the data unit traffic. Traffic conditioning is performed by policing or by traffic shaping. The policing function compares the data unit traffic with the related QoS attributes. Data units not matching the relevant attributes will be dropped or marked as not matching, for preferential dropping in case of congestion. The traffic shaper forms the data unit traffic according to the QoS of the service. The reference algorithm for traffic conditioning is described in Annex B. This reference algorithm should not be interpreted as a required implementation algorithm.
6.4.2
UMTS Bearer Service Attributes

6.4.2.1
List of attributes

[Note: The text within square brackets explaining the purpose of each attribute can be excluded later if that information is given elsewhere in the technical report.]


Traffic class [‘conversational’, ’streaming’, ’interactive’, ’background’]

Definition: type of application for which the UMTS bearer service is optimised

[Purpose: By including the traffic class itself as an attribute, UMTS can make assumptions about the traffic source and optimise the transport for that traffic type.]

Maximum bitrate [kbps]

Definition: maximum number of bits delivered by UMTS at a SAP within a period of time, divided by the duration of the period. The traffic is conformant with Maximum bitrate as long as it follows a token bucket algorithm where token rate equals Maximum bitrate and bucket size equals Maximum SDU size. 
The conformance definition should not be interpreted as a required implementation algorithm. The token bucket algorithm is described in Annex B. 
[Purpose: Maximum bitrate can be used to make code reservations in the downlink of the radio interface. Its purpose is to limit the delivered bitrate to applications or external networks with such limitations]

Guaranteed bitrate [kbps]

Definition: guaranteed number of bits delivered by UMTS at a SAP within a period of time (provided that there is data to deliver), divided by the duration of the period. The traffic is conformant with the guaranteed bitrate as long as it follows a token bucket algorithm where token rate equals Guaranteed bitrate and bucket size equals Maximum SDU size. 

The conformance definition should not be interpreted as a required implementation algorithm.The token bucket algorithm is described in Annex B. 
[Purpose: Guaranteed bitrate may be used to facilitate admission control based on available resources, and for resource allocation within UMTS. Quality requirements expressed by e.g. delay and reliability attributes only apply to incoming traffic up to the guaranteed bitrate.]

6.4.3
Radio Access Bearer Service Attributes
6.4.3.1
List of attributes

Maximum bitrate [kbps]

Definition: maximum number of bits delivered by UTRAN at a SAP within a period of time, divided by the duration of the period. The traffic is conformant with the Maximum bitrate as long as it follows a token bucket algorithm where token rate equals Maximum bitrate and bucket size equals Maximum SDU size. 
The conformance definition should not be interpreted as a required implementation algorithm. The token bucket algorithm is described in Annex B. 
[Purpose: to limit the delivered bitrate to applications or external networks with such limitations]

Guaranteed bitrate [kbps]

Definition: guaranteed number of bits delivered at a SAP within a period of time (provided that there is data to deliver), divided by the duration of the period. The traffic is conformant with the Guaranteed bitrate as long as it follows a token bucket algorithm where token rate equals Guaranteed bitrate and bucket size equals Maximum SDU size. 
The conformance definition should not be interpreted as a required implementation algorithm. The token bucket algorithm is described in Annex B. 
[Purpose: Guaranteed bitrate may be used to facilitate admission control based on available resources, and for resource allocation within UTRAN. Quality requirements expressed by e.g. delay and reliability attributes only apply to incoming traffic up to the guaranteed bitrate. The guaranteed bitrate at the RAB level may be different from that on UMTS bearer level, for example due to header compression.]
Annex B. Reference algorithm for conformance definition of bitrate

The annex shows a reference algorithm for the conformance definition of bitrate. This may be used for traffic contract between UMTS bearers and external network/user equipment. It should be noted that the reference algorithm will never imply a particular implementation for the traffic conditioner.

The algorithm is well known as “Token Bucket Algorithm” which has been described in IETF. Here, “tokens” represents the allowed data volume, for example in byte. “Tokens” are given at a constant “token rate” by a traffic contract, are stored temporarily in a “token bucket”, and are consumed by accepting the packet. This algorithm uses the following two parameters (r and b) for the traffic contract and one variable (TBC) for the internal usage.

- r: token rate, (corresponds to the monitored Maximum bitrate/Guaranteed bitrate)

- b: bucket size, (the upper bound of TBC, corresponds to bounded burst size)

- TBC(Token bucket counter): the number of given/remained tokens at any time
In words, conformance according to a token bucket can be defined as: “Data is conformant if the amount of data submitted during any arbitrarily chosen time period T does not exceed (b+rT).”
The algorithm is described in the following:

Token bucket counter (TBC) is usually increased by “r” in each small time unit. However, TBC has upper bound “b” and the value of TBC must never exceed “b”.

When a packet #i with length Li arrives, the receiver checks the current TBC. If the TBC value is equal to or larger than Li, the packet arrival is judged compliant, i.e., the traffic is conformant. At this moment tokens corresponding to the packet length is consumed, and TBC value decreases by Li.

When a packet #j with length Lj arrives, if TBC is less than Lj, the packet arrival is non-compliant, i.e., the traffic is not conformant. In this case, the value of TBC is not updated.

[image: image1.wmf]b

TBC

Time

OK

OK

Non-compliant

L1<TBC

L2<TBC

L3>TBC

b-L1

b-L1+r*

D

T


Figure B.1. Operation example of the reference conformance algorithm.
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