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1 Introduction

The SIGTRAN working group of IETF is working on solutions to interface SS7 network with IP network. The primary purpose of this work group is to address the transport of packet-based PSTN signaling over IP Networks, talking into account functional and performance requirements of the PSTN signaling. 

This contribution reports of the status of this work and tries to explain the technical solutions discussed so far.

2 Description

Within SIGTRAN, there have been several suggestions on how IP and SS7 should interact. One main difficulty when consider the protocol architecture has been to define where the adaptation from SS7 to IP should be placed in the SS7 protocol stack. There are many different SS7 applications that set different requirements on the adaptation layer, and therefore it has recently been suggested to have a generic protocol framework that adapts to many SS7 protocols and on different levels (or all SCN protocol). This will make it possible to define a protocol, which encapsulates MTP3, SCCP, TCAP, and the TC-users.
One main goal of in defining an adaptation layer is naturally to keep the existing interfaces intact.

Since the SIGTRAN focus is on transport, the following items will be outside the scope their work:

- Definition of the call control protocols.
- Definition of protocol conversion for call control, such as conversion from Channel Associated Signaling to message signaling protocols.
- Specification of the functions taking place within the Signaling Gateway Unit (SGU) or Media Gateway Unit - in particular, this work does not address whether the SGU provides Signaling Transport Gateway or Signaling Transport Gateway functions, as this is transparent to the transport function.

2.1 Generic Protocol Framework

2.1.1 Terminology

Switched Circuit Network (SCN):
The term SCN is used to refer to a network that carries traffic within channelized bearers of pre-defined sizes. Examples include Public Switched Telephone Networks (PSTNs) and Public Land Mobile Networks (PLMNs).  Examples of signaling protocols used in SCN include Q.931, Signaling System 7 (SS7) ISDN User Part (ISUP) and Global System for Mobile Communication (GSM). 

Common Transport Protocol (CTP):
This is a generic term used to describe the protocol developed by SIGTRAN. It is assumed to be an addition to the underlying transport protocol (TCP/UDP) to provide the performance required by the carried SCN protocol - for example CTP may be a protocol running over TCP or UDP. See also [2].

2.1.2 Generic Protocol Structure

Figure 1 outlines the ideas behind a generic protocol structure for SIGTRAN [1].

The structure consists of three types of module, arranged in a 1:n: m basis.
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Figure 1: Protocol Framework Modules

The three modules can be described as follows:

Module A: This is the main SIGTRAN module, which specifies the base parts of CTP, valid for all SCN protocols being transported. 

The information carried could be, for example, SCN protocol identification indicator, input/output signaling addresses, message length, multiplexed message information, and message sequence number.

There may also be a need for a "message type indicator", if it is decided that management messages are required for CTP (e.g. heartbeat, keep-alive) to distinguish between those messages that are carrying the SCN native protocols and the CTP management messages.

Module B: These are the modules describing each different "Service Level". Different SCN protocols may have different functional and performance requirements, but some could be grouped together into different functional/performance service levels. For example, possible different service levels could be (this is not intended to be a definitive list): -

            SL1 SS7 applications on MTP3 (ISUP, SCCP)

            SL2 DSS1 applications (Q.931)

            SL3 Applications on SCCP (i.e. TCAP)

            SL4 Applications on TCAP (MAP, INAP, IS-41, etc.)

            SL5 Applications on MTP2 (MTP3)

            SLn …

Example information that could be contained in a Module B is whether TCP or UDP is used, retransmission timers for UDP, plus other relevant transport information. In some cases, it may also be possible to encapsulate different protocols in the same IP packet, provided that the service levels of these protocols are the same. 

Module C: These are the actual protocol modules, one for each of the protocols being defined to be carried by CTP, e.g. ANSI ISUP, ITU MTP3, etc., etc.

Each module C would specify its own SCN protocol identification indicator (as described in module A), plus the service level (module B) that is being used by that specific protocol. Other information such as functions to be supported by the protocol and possible inter-work with other protocols may also be included.

Figure 2 shows the SIGTRAN protocols in the conventional way.
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Figure 2: SIGTRAN protocol stack

2.1.3 Protocol Development

The advantage of this system is that a common CTP can be defined, without the need to consider every protocol. One RFC could be written to describe the generic parts and framework of CTP (module A) and the different service level parts (modules B). This would be the main output of the Working Group. 

Internet Drafts could be submitted for each individual protocol (modules C), as required. These could be converted to individual RFCs per module C, or if this involves too much administration, be converted into a single RFC, which is designed to be easily extensible.

The detailed protocol draft suggested so far has not yet considered the new generic protocol framework, although the MDTP [3] protocol suggested is one example of an A-module. A design team has just been formed to analyze the details of this modular approach.
2.1.4 Requirements analysis

Most work has focused on multimedia and thus voice services over IP and gateways in the SIGTRAN workgroup. Performance requirements on IP nets due to TCAP signaling and ISUP [5] signaling has been investigated. Some doubts if today’s Internet can meet these requirements are expressed.

3 SIGTRAN Goals and Milestones

This is taken directly from the IETF SIGRAN charter, see [6];

Nov 98 Submit Initial draft of Signalling Architecture and Performance Requirements document as an Internet-Draft

Jan 99 Issue initial IDs on Transport Layer Protocols and Encapsulation of Signalling Protocols

Apr 99 Submit requirements document to IESG for publication as an RFC

Apr 99 Submit revised version of drafts incorporating discussions and early implementation experience.

Jul 99 Submit protocol RFCs to IESG for publication as Proposed Standards

4 CONCLUSION

IETF is currently working with an IP solution that fits 3GPP UMTS Iu work very well. As focus mostly is on VoIP, the work done will probably start with parts that are beneficial for us, however a detailed time plan is not ready, so the Jul-99 milestone is not exactly defined. The two SIGTRAN based protocol stacks to be considered for RANAP is shown in figure 3.
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Figure 3: RANAP protocol stack
The C1x protocol in figure 3 is thus specified to use a module B of service level 1 and the C3x protocol is using service level 3.
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