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1 Introduction

Contributions Tdoc C-99-212 (Motorola) and Tdoc C-99-192 (Nortel) proposed that on the user plane for the IP domain packets are tunneled directly between the UTRAN and the GGSN using an enhanced GTP, referred to as GTP-U, protocol. In this case, the user plane protocol stack is as shown in Figure 1. This corresponds to Proposal 3 for the IP domain user plane in Section ? DTR 23.20 V1.5.0.

During deliberations it was requested that some clarifications and additional details are needed to fully evaluate the proposal. This contribution provides the necessary details and provides an in-depth analysis of the benefits of this proposal compared to the others. 
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2) Figure 1: User Plane Protocol Architecture

2 Summary

3) Table 1 summarizes the assignment of functions to elements in the logical network architecture (for the user plane shown in Figure 1). Unless specifically mentioned otherwise, functions and all abbreviations are assumed to be as defined in GSM 03.60 V6.2.0.
Function
MS
UTRAN
3G SGSN
GGSN

Network Access Control:





Authentication and Authorisation
X

X


Charging Data Collection

X
X 
X







Routeing & Transfer:





Packet Relay
X
X

X

Packet Routeing
X
X

X

Bearer Routing 
X

X


Address Translation and Mapping
X
X

X

Encapsulation

X

X

Tunnelling

X

X

Compression
X
X



Ciphering
X
X



Domain Name Server


X


Circuit Data Interworking



X







Call Control





Session Control
X

X


Bearer Control
X
X

X

Streamlining

X
X
X

4) Table 1: Assignment of Functions to Logical Architecture

Definitions

Bearer Routing refers to the routing of the GTP-U tunnel for any given PDP context. 

Compression refers to reduction of PDP header data. 

Session Control refers to the procedures for the control of PDP session.

Bearer Control refers to the procedures for the control of the GTP-U tunnel.

Streamlining refers to the procedure for changing the serving RNS. 

Since, the GTP-U tunnels now terminate at the UTRAN (instead of the SGSN as in GPRS) the UTRAN has to maintain appropriate information on a per PDP context basis. Further, a number of information fields stored for each PDP context at the SGSN in GPRS do not have to be maintained since the user plane does not have to be terminated at the SGSN. Sections 2.1 through 2.3 summarize the key differences in the parameters stored for each PDP context at various elements of the logical network architecture.

2.2 PDP Context at the SGSN

The SGSN will no longer store the following parameter values (when compared to GPRS) for each PDP context: 

· Compression 

· SND and SNU

· Re-ordering Required

2.3 PDP Context at the GGSN

Not impacted. 

2.2 PDP Context in the UTRAN

5) A PDP context is stored in the UTRAN only when the PDP Context is in ACTIVE state. Table 2 shows the BSS PDP context fields for one PDP Context. Note that the UTRAN will store relevant information on a per UE basis as well (for instance related to Mobility Management and Ciphering). 

Field
Description

NSAPI
Network layer Service Access Point Identifier.

QoS Profile Negotiated
The quality of service profile negotiated for this PDP context.

SND
GTP-U sequence number of the next downlink N‑PDU to be sent to the MS

SNU
GTP-U sequence number of the next uplink N‑PDU to be sent to the GGSN

Reordering Required
Specifies whether the UTRAN shall reorder N‑PDUs received from the GGSN.

New RNS Address

The IP address of the new RNS where buffered and not sent N‑PDUs should be forwarded to.

Access Point Name
The APN requested by the MS.

GGSN Address in Use
The IP address of the GGSN currently used by the activated PDP context.

6) Table 2: UTRAN PDP Context Example

Details

2.3 Definition of Packet Data Protocol States

Each PDP address is described by an individual PDP context in the MS, the UTRAN, the SGSN, and the GGSN. Every PDP context exists independently in one of two PDP states (Active and Inactive). The PDP state indicates whether the PDP address is activated for data transfer or not. 

An MS in an appropriate Mobility Management state can activate or deactivate a PDP context in the MS, the UTRAN, the SGSN, and the GGSN. A GGSN may request the activation of a PDP context to an MS. An MS, SGSN or the GGSN may initiate the deactivation of a PDP context. Further, the MS, UTRAN, or the GGSN may request the SGSN to initiate the modification (for instance QoS) of the PDP context.

2.4 PDP Context Activation 

7) Upon receiving an Activate PDP Context Request message, the SGSN shall initiate procedures to set up PDP contexts. An example of the MS initiated PDP Context Activation procedure is illustrated in Figure 2. Each step is explained in the following list.


[image: image3.wmf]GGSN

 6. Activate PDP Context Accept

 4. Create PDP Context Response

 4. Create PDP Context Request

 1. Activate PDP Context Request

SGSN

MS

 2. Security Functions

UTRAN

 3. Create PDP Context Request

 5. Create PDP Context Response


8) Figure 2: Example PDP Context Activation Procedure

1)
The MS sends an Activate PDP Context Request (NSAPI, TI, PDP Type, PDP Address, Access Point Name, QoS Requested, PDP Configuration Options, and other details) message to the SGSN.

2)
Security functions may be executed. 

3)
If no GGSN address can be derived or if the SGSN has determined that the Activate PDP Context Request is not valid according to the rules (the exact nature of these rules is for further study), then the SGSN rejects the PDP context activation request.


If a GGSN address can be derived, the SGSN send a PDP Context Activation Request Message to the UTRAN. 

4) The UTRAN creates a TID for the requested PDP context. The UTRAN sends a Create PDP Context Request (PDP Type, PDP Address, Access Point Name, QoS Negotiated, TID, Selection Mode, PDP Configuration Options) message to the appropriate GGSN. 

The GGSN creates a new entry in its PDP context table and generates a Charging Id. The new entry allows the GGSN to route PDP PDUs between the UTRAN and the external PDP network, and to start charging. The GGSN then returns a Create PDP Context Response message to the UTRAN. 

5) The UTRAN inserts the NSAPI along with the GGSN address in its PDP context and sends a Create PDP Context Response message to the SGSN. The UTRAN can now route PDUs between the MS and the GGSN and start appropriate charging functions.

6) The SGSN after updating its PDP context returns an Activate PDP Context Accept message to the MS. 

The procedure for Activation of a PDP context in other cases is similar and not shown for brevity.

2.5 PDP Context Deactivation
9) The PDP Context Deactivation Initiated by MS procedure is illustrated in Figure 3. Each step is explained in the following list.
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10) Figure 3: PDP Context Deactivation Initiated by MS Procedure

1)
The MS sends a Deactivate PDP Context Request message to the SGSN.

2)
Security functions may be executed. 

3) The SGSN sends a Delete PDP Context Request (TID) message to the GGSN. The GGSN removes the PDP context and returns a Delete PDP Context Response (TID) message to the SGSN.

4) The SGSN sends a Delete PDP Context Request (TID) message to the UTRAN. The UTRAN removes the PDP context and returns a Delete PDP Context Response (TID) message to the SGSN. 

2.4 The SGSN returns a Deactivate PDP Context Accept message to the MS.

2.6 SRNS Relocation Procedure

11) Figure 4 illustrates an example of the procedure that can be used to reconfigure the GTP-U tunnel during (or following) an SRNS relocation. Note that Mobility Management procedures have been omitted for clarity. 

12) 
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13) Figure 4: SRNS Relocation Procedure

1)
The procedure begins with the Old RNS sending a RNS Relocation Request message (appropriate identifiers henceforth assumed to be TLLI and P-TMSI) to the SGSN indicating a need to perform the SRNS relocation procedure
. 

14) The SGSN sends a SRNS Relocation Request (TLLI and P-TMSI) to the new SRNS. 

15) The SGSN sends a SRNS Relocation Request (TLLI and P-TMSI) to the GGSN.

16) The New SRNS responds to the SGSN with a RNS Relocation Proceeding message (TLLI and P-TMSI). 

17) The GGSN reesponds to the SGSN with a RNS Relocation Proceeding message (TLLI and P-TMSI). 

18) The New SRNS sends a RNS Context Request message (TLLI, P‑TMSI, New SRNS Address) to the old SRNS to get the PDP contexts for the MS. The old SRNS responds with SRNS Context Response (PDP Contexts and other appropriate details). If the MS is not known in the old SRNS, the old SRNS responds with an appropriate error cause. The old SRNS stores New SRNS Address, to allow the old SRNS to forward data packets to the new SRNS. Each PDP Context includes the GTP sequence number for the next downlink N‑PDU to be sent to the MS and the GTP sequence number for the next uplink N‑PDU to be tunnelled to the GGSN. 


The new SRNS sends an RNS Context Acknowledge message to the old SRNS. This informs the old SRNS that the new SRNS is ready to receive data packets belonging to the activated PDP contexts. The old SRNS now deletes all Contexts specific to the MS. 

The old SRNS duplicates the buffered N‑PDUs and starts tunnelling them to the new SRNS. Additional N‑PDUs received from the GGSN (before a suitable timer expires) expires are also duplicated and sent to the new SRNS. N‑PDUs that were already sent to the MS and that are not yet acknowledged by the MS are tunnelled together with the number of the LLC frame that transferred the last segment of the N‑PDU. 

19) The new SRNS sends Update PDP Context Request (new SRNS Address, TID, QoS Negotiated) to the GGSNs concerned. The GGSNs update their PDP context fields and return Update PDP Context Response (TID). 


2.5 The new SRNS sends a SRNS Relocation Response message to the SGSN to indicate that the outcome of the SNRS relocation attempt.
2.7 Quality of Service

Figure 5 illustrates the various bearers employed when the proposed user plane protocol stack is used.  The Appropriate QoS parameters derived from the QoS parameters received from the UE by the SGSN are communicated to the UTRAN and the GGSN (as part of the PDP Context Activation or PDP Context Modification procedures). The UTRAN and the GGSN (using the QoS parameters received form the SGSN) derive the QoS parameters for the Radio Access Bearer and the Core Network Bearer. The above procedures are for further study.

All enhancements to GTP aimed at improving the QoS capabilities of GPRS will also be relevant to the case when the protocol stack of Figure 1 is used.
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2.6 Figure 5: Bearers for the User Plane Protocol Stack in Figure 1
2.8 Legal Intercept
Legal intercept requires the ability to intercept all or a part of the signaling information and all user traffic. Intercept of signaling information continues to be performed according to the procedures outlined in ETS 12.08. However, some changes are required in order to perform interception of user data. 

Interception of user data is achieved by tunneling all user data through a “Legal Intercept” server. The Legal Intercept server terminates the GTP-U, copies the tunneled PDUs, and re-tunnels the PDUs to the GGSN. 

Figure 6 below illustrates the protocol architecture for performing legal intercept.
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Figure 6: Protocol Architecture for Performing Legal Intercept

Charging

Charging information is collected for each PDP Context by UTRAN, SGSN and GGSN that are serving the MS. The UTRAN collects charging information for each PDP Context related with the radio network. The GGSN collects charging information for each PDP Context related with the external data network usage. Both GSNs also collect charging information on usage of network resources.

The UTRAN collects the following charging information:

· usage of the radio interface: the charging information shall describe the amount of data transmitted in MO and MT directions categorised with QoS and user protocols.

The SGSN collects the following charging information:

-
usage of the packet data protocol addresses: the charging information may also describe how long the MS has used the packet data protocol addresses;

-
usage of the general resources: the charging information shall describe the usage of resources and the MS's network activity (e.g., mobility management); and

-
location of MS: HPLMN, VPLMN, plus optional higher-accuracy location information.

The GGSN collects the following charging information:

-
destination and source: the charging information shall describe the destination and source addresses with a level of accuracy as defined by the operator;

-
usage of the external data networks: the charging information shall describe the amount of data sent and received to and from the external data network;

-
usage of the packet data protocol addresses: the charging information shall describe how long the MS has used the PDP addresses; and

· location of MS: HPLMN, VPLMN, plus optional higher-accuracy location information.

The UTRAN communicates the charging information it generates to the SGSN. The SGSN then uses the data received from the UTRAN to complete the S-CDR that is eventually forwarded to the BS. 

The SGSN must also indicate to the UTRAN at PDP Context Activation in the UTRAN of the Charging ID used. 

Table 4 provides the parameters on a per PDP context that must be stored at the UTRAN for charging purposes. If the collection of SGSN data is enabled then the data as shown in Table 3 shall be available for each PDP context. 

Field

Description

TID
C
Tunnel ID for the PDP Context

Charging ID
M
PDP context identifier used to identify this PDP context in different records created by GSNs

MS Classmark
O
The mobile station classmark employed. 

Cell Identity
O
 Cell id at the time of the record creation.

GGSN Address Used
M
The IP address of the GGSN currently used. The GGSN address is always the same for an activated PDP.

Access Point Name
M
The logical name of the connected access point to the external packet data network.

List of traffic data volumes 
M
A list of changes in charging conditions for this PDP context, each time stamped. Charging conditions are used to categorise traffic volumes, such as per QoS/tariff period. Initial and subsequently changed QoS and corresponding data values are listed. Data volumes are in Octets above the SNDCP layer and are separated for uplink and downlink traffic.

Record opening time
M
Time stamp when PDP context activation is created in this RNS

or record opening time on following partial records

Duration
M
Duration of this record in the UTRAN.

Cause for record closing 
M
The reason for the release of record from this RNS.

Diagnostics
O
A more detailed reason for the release of the connection.

3 Table 4: UTRAN PDP context data (for Charging Purposes)

Field

Description

Record Type 
M
SGSN PDP context record. 

Network initiated PDP context
C
Present if this is a network initiated PDP context.

Anonymous Access Indicator
C
Set to true to indicate anonymous access (and that the Served IMSI is not supplied)

Served IMSI
M
IMSI of the served party (if Anonymous Access Indicator is FALSE or not supplied). 

Served IMEI
C
The IMEI of the ME, if available.

SGSN Address
M
The IP address of the current SGSN.

MS Classmark
O
The mobile station classmark employed. 

Routing area
O
Routing area at the time of the record creation.

Local Area Code
O
Location area code at the time of the record creation.

Charging ID
M
PDP context identifier used to identify this PDP context in different records created by GSNs

GGSN Address Used
M
The IP address of the GGSN currently used. The GGSN address is always the same for an activated PDP.

Access Point Name
M
The logical name of the connected access point to the external packet data network.

Served PDP address
M
PDP address of the served IMSI, e.g. an IPv4, IPv6 or X.121.

List of traffic data volumes (provided by UTRAN)
M
A list of changes in charging conditions for this PDP context, each time stamped. Charging conditions are used to categorise traffic volumes, such as per QoS/tariff period. Initial and subsequently changed QoS and corresponding data values are listed. Data volumes are in Octets above the SNDCP layer and are separated for uplink and downlink traffic.

Record opening time
M
Time stamp when PDP context activation is created in this SGSN

or record opening time on following partial records

Duration
M
Duration of this record in the SGSN.

SGSN change
C
Present if this is first record after SGSN change.

Cause for record closing 
M
The reason for the release of record from this SGSN.

Diagnostics
O
A more detailed reason for the release of the connection.

Record Sequence number 
C
Partial record sequence number in this SGSN. Only present in case of partial records.

Node ID
O
Name of the recording entity

Record extensions
O
A set of network/ manufacturer specific extensions to the record.

Table 3: SGSN PDP context data (for Charging Purposes)

4 Proposal

It is proposed that:

1. Figure 34 in 23.20 is replaced by Figure 1 of this contribution.

2. The text in Section 2 and 3 is added to the section “IP Domain User Plane Protocol Stack” in 23.20. The proposed text applies only to Proposal 3. 







� Not all functions relevant to the control plane are shown.


� This assumes that existing procedures to relocate GTP tunnels (as defined in GPRS R 97) are used in UMTS.


� Not all fields that must be stored at the UTRAN are shown.


� For clarity all mobility management procedures have been omitted from this discussion.
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