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Abstract of the contribution: This contribution clarifies the how to use predefined default policy in the gateway.
1
Introduction

Policy control specified in TS 23.203 includes two possibilities for QoS authorisation, dynamic provisioning by the PCRF or predefined as a default policy in the gateway. This paper concentrates on predefined PCC rules within PCEF in the Gateway, which it is not clearly stated in the TR 23.882. 

2
Discussion

In addition to dynamic PCC rules, which are dynamically provisioned by the PCRF to the PCEF via the Gx interface, it is possible to use predefined PCC rules preconfigured in the Gateway. This allows operator pre-configurations in the Gateway and PCC rule activations by PCRF or PCEF. In the first case PCC rule activation can be done based on the e.g. subscription, and in the latter case PCC rule without PCRF interaction can be done for all users e.g. for IMS signalling.

TS 29.212 (draft) specifies more detailed purpose and usage of PCC rules. Predefined PCC rules are; preconfigured in the PCEF. Predefined PCC rules can be activated or deactivated by the PCRF at any time. Predefined PCC rules within the PCEF may be grouped allowing the PCRF to dynamically activate a set of PCC rules over the Gx reference point. NOTE: The operator may define a predefined PCC rule, to be activated by the PCEF. Such a predefined rule is not explicitly known in the PCRF and not under the control of the PCRF.
Existing text in the QoS chapter (7.12.3) of TR 23.882 defines also when PCC rules are given to gateway. PCRF is aware about UE's service activation only via Rx interface and thus is able to push new PCC rules to gateway only when receiving service information from AF via Rx interface. Predefined rules triggered by PCRF are received when IP-CAN session is established, i.e. default SAE bearer establishment. To avoid duplicated definitions it is better to refer TS 23.203 and remove corresponding part from TR 23.882.
3
Proposal

It is proposed to do corresponding changes into section 7.12 of TR 23.882.

**** Start of changes ****

7.12
Key Issue QoS concepts

7.12.1
Terminology

The term Application Function (AF) is defined in TS 23.207 [19]. The terms Policy and Charging Rules Function (PCRF) and Policy and Charging Enforcement Function (PCEF) are defined in TS 23.203 [20].

A dedicated SAE bearer is associated with uplink packet filters in the UE and downlink packet filters in the PCEF where the filters only match certain packets. A default SAE bearer is associated with “match all” uplink and downlink packet filters in the UE and the PCEF, respectively. 

An SAE bearer is referred to as a GBR SAE bearer if dedicated network resources related to a Guaranteed Bit Rate (GBR) value that is associated with the SAE bearer are permanently allocated (e.g. by an admission control function in the eNB) at SAE bearer establishment/modification. Otherwise, an SAE bearer is referred to as a Non-GBR SAE bearer.

A dedicated SAE bearer can either be a GBR or a Non-GBR SAE bearer. A default SAE bearer shall be a Non-GBR SAE bearer.

An operator controlled Rx service is a service for which the PCEF receives from the PCRF service specific uplink/downlink packet filters and service specific QoS parameters where the QoS parameters have been derived from information that the PCRF received over the Rx interface from an AF. 

An operator controlled Gx only service is a service for which the PCEF receives from the PCRF service specific uplink/downlink packet filters and service specific QoS parameters without any interaction across an Rx interface. 

NOTE:
A single PCEF may realize any combination of operator controlled Rx and Gx only services on the same or different SAE bearers.

NOTE:
An operator controlled Gx only service may be realized based on a default SAE bearer or a dedicated Non-GBR SAE bearer. An operator controlled Gx only service realized based on a dedicated GBR SAE bearer is FFS.
NOTE
The operator may have a predefined PCC rule in the aGW, to be activated by the PCRF or PCEF
7.12.2
Description of Key Issue QoS concepts

The key issue on QoS concepts encompasses the following aspects:

-
Means for providing enhanced QoS for services that require QoS or policies beyond what the default IP access bearer provides;

-
An SAE/LTE QoS profile that is simple compared to the current UMTS QoS profile (i.e. UMTS bearer service attributes). Possible simplification through QoS control based on service classes shall be studied. 

At the same time complex mapping mechanisms between SAE/LTE QoS profile and the UMTS QoS profile are to be avoided. Multiple mappings between UMTS and SAE/LTE QoS profiles should not result in QoS changes.

-
Signalling of QoS profiles and signalling for Resource Establishment or Resource Reservation, including the direction of such signalling procedures (i.e. Network initiated / UE initiated);


It should also be studied whether/how the current UMTS signalling model can be simplified by deriving IP bearer level and RAN level QoS and policy configuration from QoS-related signalling that is performed on application-level (e.g. IMS). This includes study of the use of per-packet QoS-related information (e.g. DSCP markings).

7.12.3
QoS Concept

The MME/UPE/Inter AS Anchor (Access Gateway – aGW for short in this clause) can receive a PCC rule from the PCRF or PCC rule can be predefined in the PCEF, as specified in TS 23.203 [20]. 
The PCC rules define the details about the services that need to be transferred, i.e. filters describing the IP flows and related QoS parameters (at least bit rate information and a "traffic class" representing the delay/priority requirement). If the authorized QoS can not be provided by the default IP bearer/connectivity service additional SAE bearer services are required. The aGW may generate an aggregate for each traffic class consisting of all the end-to-end-services that are mapped to the same traffic class and their combined QoS description (at least bitrate). The eNodeB receives the aggregate QoS descriptions for each SAE bearer service. 
Both, UE as well as aGW perform the mapping of the end-to-end-service IP flows to SAE bearer service(s).

In order to be able to differentiate between packets belonging to different SAE bearer services the eNodeB and the aGW needs to be aware of the aggregate QoS description of an SAE bearer. The eNodeB uses it for scheduling (DL) and policing (UL) and the aGW for policing (DL+UL).

For downlink, the nodeB treats the IP packets according to the aggregate QoS description of the SAE bearer service. For the uplink, the eNodeB polices each IP packet against the aggregate QoS description of the SAE bearer service.

**** End of changes ****
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