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Introduction
QoS differentiation among IP flows are critical requirement for operators, as there will be various kinds of IP services handled in SAE. The proposal of the flexible way to differentiate QoS was made in S2-062233 (T-Mobile) in SA#53. The proposal is that a SAE Bearer handles IP flows which are required different QoS.

NTT DoCoMo thinks this proposal has couple of advantages, however we consider an issue caused by handling a various QoS IP flows within one SAE Bearer. The objective of this contribution is to share the advantages and an issue among SA2 members and propose to study the solution and compare with one-to-one mapping.

Discussion

If QoS differentiation within a SAE Bearer is provided, as there is no need to add a SAE Bearer when a new IP flow is added, the following advantages are expected.
-Minimizing the signalling for SAE Bearer establishment

-Shorten the setup time

However, there is an issue caused by handling various QoS within one SAE Bearer. In the current functional allocation, aGW and UE have encryption function. If the encryption is provided by the similar mechanism to RLC in 3G, aGW and UE allocates PDCP SN (Sequence Number) and HFN (Hyper Frame Number) for de-encryption and integrity check, where HFN is not transmitted between UE and aGW but counted internally within UE and aGW. When SN reached to its maximum value, HFN is incremented its value. 
aGW and UE de-encrypt the data using PDCP SN and HFN. If the encrypted data is NOT received in order, HFN mismatch may happen and in that case, aGW and UE can NOT de-encrypt the data properly. 
As QoS differentiation within a SAE Bearer is achieved by treating the data in different priority, PDCP SN of received data in aGW and UE are NOT sequential, and this may cause HFN mismatch. The following figure shows the issue.
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Therefore, the proper HFN synchronization mechanism should be studied if QoS differentiation within a SAE Bearer is applied. 
Conclusion
NTT DoCoMo clarified the advantages and the issue of QoS differentiation within a SAE bearer. We like to propose to study the solution for HFN matching and compare ”QoS differentiation within a SAE bearer” with one-to-one mapping taking the solution into account.
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