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Introduction
This contribution describes the necessity of a common mobility anchor in the visited network. We believe such a proxy or visited SAE Anchor is required due to, at least, the following cases:
1) Lawful Intercept in the visited EPC
2) Support of inter-access system mobility between 3GPP and non-3GPP access networks with which only the visited SAE operator has a direct relationship
Note that the proxy or visited SAE Anchor proposed here requires only a subset of the home SAE Anchor functionalities, for example, it does not require the gating functionality for external PDNs. Moreover, the proposed anchor is also considered a functional entity that can be co-located with other functional entities in the EPC (e.g., together with the 3GPP Anchor and/or UPE).
Discussion
1) Lawful Intercept in Visited EPC
As it is described in S2-062839, lawful intercept is mandatory function for operators and this function shall cover all the attached users in an EPC, regardless of the user, access network and service type. 
In case of roaming with home routed traffic, lawful intercept in the visited EPC does NOT work when a handoff from a 3GPP access system to WLAN (or another non-3GPP access system) is executed, as the user data is forwarded directly to home EPC. 
In order to apply lawful intercept in the VPLMN for home routed traffic, the user data need to be passed through the visited EPC, where they need to be deciphered for the inspection. This implies that the PDG, which terminates the IPsec tunnel between the UE and operator network, must be located in the VPLMN. 

Lawful intercept can be done either on the gateway nodes to the various access systems (e.g., the MME/UPE or the PDG) or on a common anchor in the visited network through which all communications – independent of the access – passes. 
Executing lawful intercept at a common anchor in the VPLMN has the advantage that no relocation of the state information is required when the UE changes the access system. In other words, when an inter-access system HO from 3GPP access to WLAN is executed, lawful intercept continues to function as the user data continue to pass through the common anchor. And from the functional allocation point, lawful intercept should be executed in the same way for home user and roaming user (local breakout and home routed) to avoid the functional duplication.
As a result, we believe the best way forward is to have a proxy or visited SAE anchor in Visited EPC to execute lawful intercept, because this guarantees LI continuity despite inter-access system mobility, without introducing the need for complex re-location/handoff mechanisms for lawful intercept.

2) Support mobility between 3GPP and non-3GPP access networks with which only the visited EPC has a direct relationship
As it is described in section 5 “Requirements on the architecture” of TR23.882, in order to maximize the opportunities for a user to gain access via any radio access system, a UE should be allowed to also connect via non-3GPP access networks with which only the VPLMN has a direct relationship.
<Requirement described in section 5 of TR23.882 >

“In order to maximise users' access opportunities, the evolved architecture should allow a UE which is roaming to a VPLMN to use a non-3GPP access network with which the VPLMN has a business agreement. For example, it should be possible for a user to use a WLAN access network with whom only the visited operator has a direct relationship (not the home operator).”
We believe this requirement is critical, as a number of localized non-3GPP access network providers are growing gradually, and it will be difficult for an operator to maintain direct relationships with all/many of these foreign non-3GPP access providers. As there is no direct relationship with non-3GPP access network providers, a UE is always seen attached in VPLMN from HPLMN.
To satisfy this requirement best, again a common mobility anchor in the visited EPC that supports mobility between 3GPP and non-3GPP access networks regardless of the roaming types (local breakout or home routed traffic) is proposed.
Conclusion
If the discussion above is agreed, a proxy or visited SAE anchor in VPLMN should be included in the home routed roaming architecture.

Note that it is FFS how to combine/co-locate the various user data processing entities in the VPLMN.
Proposal

<<Beginning of the 1st Change>>
4.3
Architecture for the evolved system –roaming cases

4.3.1
Scenario 1: Evolved packet core in the Visited network – Evolved packet core in the Home network

In this section it is considered the high level target roaming architecture in case both the visited and the home networks are evolved Packet Core networks. Migration routes to this target roaming architecture are FFS. Two alternative architectures are shown, depending on whether UE traffic has to be routed to the HPLMN or not. It is FFS whether the two alternatives can be used in parallel by a UE, e.g. when only a part of the user's traffic has to be routed to the HPLMN.

In case UE traffic is routed to the home network, the SAE architecture is depicted in figure 4.3‑1.

Editor's note: The update in Section 4.2 at SA2#52 on showing the split of the IASA into two functional entities, namely a 3GPP anchor and SAE anchor, requires the following figure to be updated. Whether the anchors are going to be separated is FFS. In particular, although the Home IASA is illustrated in the HPLMN, it is still an open issue whether the SAE anchor is located in the VPLMN. It is FFS how the above changes impact the SAE roaming architecture depicted below. 
Editor’s note: The SAE roaming architecture is specified satisfying with the following requirement.

· Lawful Intercept in Visited EPC shall be provided regardless of the type of roaming (i.e. both local breakout and home routed)
· MSupport mobility  between 3GPP and non-3GPP access networks with which only the VVPLMNisited EPC has a direct relationship shall be supported

[image: image1]
Figure 4.3-1: SAE Roaming architecture – Home routed traffic

For home routed user data the Inter AS Anchor is located in the HPLMN. Due to this reason, an interface between the Visited 3GPP Anchor and Home EPC is needed. This interface is referred to as S8.

The vPCRF is located in the VPLMN, while hPCRF is in the HPLMN. The need for a vPCRF and the reference point S9 is FFS.

The 3GPP anchor, which anchors user plane for mobility between the 2G/3G access system and the LTE access system, is located in the VPLMN. 

Note: It is FFS what is the functionality of the Home Inter AS anchor.

Note: It is FFS what is other functionalities of the 3GPP anchor in VPLMN besides user plane anchoring between 2G/3G access systems and LTE system.


The IASA in the home network remains the entity that terminates the IP Access Service.
<<End of the 1st Change>>
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