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1 Introduction
Transition from idle to active mode is handled by the service request procedure (for a new uplink packet) and paging procedure (for a new downlink packet). This contribution discusses the details of procedures assuming a split of the MME and UPE logical entities as proposed in [1]. By investigating the sequence of signalling between the different logical entities, we achieve a better understanding of these procedures and how the split of the MME and UPE can be realized. 
Note that the figures below show a separate UPE and IASA, but it is clear from the figures that they can be combined into a single UPE/IASA entity without significantly affecting the procedures.
2 Service request procedure
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In the case of service request, a NAS message is sent from the UE to the MME. The MME may perform security procedures including authentication and the setup of security parameters, but these are optional (would be performed only if the UE was idle for a long period of time). The MME sets up the UE context in the eNodeB, including bearer state and RRC security context. After that, the MME sends NAS acknowledgement to the UE, and then uplink packets can be sent. Note that as an optimization, the Service request ack message from the MME to the UE could be piggybacked on the Setup UE cntxt message from the MME to the eNodeB; this optimization is FFS. The MME also notifies the UPE about the transition to active mode, such that when downlink packets arrive later, the UPE/IASA knows which eNodeB to send the packets to. But notification of the UPE does not have to be completed to be able to deliver the first uplink packets. 
Note that it is not necessary to have additional signalling between the UE and eNodeB in order to re-establish the radio bearers besides the initial signalling which initiates the service request. The MME can set up all the necessary UE-related context in the eNodeB based on the session management state information that is stored in the MME. Also, no UPE involvement is needed to set up the bearers. This applies to the paging procedure below as well. 
3 Paging procedure
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In the case of paging procedure, when the UPE gets a downlink packet for an idle UE, it buffers the packet and sends a paging request to the MME. The MME pages the terminal in the tracking areas where the terminal can be located. The UE responds with a page response to the MME. The MME may optionally perform security functions (only when the terminal was away for a long period of time). Then the MME sets up the UE context in the eNodeB, including bearer state and RRC security state. When this is completed, a signal is sent to the SAE GW including the parameters about the current eNodeB, and then the SAE GW can forward the downlink packet(s) to the correct eNodeB. 
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5 Proposal

Ericsson proposes to replace figure H.5.2 for Alternative B in Annex H, section H.5:
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Figure H.5.2: Alternative B, service request
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Figure H.5.2: Alternative B, paging
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11. SAE Bearer Setup 
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4. Cell Association Request
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12. SAE Radio Bearer Setup
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13. SAE Radio Bearer Setup Ack
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14. SAE Bearer Ack
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