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Discusses concept of VCC enabling and proposes new text for TS 23.206 relating to this.

1.
Introduction

During the VCC sessions at SA2#51 in Denver, it was agreed that not all voice calls to/from VCC subscribers in the CS domain need be anchored in IMS (S2-060971 [2]), and that in the case where a call was not anchored, VCC would not be supported. There was also discussion on the wider concept of VCC enabling, much of which was based on document S2-060959 [1]. However, it was not possible to reach a conclusion on this due in part to the proposal suggesting too much in the way of implementation, and in part to a perceived unnecessary level of associated complexity and signalling overhead. In an attempt to make some progress in this area, this document analyses [1] to try to clarify what is meant by VCC enabling, and at the same time proposes how such a concept may be supported with minimum additional complexity and signalling.
2. Discussion

2.1 Anchoring
[1] identifies in its introduction that the following information is required in order for the network to determine whether to anchor an incoming/originating voice call/session:
1. the call is a TS11(or IMS equivalent) voice-only call;
2. the subscriber has an active VCC subscription;
3. the subscriber is registered to the network with a VCC UE. 

The introduction to [1] goes on to state that “1” can be verified by inspection of the contents of the associated CS, IMS messages (e.g. SETUP/IAM or INVITE). This effectively means that even for a statically “enabled” VCC UE, the decision to anchor a call/session is taken on a per call basis, although not by the VCC application but e.g. by the VMSC only triggering DP2 when the SETUP message from the UE indicates TS11 voice call.  
[1] states for “2” that an active VCC subscription can be verified by querying the HSS. However, given the way that VCC call anchoring will be implemented in the network, there should in any case be no prospect of anchoring a call that does not come from a VCC subscriber. For a CS originated call, this is because in the absence of a VCC subscription, O-CSI will not trigger InitialDP towards the gsmSCF for re-direction towards the IMS for anchoring. Similarly, for a terminating call incoming from the CS domain, T-CSI will not trigger. Further, if CAMEL is not used for call diversion to IMS in the case of a terminating call, the HSS will have direct access to VCC subscription information and can respond to the SRI accordingly. For the IMS, the absence of a VCC subscription should mean that iFC will not indicate that signalling for the session shall be routed via a SIP AS for call anchoring. VCC subscription information is considered implicitly each time the call/session is established, and need not be accessed at any other time. Again in this case, the decision to anchor is not taken by the VCC application.  

The remaining factor determining whether the call should be anchored is thus the VCC capability of the UE.  The exchange of this single piece of information does not sufficiently warrant the complex and signalling intensive VCC enabling procedure suggested in [1].
2.2 VCC registration

In [1], VCC registration is concerned only with the UE indicating its VCC capability to the VCC application. 
The UE could convey its VCC capability simply during IMS registration by use of a feature tag e.g. as is used in CSI to convey a UE’s CSI capability.
If the UE is not yet IMS registered, or is not able to register with the IMS, it could indicate its VCC capability to the VCC application by CS based methods e.g. via SMS, or USSD towards a pre-provisioned number or through GPRS (a direct PS data connection). 

In that way, the registration of the UE’s VCC capability with the VCC application can be done implicitly in IMS, or initiated by the UE following the first registration with the CS domain. The provision of this VCC capability information need not be overly complicated.
2.3 VCC enabling

It is necessary for the UE to know whether the network will accept a request for Domain Transfers for an ongoing call/session. This could be considered VCC enabling. [1] lists three reasons why domain transfer request may be rejected, namely.

1. The subscriber does not have an active VCC subscription.
2. The network has determined that the visited network does not support the necessary mechanisms for Domain Transfer (e.g. it does not support CAMEL), etc.

3. The operator has determined that it does not want to enable VCC Domain Transfer where the UE is currently registered, or at the moment due to e.g. network load.


In the case of 1, the absence of a VCC subscription will lead to the call not being directed towards the VCC application for anchoring. Thus in the context of the VCC subscription, VCC enabling and call anchoring are effectively the same thing. 
In the case of 2:

· The absence of CAMEL will result in CS originated calls not being directed to the VCC application for anchoring. 
· For IMS originated calls, CAMEL should not be required in the CS network for domain transfer to be successful as the instigation of domain transfer does not rely on support of CAMEL once the VCC application routing number is known. 
· For terminated calls either in the CS domain or the IMS, support of CAMEL should not be a pre-requisite to support subsequent domain transfer of calls, provided the VCC Functional Number (VFN) is known to the UE. 
The support of CAMEL in the terminating network is not relevant to whether VCC is enabled for a UE. VCC enabling for originated calls and VCC enabling for terminated calls are separate. It is however, again possible to equate VCC enabling for a UE with whether a given call is anchored.
In the case of 3, the operator may wish that VCC is not enabled (i.e. calls are not anchored) for a UE depending on its location, or network load. When such a UE subsequently initiates a CS call this can have the effect that the call is not directed towards the VCC application for anchoring. When that UE initiates an IMS session, the session  may still be anchored (as discussed in [2] there may be little benefit to not anchoring IMS sessions), but as far the UE is concerned not being VCC enabled means the UE should behave as if the call is not anchored). In this respect it is also possible to equate VCC enabling with whether a given call is anchored, and for the UE to act appropriately thereafter it is necessary for the UE to know if it is VCC enabled (i.e. its calls are anchored).

[1] proposes that the network shall inform the UE that VCC is enabled, or not enabled at the time the UE  registers its capability, or at any later time (depending on conditions). However, the only time that the UE actually needs to know whether it is VCC enabled is when it establishes a call/session. Thus there is no benefit to continually informing the UE about whether VCC is enabled or not prior to the call being made. That uses unnecessary bandwidth and is overly complex. Given that the indication of VCC being enabled only needs to be communicated at the time of call establishment, it would seem most efficient to allow that the indication is contained in normal call/session establishment signalling. The UE can then optimise its behaviour and power consumption in accordance with the arguments in [1]. 

Without dispute the network is responsible for informing the UE of whether VCC is enabled. However, such indication could be explicit and the absence of such an indication should be taken by a UE to mean that VCC is not enabled.
2.4 VCC de-registration

As discussed above it is necessary for the network to know whether a given UE is VCC capable in order to know whether to anchor call in the IMS. Thus a VCC capable UE should indicate is capability to the VCC application as discussed in section 2.2.

It is possible however, that a UE may become no longer VCC capable after it has registered its capability, e.g. due to the UICC hosting the VCC subscription being transferred to non-VCC capable terminal, or more likely due to the user disabling the VCC capability of the UE (e.g. by turning off the WLAN part to conserve battery life). 
[1] suggests that for these reasons it is necessary to develop a series of procedures for de-registering the VCC capability of the terminal, both from the UE and from the network. However, the proposed series of procedures for dealing with a UE’s changing capability with respect to VCC impose unnecessary complexity and signalling overheads to both the UE and the network. 
It should be possible to overcome these foreseen issues largely by network implementation specific means, and only in the case where a VCC capable UE has its VCC capability disabled, is a specific procedure required to be defined. For this case, the UE can send an explicit indication that it is no longer VCC capable to the VCC application. This could be done using any of the example methods highlighted in section 2.2 (e.g. SMS, GPRS, USSD).
The network need only remove the registered VCC capability for the UE when it is no longer registered in either the CS domain or the IMS, or when it receives a double registration in the CS domain i.e. when a UE performs initial registration to the CS domain without having performed a prior detach. The latter implies that the user/terminal between power off without explicit detach and power on has changed its VCC capability. The subsequent registration after next power on will update the VCC application accordingly. If registering with the IMS domain, its VCC capability will be communicated in the feature tag. The implementation of this network de-registration of the a UE’s VCC capability need not be specified.
3
Conclusions
· A UE with a VCC subscription should provide its VCC capabilities to the VCC Application in order to be considered a VCC UE. The provision of this information should be as simple as is possible.

· The provision of the UE's VCC capability can either be done at IMS registration (for the PS side) or by simple re-use of existing CS methods.

· It is justifiable and logical to equate being VCC enabled to having a call/session being VCC anchored. This information is useful for the UE so it can act appropriately, but it is needed only when the UE initiates a call/session even if the decision to enabled VCC (i.e. to anchor the call) is taken at some other point in time.

· A complicated series of de-registration procedure in both Network and UE to overcome the cases of UE changing its VCC capabilities after it is registered is unjustified. Use of some simple existing CS based methods is more efficient.

4
Proposed changes

<<<<First proposed change>>>>
4.4
IMS anchoring of VCC subscriber calls

Anchoring of voice calls in IMS is performed subject to operator policy for a UE registered as a VCC capable at the time the call is set up.

4.4.1
Calls originated by VCC subscribers

All voice calls originated by VCC subscribers in the IMS are anchored in the IMS in order to facilitate domain transfer of the call to the CS domain. 

Voice calls originated by VCC subscribers in the CS domain may or may not be anchored in the IMS to facilitate domain transfer of the call to the IMS, subject to operator policy. If a call from a VCC subscriber is not anchored in the IMS, domain transfer is not supported for that call.

4.4.2
Calls terminated by VCC subscribers

All voice calls to VCC subscribers, which are terminated in the IMS are anchored in the IMS in order to facilitate domain transfer of the voice call to the CS domain.

Voice calls to VCC subscribers, which are terminated in the CS domain may or may not be anchored in the IMS to facilitate domain transfer of the call to the IMS, subject to operator policy. If a call to a VCC subscriber is not anchored in the IMS, domain transfer is not supported for that call.

<<<<End of first proposed change>>>>
<<<<Start of second proposed change>>>>

6.1 Registration

6.1.x
VCC capability indication

A VCC capable UE shall signal its capability to support VCC to the VCC application at the time of registration to the IMS, or after initial registration to the CS domain. At the time of IMS registration, the UE shall register its VCC capability using SIP User Agent capability registration mechanism specified in RFC 3840 and endorsed by TS23.228 [2]. It shall be possible for the UE to register at least the following capabilities:

-
VCC Capable
If the UE is not able to register with the IMS, it shall directly signal its VCC capability to the VCC application.
If the VCC capability in the VCC UE is disabled following the registration of its VCC capability, the UE shall update its VCC capability with the VCC application.

If the VCC capability of the UE changes, e.g. due to the VCC subscription being placed in a non-VCC capable UE, it is possible that the UE will not de-register its VCC capability. In that case, the subsequent repeated registration (registration without prior detach) to CS domain may trigger the network to de-register VCC capabilities for that UE.
6.1.y
VCC enabling

When a UE has indicated its capability to support VCC to the VCC application, VCC may be enabled for the subscriber. i.e. calls from that subscriber may be anchored in the IMS to facilitate transfer of voice calls between the CS domain and the IMS.

A VCC enabled UE should meet the following criteria:

· The UE is identified to the VCC application as being VCC capable;
· The UE has an active VCC subscription;

The VCC enabling of a UE meeting these criteria is further subject to operator policy. The network shall inform the UE that VCC is enabled i.e. that the call is anchored and that domain transfer is permitted for a call. This is done as part of call establishment signalling.

<<<<end of second change>>>>

<<<<start of third proposed change>>>>

6.2.1 General
In order to facilitate control of the bearer path upon domain transfer, VCC user initiated voice calls from a VCC UE in the CS domain or IMS are anchored with the functionality provided by the VCC application.
The VCC application shall verify that the UE is VCC enabled before anchoring the voice call in the IMS. If the UE has indicated its VCC capability to the network (see clause 6.1.x, VCC capability indication) and the VCC application verifies that conditions for VCC enabling are met, it shall enable VCC for the UE, anchor the voice call in the IMS, and indicate this VCC enabling to the UE.

Note:
Anchoring of voice calls when VCC has not been enabled for the UE is subject to operator policy.
<<<<end of third proposed change>>>>

<<<<start of fourth proposed change>>>>
6.3
Termination

6.3.1
Terminated call coming from CS
When a voice call for the subscriber is coming in from the CS domain, the VCC application shall verify that the UE is VCC enabled before anchoring the voice call in the IMS. If the UE has indicated VCC capability to the network (see clause 6.1.x, VCC capability indication) and the VCC application verifies that the conditions for VCC enabling are met, it shall enable VCC for this UE, anchor the voice call in the IMS, and indicate this VCC enabling to the UE.
NOTE:
Anchoring of voice calls when VCC has not been enabled for the UE is subject to operator policy.
<<<<end of fourth proposed change>>>>

<<<<start of last proposed change>>>>
Annex A (informative): Call diversion techniques from CS to IMS

An incoming call for a subscriber with a service provided by the IMS (e.g., a VCC subscriber) may be routed either through the CS domain or IMS network. For a VCC subscriber using a VCC enabled UE, voice calls that are routed via the CS domain shall be anchored at the CCCF in the IMS network prior to onward routing of the call to the subscriber.
Note: 
Requirements and preconditions for anchoring of CS voice calls for VCC subscriber in IMS are documented in Section 6.3.1 Terminations of this document.

A.1
Implementation options for call diversion from CS to the CCCF in IMS

Several techniques available in CS networks may be used to implement the call diversion from CS to IMS, as itemized below:

1 Use of CAMEL for call diversion to IMS

This option applies to configurations requiring handling of incoming calls at the GMSC function. Upon receipt of an incoming voice call, the GMSC queries the HSS for routing information via Send Routing Information (SRI) query. The user profile in the HSS is configured such that the HSS returns T-CSI including a gsmSCF address to the GMSC in response to the SRI query. When handling voice calls for a VCC subscriber using an enabled VCC UE, the subsequent processing at the gsmSCF and the GMSC results in routing of the call to IMS using the IMRN. The call is routed to the CCCF according to standard IMS procedures. The IMRN is used to resolve the user’s public identity.

2
HSS directed call diversion to IMS

This option also applies to configurations requiring handling of incoming calls at the GMSC function.  Upon receipt of an incoming voice call, the GMSC queries the HSS for routing information via Send Routing Information (SRI) query. Based on non-standardized mechanism, the user profile in the HSS is configured such that the HSS returns an IP Multimedia Routing Number (IMRN) to the GMSC in response to the SRI query, when the call is directed to a VCC subscriber using an enabled VCC UE. The subsequent processing at the GMSC results in routing of the call to IMS using the IMRN. Two methods may be used to ensure correlation between the IMRN and the original called party.

a. Cooperative allocation/deallocation:  In this method, the IMS is made aware of the assigned IMRN and when a call is received for that number, the original number is retrieved.  This method is similar to a VMSC managing roaming numbers.

b. Algorithmic:  In this method, a known algorithm is used to derive the IMRN at the CS, and to deduce the original called number from the IMRN at the IMS. One method of performing such an algorithm could be e.g. use of a prefix.  In such a case, care is required in the network configuration to avoid looping for the case when the call is subsequently routed from the IMS to the CS domain for call termination.

3
Static diversion from GMSC with dedicated trunk groups

This option also applies to configurations requiring handling of incoming calls at the GMSC function.  Dedicated trunk groups may be used at the GMSC to divert CS terminations to the MGCF.

Note: 
The handling of calls other than voice calls needs to be taken in account if this solution is chosen.

4
Static diversion using LNP

This option may be used for routing of calls originating in PSTN networks to IMS. A local number portability database dip may be used to redirect VCC subscriber calls to the MGCF.

Note: 
The handling of calls other than voice calls needs to be taken in account if this solution is chosen.
5
Direct routing to IMS

Translations may be set up in the PSTN network to route the mobile subscriber calls to the MGCF when the call is received. This way the standard IMS routing technique in TS 23.228 [2] can be used.  

Note: 
The handling of calls other than voice calls needs to be taken in account if this solution is chosen.
Note: 
With some of the aforementioned options, care must be taken to avoid a circular loop which may result when used in conjunction with certain techniques applied to route the call from IMS to the terminating user via CS network.

<<<<end of last proposed change>>>>

5
Proposed action

Include the proposed changes in TS 23.206.
References

[1] S2-060959 VCC Terminal enabling & communication of CCCF PSI
[2] S2-060971 Anchoring of CS calls
3GPP

SA WG2 TD


