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Introduction

Alternative solutions A and B have been proposed in the previous SA2 meetings to the key issue Inter access system handover between 3GPP and non 3GPP access systems. Details of solution alternative A have also been presented in Annex E for mobility between pre-SAE/LTE 3GPP and non 3GPP access systems. These alternatives share many principles, and it would therefore be useful to document the key differences explicitly in order for 3GPP to be able to make the necessary selections. This contribution aims at unifying the solution description for 3GPP and non 3GPP Inter AS handovers and initiating the selection process.

Proposal
The following proposed changes to the text in section 7.8.3 concentrate the basic description of Mobile IP based solution alternatives in one place. The proposed text highlights key areas where the solutions presented so far differ, i.e. the location of the HA and the impact of IP versions on the overall solution. 
**** Start of changes ****

7.8.3
Inter access system handover between 3GPP and non-3GPP access systems

7.8.3.1
Description of key issue – Inter access system handover between 3GPP and non-3GPP access systems
The handover will be based on IP layer mechanism (e.g. Mobile IP).


7.8.3.2
Alternative solution A

The solution presented in this section is based on Mobile IP. The following illustrates the related parts in the SAE architecture in more detail. Mobility anchor points in the Evolved Packet Core include the following functions:

· LTE anchor (corresponding to the anchor for LTE): The anchor point for intra-LTE mobility. This mobility mechanism is addressed separately (in the RAN WGs).
· 3GPP anchor (corresponding to GGSN in pre-SAE/LTE GPRS): The anchor point for handovers between 3GPP access systems. This mobility mechanism is addressed in a separate key issue.  

· Non3GPP anchor (corresponding to a Mobile IP Home Agent): The anchor point for handovers between 3GPP and non-3GPP access systems. The mobility mechanism is described in this key issue.

The anchor points illustrate functional grouping only and do not propose any architectural changes here.
Non-3GPP inter access system mobility requires consideration of policy and charging control from the home operator, as the controlled service may cross operator as well as access system boundaries in a more explicit manner than in the case of 3GPP inter access system mobility. Supporting such functions using a similar mechanism for different access types is described in a separate key issue.
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1. 3GPP handover. Mobility mechanism defined in different key issue.
2. Multi-access handover. Mobility using an IP layer mechanism (e.g. Mobile IP)
2b. Support for handover between GERAN/UTRAN and non-3GPP IP Access
Note1: Grouping of the anchor functions into logical entities UPE and IASA is FFS
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Figure 7.8-7. 3GPP and multi-access handover anchor functions.
Figure 7.8-7 shows the 3GPP and multi-access handovers anchored in the 3GPP anchor function and non-3GPP anchor function, respectively. The figure recognizes the potential to integrate the 3GPP and non-3GPP anchor functions in a single entity, or to keep the non-3GPP anchor function in a stand-alone logical entity. In the latter case, the two anchors can still be implemented on the same physical node. It is FFS whether 3GPP shall support only one or both of these functional grouping alternatives. Note that the outcome of the separate key issue on inter-3GPP mobility may require updates to the representation of inter-3GPP system mobility within this section (e.g. 3GPP Anchor in Figure 7.8-7), if different from the current working assumption.
The introduced overhead (signaling and user plane transport overhead) and performance penalties (delays etc., as compared to when the mobility solution is not activated) should be minimized, especially for 3GPP accesses. By providing a certain level of interaction between the non 3GPP anchor (MIP HA) and the 3GPP anchor within the Evolved Packet Core (integrating the 3GPP and non-3GPP anchor functions in a single entity ), the Mobile IP based mobility signaling and tunneling only needs to be active when the terminal is using a non-3GPP access technology. Without this interaction (keeping the non-3GPP anchor function in a stand-alone logical entity without coordination with the 3GPP anchor function), Mobile IP signaling and tunneling will be active also when using 3GPP access technologies causing extra signaling as well as tunneling overhead to user data packets. 

Beyond the immediate effects on performance, the integration or separation of the anchor points have implications, for example, related to the complexity of the PCC support in the architecture, and the flexibility in the architecture options available to operators, but that issue is not discussed in this section.

Note that a serving access node for non-3GPP access (such as an evolved PDG) may be located in the evolved packet core but is not shown in the figure. 

Independent from the above integration or standalone alternatives, for non-3GPP access systems requiring a Wu (IPSec tunnel), connectivity can be enhanced through the use of encryption over the MN-HA tunnel or, alternatively by using IKEv2 mobility extensions (MOBIKE) which are under development in IETF.

Independent of the above architectural aspects, Mobile IPv6, Mobile IPv4 or both can be used to execute mobility toward non-3GPP accesses. The use of either MIPv4 or MIPv6 (or both) mostly depends on the expected use of IP versions and is not strictly based on the merits of the individual Mobile IP protocol versions.

As defined today, Mobile IPv6 is not natively backwards compatible with IPv4, this incurs the following consequences:

· A transition (dual stack UE, tunneling from UE) mechanism is necessary if accessing IPv6-only services from an IPv4-only access network. In order to avoid transition tunnels over the access network, it may be more feasible to use MIPv4 with a transition mechanism on the service-side of the HA, such as protocol translation.

· Mobility is not possible between IPv4-only and IPv6-only access networks.

· For IPv4-only services it is more reasonable to use Mobile IPv4 (i.e. avoiding an additional transition mechanism on the “service-end” of the HA).

Mobile IPv4 has similar limitations associated with applicability in the presence of IPv6, either in the UE connectivity-side or the service-side of the HA. However it is worth to note that in the case of Mobile IPv4 the first point mentioned above is a reversal of the IP versions in services and access network, i.e. only relevant in the presence of an IPv6-only access network.

The listed consequences can also be categorized into mobility between different version access networks, and interconnection between different domains (this would also be necessary for stationary UEs).
It is expected that most SAE-capable UEs will have a dual stack supporting both IPv4 and IPv6, and therefore using both MIPv4 (for IPv4 connections) and MIPv6 (for IPv6 connections) is possible.  

Another possible approach is to adopt dual-stacked Mobile IPv6 (DS-MIPv6) solution which is being drafted in IETF (see draft-ietf-mip6-nemo-v4traversal-00.txt). When this solution is available, it will allow connectivity and mobility across any IP version, and access to services of any IP version, without additional transition (tunneling) mechanisms. The solution is not particularly well suited for IPv4-only terminals, but adaptation of the solution could be studied further if needed. It should be noted that the MIPv6 solution with IPv4 extensions can be deployed in today's IPv4 networks, and does not require deployment of IPv6 in existing networks.

In summary, the following implementation alternatives are possible to enable mobility for both IPv4 and IPv6 (the effect of PDG on these alternatives is FFS):

1. MIPv4 and DS-MIPv6
Consequences: two protocols need to be supported in the mobility anchor.

2. DS-MIPv6 only
Consequences: not compatible with MIPv4 only clients.

3. MIPv4 and MIPv6
Consequences: two protocols and architecture need to be supported in the mobility anchor. Mobility between IPv4 and IPv6 not supported. Requirements may need to be reconsidered.

The following points shall also be considered in the selection process of the above alternatives:

1. Whether the availability and maturity of the relevant IETF standards affects the solution preference.

2. Whether the selection should be aligned with solution selected in non-3GPP access technologies, e.g., the mobility mechanism selected in the WiMAX forum.
















7.8.3.4
Alternative solution B
**** End of changes ****

3GPP

SA WG2 TD


_1205747770.doc

[image: image1]

LTE�Anchor















UE







„AAA“























UE







UE







GPRS Core







UTRAN







GERAN







3GPP�Anchor







non 3GPP



IP Access























Gi



















PCRF







2.







1.







Evolved RAN







Gx+







HSS







Evolved Packet Core







Non-3GPP �Anchor
























_1193666480.ppt








PCRF

HSS

Evolved Packet Core

2G/3G RAN

Evolved RAN

Non-3GPP 

IP System

Gi

Gx+

”AAA”

3GPP

Anchor

Non-3GPP

Anchor

UE

UE

UE

1

2

		3GPP handover. Mobility mechanism defined in separate clause

		Multi-access handover. Mobility using MIPv6



GW(TPF / PEP)








