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1. Introduction

In this document, we introduce IETF NETLMM WG in order to share the requirements and functionality that the protocol tries to meet and provide, and request feedback for potential use of the protocol provide insight as to the potential use of the protocol(s) by 3GPP in different mobility scenarios (intra-LTE mobility, inter-3GPP mobility and inter 3GPP and non-3GPP mobility). This document also provides the latest protocol standardization schedule for NETLMM, so that SA2 can judge if the time for NETLMM aligns with the time plan for SAE.
2. IETF NEtwork-based Localized Mobility Management (NETLMM) Working Group
2.1 NETLMM Overview
In IETF NETLMM WG [1] was established in January 2006 to standardize a localized mobility management protocol based on network entity control; the UE is not involved in the IP layer mobility management, meaning the IP address of UE does not change regardless of UE’s mobility as long as it moves within an area, which is under control of a particular local mobility anchor. This is achieved by the network transporting UE packet from the entity providing UE’s IP point of attachment to the entity where IP routing is terminated and the packet is delivered to the UE. The protocol is agnostic of the transportation mechanism used by these entities (i.e. different tunneling trasnportation mechanisms can be defined); an example of a possible transportation mechanism is IP-in-IP encapsulation. Thus, the UE will keep using the same IP address, which is assigned by the network and routable to the IP point of attachment from the external network, as far as it is in the localized mobility domain where the assigned IP address is valid, e.g. an operator’s network.
This differs in design concept from Mobile IP [2][3] in the context of mobility control and IP address management. In Mobile IP, the mobility management is achieved by the UE’s IP address changing due to UE control: conceptually, UE has an assigned Home address while it configures a local Care-of Address every time it moves to a different IP subnet, and registers its binding to the Home Agent located in its home network. Thus, in order to achieve handover, the UE needs to obtain a new IP address and signal it to the home agent. These functions might degrade the handover performance, e.g. handover delay, and thus, are not suitable for localized mobility management. See [4] for detail on the problem statement,
The figure 1 shows the NETLMM protocol overview, and NETLMM WG described the base framework for protocol design as follows;
“Mobility anchor points within the backbone network maintain a collection of routes for individual mobile nodes. The routes point to the access routers on which mobile nodes currently are located. Packets for the mobile node are routed to and from the mobile node through the mobility anchor point. When a mobile node moves from one access router to another, the access routers send a route update to the mobility anchor point. While some mobile node involvement is necessary and expected for generic mobility functions such as movement detection and to inform the access router about mobile node movement, no specific mobile node to network protocol will be required for localized mobility management itself.”
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Figure 1: NETLMM Protocol Overview

Handover Procedure 
0) The tunnel has been set up already by NETLMM procedures, e.g. attachment, and UE has IP_UE as an address and the mobility anchor point (MAP) has the mapping of IP_UE and tunnel information to the access router (AR) where UE is currently connected.

1) The UE moves to the next access point which is connected to the different AR as depicted.

2) The UE and access network performs the required connection establishment procedures. This may differ by access network, e.g. WLAN, and re-association methods, e.g. authentication. During this procedure, in order to notify the AR that the UE has arrived, an element of the access network provides a Connection Notification trigger to the AR containing the UE information, e.g. IP address, IMSI. This trigger is a generic message to the AR and the initiator of it could be the base station if the wireless access system supports this function, or could be access authenticator which authenticates and authorizes UE’s access to the network.

3) After receiving the Connection Notification trigger, the new AR sends a Route Update message containing UE information in order to tell the MAP that the UE has arrived. This message also contains AR information used for tunnel establishment at the MAP.

4) The MAP receives the Route Update message and establishes the new tunnel toward the AR which sent the Route Update message. Then, the old AR deletes the old tunnel to complete the handover procedure.

Note that the Access Router (AR) and Mobility Anchor Point (MAP) in the NETLMM terminology represent the IP packet routing functional entities where NETLMM protocol is applied and user packets will be transported by the IP address between them, and does not specify any physical entity in the network. For instance, in an SAE architecture supporting mobility between LTE and WLAN, the NETLMM access router can be the UPE and PDG or eNodeB entities, while mobility anchor point can be the IASA or the UPE depending whether NETLMM is applied to inter LTE-WLAN handover or to intra-LTE handover.
2.2 Base Requirements and Design Goals for NETLMM protocol 
In the NETLMM design, the protocol needs to satisfy the following requirements. Note that requirements for NETLMM protocol are under discussion in NETLMM WG, thus they may be subject to modifications (e.g. additional requirements may be added).
1. Handover Performance Improvement
In order to reduce packet loss caused by the routing path switching, NELTMM protocol is designed to minimize the delay in IP layer handover, e.g. IP address configuration, and allow UE to perform only wireless channel switching. This should improve the handover performance compared to other mobility protocol which need IP configuration for IP layer handover, e.g. Mobile IP
2. Reduction in Handover-related Signaling Volume
In order to save the delay for handover performance, it is also desirable to minimize the required signaling during the IP layer handover. In the case that the IP address of the UE changes, signaling between UE and network is required, so this requirement tries to minimize signaling for IP layer handover compared to existing IP mobility protocols.
3. Location privacy
Location Privacy can be exposed by the IP address if the granularity of the IP subnet is small. If UE IP address changes according to its mobility and it has fine granularity of location information, it might be possible for third party to track the UE’s movement history. This requirement tries to make NETLMM protocol be more robust from the location information of IP address perspective.
4. Efficient Use of Wireless Resources
Although wireless PHY and MAC technology continue to increase the bandwidth available from limited wireless spectrum, the wireless spectrum remains a limited resource. Thus, it is desirable that the mobility protocol does not consume the wireless resources for its purpose. This requirement intends not to increase the signaling over the air and per packet overhead over the air for mobility management purpose.
5. Reduction of Signaling Overhead in the Network
Although the wired network has more bandwidth to transport data and signaling, it is still desirable to minimize the number of signaling for mobility management. This can reduce not only the bandwidth due to the signaling but also the processing load of the network entities supporting mobility management. 
6. No Extra Security Between Mobile Node and Network
From the deployment perspective, it is desirable that the mobility protocol does not require the UE to exchange service-specific credentials to authenticate and authorize with the network in order to have localized mobility management services in the network. This enables the network operator to avoid possible risks by DoS attack to the network infrastructure elements. The requirement is that support for localized mobility management should not require additional security between the mobile node and the network.
7. Support for Heterogeneous Wireless Link Technologies
It is desirable that NETLMM protocol can be applicable to the network where various types of access systems are accommodated through the access routers. For this purpose, NELTMM is required to have a basic interface towards the access systems, which allows efficient integration of various access technologies with minimum effort.
8. Support for Unmodified Mobile Nodes
Considering the smooth introduction of the new mobility solution, the solution must have minimum impact on the terminals. Being able to accommodate unmodified UEs enables a service provider to offer service to as many customers as possible. This requirement focuses on the IP layer routing management aspect in the UE, several modification in the host may be necessary if the link layer provides better solution for mobility management such as movement notification to the network.
9. Support for IPv4 and IPv6

In order to increase the applicability, NETLMM protocol is designed to work with both IP version 4 and 6, though the actual protocol may be slightly different due to the technical details of the IP version (e.g. address configuration). 

Although above requirements for NETLMM are currently under discussion in NETLMM, looking at the TR23.882 and TS22.258, these requirements conform to those for mobility management in the SAE. Thus, NETLMM can be considered as the possible protocol for the network-based solutions of the mobility management in the SAE.
2.3 Key features of NETLMM
The NETLMM protocol is in its design phase by the NETLMM Design Team, which is comprised of 10 members and is dedicated to come up with the base NETLMM protocol for discussion in the WG.
In the 65th IETF meeting held in March 2006, the NETLMM WG defined a set of functions for the NETLMM protocol. These functions came from the need to satisfy the above requirements.
· UE identifier
The NETLMM will use UE identifier, which can be any type of identifier such as IMSI or NAI, in order to control the routing path between mobility anchor point and access router.
· Dynamic MAP allocation
NETLMM will support the functionality to allow the mobility anchor point to be allocated for each given UE, depending on user's profile, load balancing, etc.
· Message types for location update between AR and MAP
NETLMM will define the signaling messages to update the location of the UE between AR and MAP. Note that the term “location update” in IETF does not specify UE state, e.g. Idle or Active, instead it assumes that the UE is always ready to communicate similar to the Active state in 3GPP.
· Message transport (control plane)
NETLMM will define the method to transport signaling messages, e.g. UDP, SCTP.
· Security between AR and MAP
NETLMM will provide the mechanism to establish the security between access router and mobility anchor point.
· Address assignment for MN
NETLMM will define the mechanism to assign an IP address to the UE. This will support both stateless address configuration, i.e. IPv6 self configuration by UE, and stateful configuration, i.e. address assignment by DHCP or some other interworking mechanisms with such as AAA.
· Support for any IP version host
NETLMM will support both IP version of the host where the packet transported between access router and mobility anchor could be both IPv4 and IPv6
· Data plane transport (tunnel, MPLS, etc.)

NETLMM will define the methods to transport packet between access router and mobility anchor point, and that could be flexible to adopt any forwarding mechanism depending on the preference of the network operators.
· AR-MAP reachability detection
NETLMM will provide the functionality to detect the reachability, e.g. if the connection is still alive, between access router and mobility anchor point.
· AR handover (including release of old binding)
NETLMM will support the necessary functions to perform UE handover between ARs, e.g. location update to the mobility anchor point and delete the old routing path between access router and mobility anchor point.
· MN detachment from network (cause by MN or by network)

NETLMM will support the scenarios where UE leave from or turn off the power under a local mobility management area both by UE and network decisions.
2.4 Possible NETLMM application for SAE mobility scenarios

Considering above functionality, NETLMM could be potential mobility solution for generic IP routing management across all future wireless architectures (3GPP SAE, WiMAX, 3GPP2,….). Looking at the 3GPP SAE mobility scenarios and approaches of alternative solutions in TR23.882, NETLMM could potentially apply in the following cases highlight.
Inter 3GPP mobility

In the section 7.8.2 of TR23.882, alternative solution D is described as the candidate solution for inter 3GPP mobility where network-based mobility management is applied. The reference [17], “Localized Mobility Management using Proxy Mobile IPv6” is a potential candidate solution for NETLMM and thus, this mobility scenario is the possible case for NETLMM adaptation. In order to meet the handover requirements of 25.913, it is anticipated that interworking between legacy SGSN nodes supporting GTP context transfer and NETLMM will need to be defined.
Inter 3GPP and non-3GPP mobility

In the section 7.8.3, alternative solution C describes the use of network-based mobility management for handover between 3GPP and non-3GPP access systems for those Access Systems which define an Access Router function element (e.g., PDG in I-WLAN 3GPP Direct Access). 
Intra LTE mobility
The NETLMM is also possibly applicable to the intra LTE mobility, described in section 9.4.4.2 of TR25.912, assuming that the IP network exists in-between ENBs and UPEs, though LTE specific mechanism might need to be support at UPE such as ciphering or header compression. Such additional requirements can be covered by proposing additional enhancements to NETLMM.
Note that above mobility solution alternatives are described in latest TR23.882 (ver1.0.0). It does NOT imply that these NETLMM solutions are used for all mobility scenarios in the SAE system. Further study needs to be performed to investigate if NETLMM can meet the requirements of each mobility scenario, e.g handover performance, interworking with other mobility scenarios.
2.5. NETLMM Standardization Schedule
Currently, NETLMM WG is assumed to provide protocol in the following steps;
By June 2006: Protocol Design Team will provide NETLMM protocol draft to WG for further discussion
November 2006: WG Last Call for protocol discussion

December 2006: Submit protocol draft to IESG for publication as Proposed Standard
3. Conclusion
The IETF NETLMM Working Group is defining a protocol for network-based localized mobility management.  This protocol has potential applicability for mobility between 3GPP access systems, mobility between 3GPP and non-3GPP access systems, and for mobility within SAE/LTE access networks. 

We would like to discuss following topics, and request that SA2 offer feedback to the IETF NETLMM WG, e.g. in the form of a liaison statement;
· If the NETLMM requirements and architecture are feasible/sufficient for SAE mobility scenarios and provide suggestions for supporting additional requirements, if any.
· If the NETLMM schedule can meet the time line for SAE standardization
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