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1. Background
In the SAE discussion, it has been discussed that the I-WLAN is the most likely non-3GPP access using the S2 reference point. Besides, the I-WLAN is also considered the most typical case for studying the 3GPP and non 3GPP mobility scenario.

However, it seems some confusion remains in SA2 since some delegates believe that the WLAN Direct IP access is also the subject for SAE instead while the section 4.2 in TS 23.882 clearly describes that the S2 reference point is only used between WLAN 3GPP IP access or non 3GPP IP access and Inter AS Anchor.

S2: It provides the user plane with related control and mobility support between WLAN 3GPP IP access or non 3GPP IP access and Inter AS Anchor. 
Probably, a question would be whether the WLAN Direct IP Access could be one of the non 3GPP IP access. 
2. Discussion on the key issue

According to the 3GPP WLAN standard I.e. 23.234, the I-WLAN access is basically defined to the following two types:

WLAN 3GPP IP Access: Access to an IP network via a PLMN via a tunnel. A related term is WLAN Direct IP Access.

WLAN Direct IP Access: Access to an IP network directly from a WLAN AN without passing data to a PLMN via a tunnel. A related term is WLAN 3GPP IP Access.
SAE discussion, it has been discussed that the I-WLAN is the most likely the case for the non 3GPP access using the S2 reference point. 
It seems there is no doubt that the WLAN 3GPP IP Access is the subject for the SAE.

The only question remains is the WLAN Direct IP Access. In general the main motivation to define the WLAN Direct IP access is to provide the user authentication mechanism using the SIM in order to provide the flat internet access. In this connection model, since the 3GPP operator’s network is not involved for the user data traffic, it seems the WLAN Direct IP Access is not the subject for the SAE.

However, in our understanding, the direct access toward an operator network is also possible with the WLAN Direct IP access since any operator’s network can be considered as a local network.

The following sub-sections illustrate these three cases. 

3. WLAN 3GPP IP Access
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Figure 3.1
The IPsec tunnel provides the secure IP connectivity between UE and 3GPP operators NW over any un-trusted networks intervened.
Mobility consideration between IWLAN and 3GPP access
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Figure 3.2

Note: LTE related nodes and MME/UPE is omitted in this figure to make it simple.

It seems there is no doubt that the WLAN 3GPP IP Access is the subject for the SAE.
4. WLAN Direct IP Access (Flat internet access) 
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Figure 4.1
In general this model is apply to introduce the SIM based authentication to the WLAN market in addition to the web-based authentication with Credit card, scratch card or Room# and last name.
Mobility consideration between IWLAN and 3GPP access
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Figure 4.2

Note: LTE related nodes and MME/UPE is omitted in this figure to make it simple.

Since the 3GPP operator’s network is not involved for the user data traffic in case the W-LAN NW is used, it seems there is no way for the SAE network to provide the mobility between 3GPP I-WLAN and 3G accesses.

5. WLAN Direct IP Access (3GPP access)  
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Figure 5.1

In this example model, the W-LAN NW has the direct and secure connection toward the 3GPP operator’s network using IPsec (tunnel mode) between gateway nodes.

We believe that this is valid model since no need to have individual IPsec protocol stack in every single WLAN UE. ( This is significant advantage from the terminal point of view.
However according to the recent discussion with SA3, the integrity protection and encryption have to be provided between UE and the SAE CN for the SAE access.  In this sense this access mechanism seems not feasible since UE and NAS in the W-LAN NW are not protected.
Mobility consideration between IWLAN and 3GPP access
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Figure 5.2

Note: LTE related nodes and MME/UPE is omitted in this figure to make it simple.

Since both C-plane and U-plane traffics are handled in the SAE network, it seems the mobility between the I-WLAN and 3GPP access can be technically possible by the SAE network.

However as mentioned above, the security level for W-LAN access may be relatively weaker than the security level for the LET access.

6. Summary and Conclusion
This paper analyses the possible IWLAN access scenario with the SAE network in mind. 
With this analysis, it is proposed that the following be clarified in the SAE work.
· Do SAE networks handle all following 3GPP I-WLAN connection models in order to provide the mobility between the 3GPP I-WLAN and the 3G accesses?
· WLAN 3GPP IP Access: Described in the section 3 in this paper.
· WLAN Direct IP Access (Flat internet access): Described in the section 4 in this paper.
· WLAN Direct IP Access (3GPP access): Described in the section 5 in this paper.
· If the WLAN Direct IP Access (3GPP access) is handled in the SAE network, how can the security threats on the WLAN NW be solved? 
· Or we would better consider this security threats as an operators issue and not the subject of the 3GPP standardization.
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