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1.
Introduction

Contribution S2H-050036, Dynamic Network Routing Reconsidered, noted in SA2 VCC ad hoc in Bellevue, presented an analysis of the current service control scheme in consideration for VCC, identifying service profile synchronization issues and complexities involved in management of service control upon VCC with distributed service control. The contribution recommended the following amendments to service control principles for VCC:

“

1. A requirement be added to state all calls to a UE shall be routed either through IMS or CS (i.e. to the “native” network), but not both.

2. A requirement that supplementary services be provided by only the “native” network, and that the “foreign” network only deliver very basic call capability.”

This contribution further elaborates on how these two principles can be applied on the IMS Controlled model with static anchoring. Namely, all calls for VCC subscribers are controlled in IMS treating the IMS as the native network for the VCC subscriber calls, whereas the CS domain is treated as foreign network for VCC subscriber calls made via the CS domain network.  In addition, it provides the operator with the capability of blending their service offering with services available from both CS and IMS platforms.
This paper proposes text enhancements to section 3.1 for definition of native and foreign networks; to section 6.3.7 for introduction of the new model; and new text to be included in section 6.3.7.4 of the TR for details on the new model.

2.
Discussion 

3.1
Definitions

1. Native network: The network where all incoming calls are delivered. All supplementary services are handled completely in the native network.
2. Foreign network: The network where the calls are NOT delivered - to be only used to deliver a “simple” call to the subscriber.  The foreign network is used to extend a simple “umbilical call” to the subscriber, and offer no service other than connectivity, that is,  the foreign network does not offer any supplementary services. 

6.3.7
Impact on Supplementary Services

IMS Controlled model facilitates flexibility in providing service control for VCC users. Two service control configurations are provided in this section, namely Distributed Service Control model and Centralized Service Control model. With distributed service control, the CCCF does not influence supplementary service execution in the serving network node prior to or post VCC. User receives services from the domain it is active in a voice call, that is, CS Supplementary services are available to the user when it is in the CS Domain, whereas, richer IMS service set is made available to user as it moves into IMS coverage, within the context of the same call/session. With centralized service control, the service control for a VCC user is centralized in IMS. Sections 6.3.7.1 through 6.3.7.3 describe the Distributed Service Control model and section 6.3.7.4 describes the Centralized Service Control model.
6.3.7.4
IMS service control of VCC subscriber calls

When a service for VCC subscribers is to be realized in IMS, service control for VCC subscribers may be achieved by employing the following scheme that builds on fundamental principles shared with some of the techniques currently being evaluated as part of a R6 study on Combining CS Bearers with IMS [TR 23.899] in that the control for services is done via SIP/IMS using logic residing in an IMS Application Server, whereas the CS speech bearer control is done via CS signalling (as in TS 24.008):

1. IMS is used as the native network for VCC subscriber calls. All calls are anchored in IMS, with service control of all calls in IMS.

2. For calls made via the CS Domain network:

i. A Call Control signalling channel is implicitly established between the UE and the CCCF for management of services in IMS. Two possible signaling protocols are proposed: USSD and SIP, which can be used only when simultaneous CS and IMS access is available, e.g., DTM capability (in case of GERAN access) and MultiRAB capability (in case of UTRAN access),  . Considering limited payload size available with USSD (~190 octets), when using the USSD transport, a message protocol will need to be defined between the UE and CCCF which will be converted to SIP messages by the CCCF.  One possible mechanism for USSD is to use SIP templates that are exchanged between the UE and the network at registration, to be used later for communication of the call control content required by the network for generation of SIP messages.
ii. Static anchoring techniques described in section 6.2a are used to establish physical bearer access to the UE via the CS domain network. The circuit domain sees only one session for a VCC user, that is, the session which is used to establish this physical access.

iii. The CCCF acts as a user agent on behalf of the UE and employs a 3pcc function for establishment and control of VCC user sessions with one or more remote parties. 

iv. All services for CS calls are controlled in IMS through iFC execution at the S-CSCF resulting in appropriate Application Server invocation with communication to the UE provided via the implicit call control signalling channel between the UE and the CCCF. 
6.3.7.4.1
USSD enabled Service Control in IMS-Signalling and Bearer Architecture 

Depicted in Figure 6.3.7.4.1-1 below are the signalling and bearer paths for a VCC subscriber engaged in a CS call when USSD is used for enablement of IMS service control of CS calls. 

A physical bearer access is established for the UE, by using static anchoring techniques described in Section 6.2a over CS call control signalling channel. Additionally, an implicit call control signalling channel is established between the UE and the CCCF via USSD signalling exchange through the gsmSCF component of CCCF/NeDS. A USSD Gateway may be used in absence of CAMEL capability in the home CS network. A USSD/SIP translations function (USG: USSD-SIP-Gateway) is employed by the network for generation of SIP templates and mapping between USSD and SIP for communication between the CCCF and the UE. The CCCF manages and controls the CS session for the UE by employing a 3pcc function.

Note that the current specifications only allow execution of U-CSI and UG-CSI in the subscriber’s home CS network, however, the USSD signalling path may be optimized by enhancements to allow U-CSI and UG-CSI execution in the visited CS network to facilitate a direct signalling path between the VMSC and the gsmSCF component of CCCF/NeDS.
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Figure 6.3.7.4.1-1 CS call signaling and bearer architecture w/ USSD enabled service control

6.3.7.4.2
SIP enabled Service Control of CS calls in IMS-Signalling and Bearer Architecture

Figure 6.3.7.4.1-1 below illustrates signalling and bearer architecture for a VCC subscriber engaged in a CS call when SIP is used for enablement of IMS service control of CS calls. 

A physical bearer access is established for the UE via the CS domain network by using static anchoring techniques described in Section 6.2a over CS call control signalling channel. Additionally, an implicit call control signalling channel is established between the UE and the CCCF via SIP signalling exchange. The CCCF manages and controls the CS session for the UE by employing a 3pcc function.
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Figure 6.3.7.4.1-1 CS call signaling and bearer architecture w/ SIP enabled service control
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3.
Conclusion and Proposal

It is proposed that the solution described in Section 2 of this document be included in Sections 6.3.7 and 6.3.7.4 of the TR.
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