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1. Introduction
In this contribution, we propose to clarify that the necessity of intra WLAN 3GPP IP Access mobility management.
2. Discussion
In TR 22.978 “All-IP Network (AIPN) Feasibility Study”, the following high level objective is described as SA1 requirements related to mobility management.
· Universal seamless access – an AIPN should allow users to connect to services from a variety of device-types and access systems. This should come about through the use of common protocols, addressing schemes and mobility management mechanisms. The users may not need to know the access system used. Access systems may be selected and changed according to service needs and availability.
Also, in TS 22.258 “Service Requirements for an All-IP Network (AIPN)”, following requirements for multi access and seamless mobility are also described.
· An AIPN shall be capable of providing seamless terminal mobility within and across access systems. The user shall experience no disruption in the service due to terminal mobility.
· The AIPN shall provide appropriate mechanisms to enable users to connect to the AIPN through multiple access systems, including EUTRAN, I-WLAN and UTRAN & GERAN based access systems.
Considering above three yellow-marked sentences, evolved system shall provide the user with seamless service, without making the user conscious of which access system the user is connecting to, even if the user moves within the access system and between different access systems, including EUTRAN, I-WLAN, UTRAN and GERAN.

In the I-WLAN based access system, there are following two cases [1].

· WLAN Access, Authentication and Authorisation, which provides for access to the WLAN and the locally connected IP network (e.g. Internet) to be authenticated and authorised through the 3GPP System. Access to a locally connected IP network from the WLAN, is referred to as WLAN Direct IP Access.
· WLAN 3GPP IP Access, which allows WLAN UEs to establish connectivity with External IP networks, such as 3G operator networks, corporate Intranets or the Internet via the 3GPP system.
In the “WLAN Direct IP Access” case, since the 3GPP system does not establish connectivity between UE and External IP Networks, the I-WLAN contained in the aforementioned requirement in TS 22.258 is considered to be only “WLAN 3GPP IP Access” case.
At the last SA2 meeting, requirements on mobility management for SAE [2] was approved. In those requirements, the following is considered to be related to scope of mobility management for SAE.
· Mobility Management functionality shall be responsible of mobility within the Evolved 3GPP System and between the Evolved 3GPP System and different types of access systems.
In the above bullet point, if the Evolved 3GPP System includes WLAN 3GPP IP Access, then mobility management for SAE shall be responsible for intra WLAN 3GPP IP Access mobility. But if not, then mobility management within the WLAN 3GPP IP Access is missing. We would like to clarify that the mobility management for intra WLAN 3GPP IP access mobility is within the scope of SAE although the prioritization of the standardisation work should be taken into account.
3. Conclusion
If mobility management within the WLAN 3GPP IP Access is missing in the current standardisation work, to meet requirements of SA1, we propose to have clarification that mobility management within WLAN 3GPP IP Access is scope of SAE.
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