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1.  Introduction

Lucent Technologies has had an opportunity to review the current status of service requirements for the Generic User Profile (GUP) [1]. As part of this review, it is apparent that areas such as the GUP usage environment and the application and scope of profile data need further re-examination and refinement. The purpose of this document encourage discussion at SA1 in an attempt be better understand issues related to the specification of GUP within the 3GPP.

2.  Discussion

The following issues are put forward for discussion on the service requirements of GUP:

Issue 1: Usage Environment

Specifying profile data to used as part of data exchanges mandates an exact specification of the usage environment, i.e., are these data exchanges between applications within a mobile operator’s network or service provider business (intra-domain), or between mobile network operators or between mobile service provider businesses (i.e., inter-domain)? The GUP S1 draft does not clearly specify what the scope of the usage environment is and why.

If the purpose of exchanging user profile data is for intra-domain use, then 3GPP may want to re-consider the complexity and value of specifying a profile management architecture where the constituent user data may potentially located across various network or service provider elements. Otherwise, 3GPP may wind-up specifying IT integration requirements for operators whose operational environments are, as of today, very unique and customized.

However, if the purpose of exchanging user profile data is for inter-domain use, then the value of examining it within the scope of 3GPP-specific architectures may make more sense. That is because the inherent value is highest when the user profile data is to be used as a mechanism for sharing information between administrative domains.  This is assuming, for example, the user profile has a clear scope, e.g., regarding user identity.

If one believes that the value of specifying user profile data is for inter-domain use, a further issue arises as to whether the point of interchange needs to be at the network operator or service provider level. It would seem that network operators would not directly need to exchange generic user profile information since existing 3GPP and related specifications allow roaming of UMTS voice or data services across other operator networks, within the context of the roaming plan marketed to subscribers. While signaling and billing specifications from 3GPP and related bodies exist to facilitate inter-operator roaming for voice and data services, there is no specific mechanism to facilitate roaming for value-added data services.  Value-added services are typically based on portal applications, as well as array of applications (messaging, m-commerce, etc.) typically found on the Internet. At this value-added service provider level, operators could utilize their own domains of profile sharing along the lines of a service provider federation.  

As value-added data services are principally the domain of (application) service providers, it’s worth understanding the various domains of such service providers, in so far as they affect a mobile subscriber. Several cases can illustrate potential domain boundaries:

Case 1:  Exchanging Profile Data Between Mobile Service Providers

In this case, two service providers – each part of separate corporate entities (A and B) that own and operate their own mobile networks – may exchange generic user profile data between themselves (Fig. 1).
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Figure 1:  Exchanging Profile Data Between Mobile Service Providers

Case 2:  Exchanging Profile Data Between a Mobile Service Provider and Mobile Virtual Network Operator
In this case, there can be two service providers, whereas one (or both) could be a Mobile Virtual Network Operator, i.e., an operator that does not directly own or operate a mobile network.  In this case, the network operator from whom the mobile subscriber receives basic voice and data service can change, or be constant (as the Fig. 2 shows), but the exchange of profile data is still at the service-provider level.
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Figure 2:  Exchanging Profile Data Between a Mobile Service Provider and MVNO

Case 3:  Exchanging Profile Data Between an Enterprise and Mobile Service Provider or MVNO
In this case, an enterprise containing a set of subscribers may wish to exchange profile data with a mobile network operator providing voice or data services to that enterprise. Then, in order to expedite service subscription, profile data could be exchanged between the enterprise and the mobile service provider linked to the network operator of choice (i.e., the service provider could be part of the same corporation as the network operator, or an MVNO, as shown in Fig. 3).
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Figure 3:  Exchanging Profile Data Between an Enterprise and                                                    a Mobile Service Provider (or MVNO)

While other cases may exist, they are most likely deviations of those already presented and reinforce the notion that data profile exchanges have near-term value when conducted at the service provider level.

Issue 2:  Application of Profile Data
In order to specify all the aspects associated with a generic user profile, the application of the profile data within its intended usage environment must be known. Based on the previous discussion, it seems that the primary benefit of specifying a user profile would be to facilitate 

a single sign-on capability for mobile subscribers “roaming” between value-added service providers, or for enterprises subscribing to such services for the first time.  In the current S1 draft, it is unclear whether or not that is the primary (or prioritized) application of GUP.
Issue 3: Scope of Profile Data

It is important to adequately specify the scope of profile data that needs to be included within the 3GPP architecture and why.  For example, profile data can be limited to user identity, as that information is very generic. Some additional information could also be included (e.g., associated device types, generic preferences, etc.) as part of the same profile, or linked off a user identity root profile.  As a result, the scope of profile data implies the categories of attributes a profile could contain.

Also, it is worth noting that, after a certain point, any additional user information may tend to be very application-specific.  Hence, the needs for profile extensibility vs. profile genericism can be mutually conflicting, and needs to be balanced. The current GUP S1 draft neither recognizes this need nor how it’s to be addressed.
Issue 4: Profile Management Architecture

If a profile management architecture is specified as part of S2 or S3 work, the extent to which Issue 1 is addressed directly affects such work.  For example, if profile data is to be exchanged between service providers, then a critical issue becomes whether the data interchange model infers a federated or centralized profile management architecture.  A federated architecture allows peer-to-peer associations, keeping the subscriber in control of that data, regardless of service provider affiliations. A centralized profile management architecture can also permit subscriber control of data, but gives preference to a single service provider (or third-party) in realizing that control. In the realm of user identity, the computing industry has decided to adopt the former approach as part of the objectives of the Liberty Alliance [2].  However, again, due to the lack of clarity on Issues 1 and 2, the GUP S1 draft makes no reference to the general architectural approach to be used in further specifying the profile management architecture.
3.  Proposals

By identifying the above issues in the specification of GUP at this point in time, Lucent proposes that 3GPP do the following, with regard to the S1 draft and ensuing workplan:

· Elucidate the initial value provided by GUP, by sufficiently specifying and bounding its usage environment and intended application (which in turn drives the data model associated with the profile)
For example, Section 4 of the draft can be modified to include sub-sections akin to the following: 4.1 Usage Environment and 4.2 Intended Application.  By elaborating such sections, including some of the case diagrams and/or text specific to value-added service providers provided in this document, readers will be better equipped to understand and critique any further aspects of the specification, e.g., the GUP data model (currently, Section 4.2).

· Understand whether the interim details associated with GUP can be subsequently addressed outside of 3GPP, for example, by simply leveraging the output of the Liberty Alliance project, if the scope of profile data will be limited to user identity and related information. Leveraging the work of alternate bodies could greatly simply the amount of S2 or S3 work required.

For example, that analysis can be done in parallel with, or subsequent to, the elucidation of the usage environment and intended application of GUP.  

By adopting these proposals, it is hoped that more clarity can be provided regarding the requirements for GUP in R6 network and service architectures, and in understanding if any or all those requirements can best be addressed outside of 3GPP itself.
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