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1. Introduction

This contribution adds 5 new sub-sections to Section 5 Limitations, Existing Identified Issues. These new sub-sections cover:

· Size of PLMN Lists, 
· Size of Forbidden Lists, 
· Handset Overwriting of Forbidden Lists, 
· Optional, Non-Specific and Un-Defined Standards
· Signalling between the HPLMN and the UE
· Management of Devices
2. Proposed Changes

The proposed changes are shown below: 
5.1.5 
Size of PLMN Lists

The standards are not clear on how many entries in the PLMN list the handset manufacturers should support as a minimum. This leads to implementation problems for operators. This should be specified as a mandatory minimum limit.
This comment applies to PLMN, Operator PLMN, User PLMN and other similar files.
5.1.6 Size of Forbidden Lists

For 2G the Forbidden List is limited to 4 entries. In more recent versions of 31.102 this is now much larger. The file size limit of the Forbidden List needs to be same as that of the other lists (Operator PLMN and User PLMN lists).
The standards are not clear on how many entries in the Forbidden List the handset manufacturers should support as a minimum. This leads to implementation problems for operators
5.1.7 Handset Overwriting of Forbidden Lists

Currently it is possible for the handset to overwrite the Forbidden List through a manual selection and also through network selection attempts (to the non-HPLMN) in the customer's home country. As the Forbidden List can also be controlled by the operator via OTA, this could create a position where the operator can not effectively control the users Forbidden List, and make use of it in the following ways
· Use of the Forbidden List to change or improve user experience

· Any form of guaranteed experience through OTA updates (as the OTA update can quickly be over written by the handset)
In addition how devices support the Forbidden Lists varies e.g. some handsets abide by the Forbidden List rules, other handsets offer the user manual network selection when the only network available is the network on the Forbidden List.
It would be useful to have an operator controlled Forbidden List (that would have priority over the current Forbidden List). The existing Forbidden List would be updated/controlled in the current way. The operator controlled Forbidden List could offer one of the following capabilities:
· Prevent access to networks on the list by automatic selection (as now)
· Prevent access to networks on the list by automatic selection except when no other networks are available. 
· Prevent access to networks on the list by automatic and manual selection. It should not be possible to remove networks on the operator Forbidden list by manual selection. 
· Prevent access to networks on the list by automatic and manual selection except when there are no other networks available for selection. 
Which of the above options to apply needs to be discussed and agreed. 
5.1.8 Optional, Non-Specific and Un-Defined Standards

Some existing standards could improve the ability to direct traffic but they are optional or non-specific and therefore not always implemented. Other standards areas are un-defined. These should be reviewed and a recommendation made on which optional ones should become mandatory, which ones need to be more specific and which new ones are required. 
Examples of such standards are:.

· Optional – The device support of the SIM Toolkit "Refresh" command is not consistent
· Non-specific – Size of PLMN, Operator PLMN and Forbidden PLMN lists
· Un-defined – user experience around Forbidden Lists, and manual selection
5.1.9 Signalling Between the HPLMN and the UE
Currently there is no method of rejecting a location update MAP message in a way that indicates that the rejection is due to steering of roaming / traffic direction reasons.

An agreed way to do this should be introduced that does not result in excessive signalling or a poor user experience.

On receipt of such a rejection, there should be a way of allowing the home network to indicate which network should be chosen next. 
A possible idea is that the device could send a list of networks it can see and the home network could respond with which network should be selected. 
This mechanism of using a dialogue between the device and the HPLMN could be used for all network selection processes. In this case the various PLMN lists would be used only as a fallback where the communication between the device and the HPLMN does not work. 
5.1.10 Management of Devices

There are two situations of device use which makes it difficult how they select networks

· Devices that are always on – The problem here being that any SIM OTA updates only take effect when the device is power cycled. If the device is not power cycled the customer will not receive the benefit of the new list of preferred networks

· Devices that are often off – The problem here being that to update this type of device operators need to invest in expensive SIM OTA solutions that send out updates as soon as the device is powered on. Any type of "bulk" SIM OTA updates will fail on these device types as the device is normally off.












