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Introduction

At the last ad hoc held between 18th and 19th October 2000 in Vienna,  Lucent Technologies submitted a proposal to add policy management in the requirements for OSA. The proposal was agreed and the necessary text included in version 1.1.1 of 22.127. Lucent Technologies has had to opportunity to revise this latest version and proposes further updates to the section on Policy Management in order to clarify an editor’s noted. 

Contribution S1O00033 outlined the general concepts behind policy management. A further clarification is provided in this contribution to distinguish between policy information that is private and policy information that is made public. An application or a network operator may create policy classes that are only known to certain applications. However policy classes may be generic and may be used by several applications.  An application may chose to define a policy class and them make it public. The application may still use this policy class for it own use, but in addition other applications may then make use of this same policy class. In the changes proposed in this document, the Request management API has had its description changes to reflect that a policy class may be made public.

Proposed Text Changes

The proposed changes to Section 10 of 22.127 are as follows :

10
Requirements for Policy Management 

A policy management function provides the ability for network operators and service providers to manage the relationship of service capability features with applications. Policies can be applied to traditional areas such as network capacity management, security and authentication and can be extended to new areas such as application deployment. Additionally Policy Management  may be extended to an application via public network policies. The application may select options from the exposed, i.e., public, policy information for its own use..

The policy management function shall provide:

· a policy management information model that is general enough to allow the definition of policy domains in the capability features

· definitions of policy domains for third party applications 

· definition of policy functions and related operations for use by third party service providers

· The Policy Domain Management function

This function allows a 3rd party application to define and manage policy classes and related information. The following functionality shall be provided:

· Ability to Create/Modify/Delete a Policy Class.

· Ability to Create/Delete a Policy Event.

· Activation/De-activation of rules.

· The Policy Event Management function

This function allows a 3rd Party Application to register or de-register for specific policy events notifications and to receive notification of these events. The following functionality shall be provided:

· Register/De-Register for events. 

· Handling of event notification from the network.

· The Policy Statistics function

This function gathers policy related statistics from the network. At least the following set of statistics shall be gathered and made available to an application:

· Success (failure) statistics of operations on policy classes, events.

· Number of, name, time stamp of policy events that are "triggered" during a time period.


· The Request Management function


This function is used by applications to request exposure of public policy classes. An application may choose one of several selections offered by the exposed class, e.g., one of several QoS levels supported by the network. This function is also used to request exposure of policy events that are public. At least, the following functionality should be provided:

· Request Exposure of Public Policy Classes and Events.

· Select and Set an option in a Public Policy Class.


Conclusions

Lucent Technologies kindly requests the delegates of SA1 OSA Ad Hoc to consider the proposed changes in this document for inclusion in the revised version of 22.127
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